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1. Overview

1.1. Telephony, Design, and HCS Dial Plan Overview

The dial plan model is a key component of VOSS Automate’s architecture and provisioning workflow. This
guide describes the relevant architectural elements, the required service configuration, and how the dial plan
model may be customized to meet varying infrastructure requirements and customized service types.

VOSS Automate provides automation and standardization to Cisco Unified Communications Manager
(CUCM) and other elements, such as IOS devices, and Cisco Unity Connection (CUC). Additionally, bulk
loaders can be used to provision and onboard customers. This routing architecture and the associated
element configuration meet VOSS Automate’s configurable dial plan model.

Note: The dial plan model may be referred to as either HCS Dial Plan Model, HCS Dial Plan, Dial Plan
Model, or Dial Plan.

HCS dial plan tools are provided only in the VOSS Automate Provider deployment.

The dial plan model intends to create a pre-integrated baseline configuration of CUCM applications, which
can then be integrated into the platform and the service provider infrastructure with minimal effort.

The dial plan model configures both end-customer equipment, such as CUCM or on-premise routers, as
well as the interaction with aggregation layers, using systems like Cisco Session Management Edition, or
Session Border Controller (SBC).

Note: While standard configurations are provided, service providers must customize parts of the dial plan
model for a particular environment.

For end-customers, the dial plan model supports many corporate dialing schemes, and includes a standard-
ized model for handling intra-site, inter-site, and PSTN calls, typically using a site + extension methodology.
Additionally, it covers advanced routing requirements of elements such as central versus local breakout for
PSTN calls, and handles different numbering requirements across multiple countries.

VOSS Automate’s dial plan model provides a definition of standard telephony services that abstract CUCM
configurations into simpler choices that correspond to the feature plans that service providers want to offer.
For example, the partitions, calling search spaces (CSS), and translation patterns are predefined based on a
choice of simple outbound, inbound, call forwarding, and time of day settings. These settings are exposed as
service types in VOSS Automate, and are combined into feature packages and templates that define user or
lines telephony services.




1.2. Introduction to the Dial Plan Model in VOSS Automate

1.2. Introduction to the Dial Plan Model in VOSS Automate

1.2.1. Overview

The dial plan model was formalized to facilitate a common basis for all translation patterns, partitions, and
calling search spaces (CSS). It was also intended to provide consistent naming conventions, and included
the following calling patterns:

» G1 (Flat Dial Plan) calling patterns
* G2 (Generic Dial Plan) calling patterns
» G3 (Shared Architecture Dial Plan) inter- and intra-site calling patterns

The dial plan model evolved to provide structure and consistency across deployments, but was inconvenient
and clumsy to manage.

The dial plan model in VOSS Automate leverages templates and workflows, and JSON files are used to
implement it. These features make this dial plan model more flexible and easier to manage.

1.2.2. Dial plan model types in VOSS Automate

The VOSS Automate dial plan model comprises these four, basic, predefined call types (dial plan model
types):

Directory Number = Site Location Code (SLC) +
Extension, no Inter Site Prefix (ISP) in SLC

Directory Number = SLC + Extension with ISP as

2. part of SLC
Directory Number = SLC + Extension and without
3. ISP, can be with or without Extension Dialing Prefix
(EDP)
4 Directory Number = Flat Dial Plan (no SLC)

Note: These four dial plan model types comprise all previously available functionality, but gives service
providers additional flexibility because they can be extended with custom schemas (additional, standalone
elements you can choose in VOSS Automate to add to the schema).

Copyright © 2024 VisionOSS Limited. All rights reserved. We appreciate and value your comments. Email: 2
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1.2. Introduction to the Dial Plan Model in VOSS Automate

1.2.3. Dial plan model features

The dial plan model provides several flexible features, including:
+ Dynamic class of service

» Country dial plans

Blocked / non-blocked numbers

Call Manager groups
* Flexible routing
» PSTN prefix per country per customer

The first site of the customer’s country sets the PSTN prefix for all other sites of the country for that
customer.

1.2.4. Using the dial plan model in VOSS Automate

An admin user in VOSS Automate fills out a template (at either customer or site level), which defines the dial
plan model that is delivered to the CUCM and sites.

The dial plan model is based on various configuration elements, depending on the hierarchy level:

Hierarchy Configuration elements

Customer level
N Y * Is SLC-based dial plan required?

+ Does the customer require inter-site prefix (ISP)?
* Is inter-site prefix required as part of SLC?

* Is the ISP part of the directory number?

* Is the ISP included in the voicemail ID?

Site level .
» Site name

» External breakout number
+ SLC

+ Extension length

+ Extension prefix required
+ Extension prefix
 Published number

+ Emergency number

High level dial plan workflows manage the following in VOSS Automate:

 Locations, region, and device pools per site

CUCM groups at the Provider/Reseller/Customer level

Local route groups names at the cluster level

Default and custom, Customer and Site level dial plan schemas

 voicemail

Copyright © 2024 VisionOSS Limited. All rights reserved. We appreciate and value your comments. Email: 3
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1.2. Introduction to the Dial Plan Model in VOSS Automate

* Routing
» Emergency calling line identification (CLI)
* Inventory management

+ Gateway management

Copyright © 2024 VisionOSS Limited. All rights reserved. We appreciate and value your comments. Email: 4
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2. Manage Dial Plan

2.1. Dial Plan Roles and Privileges

Administrators can perform all tasks associated with their roles, as well as all dial plan tasks that are lower
on the navigation hierarchy.
Hierarchy is shown from left (highest) to right (lowest) in the table below.

Depending on the role assigned, an administrator has the following Dial Plan privileges:

Tasks HCS Admin Provider / Re-| Customer Admin Site Admin
seller Admin

Create a Customer Dial | X (Customer level) | X (Customer level) | X (Customer level)

Plan

Create a Site Dial Plan X (Site level) X (Site level) X (Site level)

Configure Class of Ser-| X (Site level) X (Site level) X (Site level)

vice

Configure Short Code X (Site level) X (Site level) X (Site level) X

Configure Directory Num- | X (Site level) X (Site level) X (Site level) X

ber Routing

Add Directory Numbers X (Customer level) | X (Customer level) | X

View Directory Number In- | X (Site level) X (Site level) X (Site level)

ventory

Configure SIP Route Pat- | X (Site level) X (Site level) X (Site level)

terns

Create Voice Mail Service | X X

Associate Voice Mail Ser-
vices to Customer

Define a Voice Mail Pilot
Number

Associate Pilot Numbers
to a Site

(Provider/Reseller
level)
X (Customer level)

X (Customer level)

X (Site level)

(Provider/Reseller
level)
X (Customer level)

X (Customer level)

X (Site level)

X (Customer level)

X (Site level)

continues on next page




2.1.

Dial Plan Roles and Privileges

Table 1 - continued from previous page

doc-feedback@voss-solutions.com

Tasks HCS Admin Provider / Re-| Customer Admin Site Admin
seller Admin

Configure SIP Trunks X X X

Reset SIP Trunks X X X

Restart SIP Trunks X X X

Configure Route Groups | X X X

Configure Route Lists X (Customer or Site | X (Customer or Site | X
level) level)

Configure Device Pools X (Customer or Site | X (Customer or Site | X
level) level)

Provision Emergency | X

Calls

Create Schemas X X

Modify Site Defaults X (Site level) X (Site level) X (Site level)

Assign Custom Schemas | X (Customer level) | X (Customer level)

to Customers

Configure Unified CM | X (Customer or Site | X (Customer or Site | X (Customer or Site

Groups level) level) level)

Configure Regions X (Customer or Site | X (Customer or Site | X (Customer or Site
level) level) level)

Configure Route Patterns | X (Customer or Site | X (Customer or Site | X (Customer or Site
level) level) level)

Configure Route Partitions | X (Customer or Site | X (Customer or Site | X (Customer or Site
level) level) level)

Configure Calling Search | X (Customer or Site | X (Customer or Site | X (Customer or Site

Spaces level) level) level)

Configure Translation Pat- | X (Customer or Site | X (Customer or Site | X (Customer or Site

terns level) level) level)

Configure Calling Party | X (Customer or Site | X (Customer or Site | X (Customer or Site

Transformation Patterns level) level) level)

Configure Called Party | X (Customer or Site | X (Customer or Site | X (Customer or Site

Transformation Patterns level) level) level)

See Also:
» For more information on bulk loading, see the topics on Bulk Administration.
Copyright © 2024 VisionOSS Limited. All rights reserved. We appreciate and value your comments. Email: 6




2.2. Customer Dial Plan

2.2. Customer Dial Plan

[ Gisco_

2.2.1. Overview

For Cisco HCS dial plans, you must create a customer dial plan before you create the site dial plan. You can
only add one dial plan per customer.

Cisco HCS dial plan schemas are configured such that the customer-level dial plan elements are not pushed
to CUCM until the first site for the customer is deployed. Therefore, you won’t see any dial plan elements
provisioned on the CUCM until at least one site is deployed for the customer. See Site Dial Plan.

Once you add a customer dial plan, the only change allowed is to enable CSS filtering.

2.2.2. Add a Cisco HCS Customer Dial Plan

This procedure adds a new Cisco HCS dial plan for a customer.

Note: The options you choose in this procedure define the type of Cisco HCS dial plan schema (Type 1 to
4) to be used.

To add a new dial plan for a customer:

1. Log in to the VOSS Automate Admin portal as a Provider administrator or Customer administrator.

Note: For details around tasks that can be performed for each admin level, see Dial Plan Roles and
Privileges.

2. Go to (default menus) Cisco Dial Plan Management > Customer > Dial Plan to view existing dial
plans in the list view.

M / DialPlan -+ 0 * O

Rows:0-4/4 4 columns selected b

[ | Customer Name t= CustomerID Tl Dizl Plan Type Tl

AAAGlobal
GeolLogic
NEBlzarp

Overton

Oooono

3. Click the Plus icon (+) to add a new customer dial plan; then, select the customer.

4. On the Dial Plan / New Record page, choose one of the options in the table to configure the new dial
plan, depending on whether a site-location code is required for the customer:

Copyright © 2024 VisionOSS Limited. All rights reserved. We appreciate and value your comments. Email: 7
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2.2. Customer Dial Plan

Site-location code required?

No site-location code required

Select Site-Location Code (SLC) based dial
plan, then:

Define whether to use an extension prefix.
If yes, select Use extension prefix, then
fill out the extension prefix.

Define whether to use an inter-site prefix
for inter-site dialing. If yes, select Inter-
Site Prefix required for inter-site dialing,
then:

— Fill out the inter-site prefix (ISP). The
ISP can be just one digit.

— Define whether the ISP is included in
the directory number. If yes, define
whether the ISP is included in the Voice
Mail ID.

Define whether to enable CSS filtering. If
yes, select Enable CSS filtering.

When enabled, this setting filters the calling
search spaces (CSS) available when con-
figuring a subscriber, phone, or line, to Site
level Class of Service (CoS) CSSs.

By default, CSS filtering is disabled, which
results in all available Cisco Unified Com-
munications Manager (CUCM) CSSs be-
ing available when configuring a Subscriber,
phone, or line.

Leave Site-Location Code (SLC) based
dial plan unchecked.

Define whether to enable CSS filtering. If
yes, select Enable CSS filtering.

When enabled, this setting filters the calling
search spaces (CSS) available when con-
figuring a subscriber, phone, or line, to Site
level Class of Service (CoS) CSSs.

By default, CSS filtering is disabled, which
results in all available Cisco Unified Com-
munications Manager (CUCM) CSSs be-
ing available when configuring a Subscriber,
phone, or line.

Note: The value in the read-only Customer ID field is a unique, auto-generated number allocated to
the customer. Customer ID is particularly useful in shared deployments (where a cluster may be shared
across multiple customers) to correlate specific elements to a customer. The customer ID displays in
CUCM as a prefix to elements (for example Cu2Si7 identifies Customer 2, Site 7).

5. Click Save to add the new customer dial plan.

For add, update, or delete, you can view transaction progress and details in the Transaction Logs.

Copyright © 2024 VisionOSS Limited. All rights reserved. We appreciate and value your comments. Email: 8
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2.3. Site Dial Plan

Note: When adding lines (DNs) at the site level, you must define your DNs appropriately (that is, you
are responsible for using ISP+SLC+EXT if you deploy a Type 2 dial plan). Otherwise your inter/intra
site calls won'’t route. For details around defining directory numbers, see Number Range Management.

Related Topics

» Transaction Logging and Audit in the Core Feature Guide

2.3. Site Dial Plan
=]

2.3.1. Overview

A site can be associated with only one dial plan.

A Cisco HCS site dial plan is not automatically created for a site when the site is created. Instead, once the
first site is deployed for a specified customer, the customer-level dial plan elements are provisioned on Cisco
Unified Communications Manager (CUCM), followed by the site-specific, Cisco HCS dial plan elements.
Each subsequent site takes less time to create as they have only site-specific dial plan elements to provision.

For customers with two or more sites, the site dial plan must be applied to each site.

Only one site dial plan can be added at a time against a specific CUCM. Parallel transactions are disallowed.
When adding a site dial plan, its transaction workflow acquires a lock that prevents a parallel transaction for
adding another site dial plan from completing. The lock value is unique per CUCM.

If you try adding another site dial plan while a transaction is in progress for the first one you added, the
transaction for the second dial plan starts and is in progress for 3 minutes, trying to acquire the lock. If it
cannot acquire the lock, the second transaction fails with this message:

Failed to Add Cisco HCS Site Dial Plan, a Site Dial Plan is currently being added for this Unified CM, please
wait for that transaction to complete, or wait 15mins for the lock to auto expire in the case that a failed
transaction did not release the lock automatically

If the first transaction fails, the lock is set to auto-expire after 15 minutes.

2.3.2. Add a Cisco HCS Site Dial Plan

This procedure creates a Cisco HCS site dial plan and associates the dial plan with a site.
Pre-requisites:
+ Create the customer dial plan. See Customer Dial Plan

You can only create a site dial plan once the customer dial plan exists because there are attributes
defined in the customer dial plan that are required when the site dial plan is created.

Copyright © 2024 VisionOSS Limited. All rights reserved. We appreciate and value your comments. Email: 9
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2.3. Site Dial Plan

To add a site dial plan:

1. Log in to the Automate Admin portal as a Provider administrator or Customer administrator.

Note: For details around tasks that can be performed for each admin level, see Dial Plan Roles and

Privileges.

2. Go to (default menus) Cisco Dial Plan Management > Site > Dial Plan, then view existing site dial

plans in the list view.

3. Click the Plus icon (+) to add a new site dial plan; then, select the site.

4. On the Dial Plan / New Record page, configure the dial plan. The table describes the configuration

options:

Field

Configuration

External Breakout Number

Use extension prefix

Area Codes

Fill out the one digit external breakout number for the country
associated with the site.

The external breakout number is the PSTN prefix that is used
when deploying a country dial plan. The default is 9. For Cisco
HCS Type 1 to 4 dial plan schemas, country dial plans are de-
ployed at the Customer level.

The country dial plan is pushed to CUCM once the first site as-
sociated with a given country is deployed. For example, if a site
is associated with the United States (USA), and it is the first site
dial plan being created for the USA, the USA country dial plan is
deployed as part of creating the site’s dial plan.

Automate supports only one external breakout number for each
country. For example, all sites within the USA have the same
external breakout as the first site within the USA.

Defines, for sites without Inter-Site Prefixes (ISPs), whether this
dial plan uses the extension prefix from the customer dial plan.
Displays only if your customer dial plan does NOT use ISPs, for
example, HCS Type 3 dial plans (SLC, no ISP, DN=SLC+EXT).
When enabled, this setting is applied ONLY if there is an extension
prefix defined in the customer dial plan.

Click the Plus icon (+) to add valid local area codes for the site, if
required.
For each area code you add:

* Fill out the area code.

+ Specify the length of the subscriber part of the PSTN number.

Note: The area code is used to generate the PSTN local route
patterns for the site. For example, in the USA, if area codes are
added for Dallas, Texas, the area codes could be specified for
local dialing as 214, 469, and 972, with a subscriber length of 7.

The Local Number Length field defines the length for the sub-
scriber section of the entire E.164 number.

Copyright © 2024 VisionOSS Limited. All rights reserved. We appreciate and value your comments. Email: 10
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2.3. Site Dial Plan

Field

Configuration

Site Location Code

Extension Length

Area Code Used for Local Dialing

Published number

Displays only when the customer dial plan uses site location
codes.

Fill out the site location code (SLC). The maximum number of
digits is 8.

The SLC must be unique across sites for a customer.

Fill out the number of digits for the extension (between 1 and 30
digits).

Defines whether the area code is required for local dialing from
this site.

Note: In the USA, this setting defines whether you use 7-digit or
10-digit local dialing.

Select from the available E.164 inventory numbers, or fill out a
custom number.

Note: The site published number is the default E.164 mask when
a line is associated to a phone at a particular site.

Field

Configuration

Emergency Call Back Number

Use DDI for emergency calls

Select from the available E.164 inventory numbers, or fill out a
custom number.

Note: Site emergency call-back number is the calling number
when initiating an outgoing emergency call. It can be used when
you use Extension Mobility and make an emergency call from a
site other than your own. It can be used when the emergency call
goes out to the PSTN network, when the system includes the site
emergency number so that the origin of the call is known.

The system adds this calling party transformation to the
DN2DDI4Emer-PT partition.

The emergency call back number is not the number to dial for an
emergency. Instead, it is the number used to identify the calling
party for emergency calls originating from a particular site.

Define whether to use DDI for emergency calls when user is at
home location.

Site ID A read-only field that displays a unique, auto generated number for
each customer site, which is prefixed to elements as an identifier
(for example, Cu4Si2 indicates Customer 4, Site 2).
5. Click Save.
Copyright © 2024 VisionOSS Limited. All rights reserved. We appreciate and value your comments. Email: 11
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2.3. Site Dial Plan

View transaction progress and details in the Transaction Logs.

The new site dial plan is added. The system takes a few minutes to provision the site dial plan,
especially for the first site. The site information is loaded on CUCM, and is identifiable by its Customer
ID, Site ID prefix.

Related Topics

» Transaction Logging and Audit in the Core Feature Guide
2.3.3. Update a Cisco HCS Site Dial Plan

 Cisco

This procedure updates a Cisco HCS site dial plan.

1. Log in as the Provider, Reseller, or Customer administrator.
Set the hierarchy path to the site where you want to update the dial plan.
Go to (default menus) Cisco Dial Plan Management > Site > Dial Plan.

In the list view, click on the site dial plan where you want to make changes.

o > © D

On the Dial Plan page, you can update the following:

Field Description

Area Code You can modify or delete existing area codes, or add new area codes.
Local Number Length  The length of a locally dialed number for the specified area code.

Area Code Used for Lo- Defines whether the area code is included in locally dialed calls.
cal Dialing

Published Number The site published number is the default E.164 mask when a line is associ-
ated to a phone at a particular site.

Emergency Call Back The site emergency call-back number is the calling number when initiating
Number an outgoing emergency call.

6. Click Save.

View transaction progress and details in the Transaction Logs.

Copyright © 2024 VisionOSS Limited. All rights reserved. We appreciate and value your comments. Email: 12
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2.3. Site Dial Plan

Related Topics

» Transaction Logging and Audit in the Core Feature Guide

2.3.4. Area Code Changes in Cisco HCS Site Dial Plans

For the Cisco Type 1-4 dial plans, area code changes result in the affected local dialing translation patterns
getting reapplied for the site:

When adding new area codes New translation patterns are deployed to the site, based on the
country dial plan schema associated with the site.

When deleting area codes Related translation patterns are un-deployed from CUCM, based
on the country dial plan schema associated with the site.

When modifying area codes Related translation patterns are un-deployed from CUCM, and
new translation patterns are deployed, based on the updated area
codes.

For the Cisco Type 1-4 dial plan schema groups, area code changes generate LBO IOS area code events.
If you change the area code for a site associated with one or more Local SIP Gateways, area code 10S
commands are generated:

When adding an area code The area code add IOS command is generated.

When deleting an area code The area code delete IOS command is generated if no other sites
associated with the same SIP Local Gateway are using the deleted
area code. If another site still references the same gateway’s area
code, the delete area code I0S command is not generated. This
prevents invalidating the other site’s local dialing behavior.

When updating an area code The area code delete and add IOS commands are generated as
necessary, based on the added and deleted logic.

2.3.5. Published Number Changes in Cisco HCS Site Dial Plans

When changing an existing published number in a Cisco HCS site dial plan:
» The following site defaults are updated, if they were using the published number you changed:
— Default CUCM Phone Line E164 Mask
— Default CUCM Device Profile Line E164 Mask
— Line E164 Mask

» Updates any phone line masks, device profiles, and remote destination profiles that were using the
published number you changed.

» Automatically regenerates previously generated E164 10S commands for a SIP Local Gateway associ-
ated with the site.

Copyright © 2024 VisionOSS Limited. All rights reserved. We appreciate and value your comments. Email: 13
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2.3.6. Emergency Call Back Number Changes in Cisco HCS Site Dial Plans

When updating a Cisco HCS site dial plan and you have a Type 1 - 4 dial plan configured, two calling party
transformations are created automatically with the Emergency Call Back Number.

Changing the Emergency Call Back Number updates the calling party mask in these calling party transfor-
mation patterns if it used the previous Emergency Call Back Number:

 "{{ macro.HcsDpSiteld}}!"
» "{{ macro.HcsDpSiteld}\+!"
If the calling party mask has been manually changed, the fields are untouched.

These calling party transformation patterns insert the Emergency Call Back Number as the caller ID for any
emergency calls placed from phones within the site.

Next Steps

Apply any generated or regenerated IOS commands to your I0S gateway.

2.4. Class of Service (Site)

2.4.1. Configure Class of Service for a Site

This procedure creates a new Calling Search Space (CSS) or edits an existing CSS that is tied to a site. The
CSS can be used as a Class of Service (COS) for a device or line, or any of the other templates that rely on
COS to filter different features.

1. Log in as provider, reseller, or customer administrator.

2. Select the relevant site.

Note: When adding CoS, ensure you select a valid site under the customer in the hierarchy. You can
only add CoS at a site.

3. Go to (default menus) Cisco Dial Plan Management > Site > Class of Service.

Note: There is one default Internal Calling Line Identification Presentation (CLIP) CoS that appears
in the list. The default CoS is provisioned automatically based on the criteria you selected when you
added the site.

4. Choose an option:
» To add a CoS, click Add.
+ To edit an existing CoS, click on the relevant CoS, make your changes, then save.

Copyright © 2024 VisionOSS Limited. All rights reserved. We appreciate and value your comments. Email: 14
doc-feedback@voss-solutions.com



2.4. Class of Service (Site)

+ To clone an existing CoS, click on the relevant CoS, then click Action > Clone.

5. Fill out a unigue name for the CoS in the Class of Service Name field.

Note: Ensure the name is descriptive, using up to 50 alphanumeric characters, including spaces,
period(s), hyphens (-), and underscore characters (_). You can also use macros in Automate to create
a CoS name. See the Automate documentation for a list of possible macros.

MMacros allow you to dynamically add site IDs, customer IDs, and other types of information to the
CSS.

Example: Cul-24HrsCLIP-PT-{{macro.HcsDpSiteName}}

The actual CSS that is sent to the CUCM (based on the macros entered) is mirrored in
the Actual Calling Search Space field. For example, the macro example above changes to
Cul-24HrsCLIP-PT-SiteABC.

6. Optionally, at the Description field, fill out a description for the CoS.
7. Choose route partition members to include in the CoS. To do this:
a. Click the Plus icon (+) to add route partitions.
b. From the drop-down, select a route partition member.

c. Repeat this step until you have selected all the members you need for this CoS. If you want to
remove any member from the CoS, click the Minus icon (-).

8. Click Save to add the new CoS. The new CoS will display in the summary list view, from where you
can update it or delete it in future, if required.

When adding (including clone), updating, or deleting CoS, you can view transaction progress and
details in the Transaction Logs.

Related Topics

+ Transaction Logging and Audit in the Core Feature Guide

 Class of Service in the Core Feature Guide

2.4.2. Clone a Class of Service for a Site

This procedure clones an existing Class of Service (CoS) to the same site hierarchy node, with a new name.

1. Log in as provider, reseller, customer, or site administrator.

Note: When cloning a CoS, ensure that you select a valid site under the customer in the hierarchy.
Attempting to clone a CoS at any other node (at a customer or reseller for example), a system error
reminds you that you must be at a site.

2. Go to (default menus) Cisco Dial Plan Management > Site > Class of Service.
3. Click on the Class of Service to be cloned.
4. Click Action > Clone.
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5. Fill out a unique name for the Class of Service in the Class of Service Name field.

Note: Ensure the name is descriptive, using up to 50 alphanumeric characters, including spaces,
period(s), hyphens (-), and underscore characters (_).

6. Optionally, fill out a description.
7. Save the cloned CoS. This creates a new CoS.

When adding (including clone), updating, or deleting CoS, you can view transaction progress and
details in the Transaction Logs.

Note: Save the cloned CoS to the same site hierarchy as the original CoS. You can’t save the clone to
a different site or to a different hierarchy.

The new CoS displays in the summary list view, from where it can be updated or deleted in future, if
required.

Related Topics

« Transaction Logging and Audit in the Core Feature Guide

2.5. Short Code

2.5.1. Overview

Short codes are used for abbreviated dialing to other extensions and services.

2.5.2. Configure Short Codes

This procedure configures short codes.
Prerequisites:
* The site dial plan must be added. See Site Dial Plan
Perform these steps:
1. Log in as provider, reseller, customer, or site administrator.
Warning:

When adding a short code, ensure that you select a valid site under your customer in the hierarchy
node breadcrumb at the top of the view. Adding a short code at any other node in the hierarchy triggers
a system error indicating that you must be at a site.

2. Choose Cisco Dial Plan Management > Site > Short Code, then click Add to add a short code.
3. Enter a short code in the Short Code field, using up to 16 characters with the following format:

» The first character may be 0-9, or *
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* The last character may be 0-9, #, or the wildcard character X.

+ All other characters may be 0-9, . (period), or the wildcard character X. Only one . (period) is
allowed.

Example:
*2.XXX

4. From the Short Code Type drop-down, choose one of:

Option Description

Called The called mask maps to the Short Code. Valid entries include the digits 0 through 9;
Mask the international escape character + and the wildcard character X. For example, a called
mask of 567XXX using Short Code *2.123 converts to 567123.

Directory The directory number maps to the Short Code. Valid entries are digits 0 through 9.
Number

Pre-dot The called prefix maps to the Short Code.
with

Called

Prefix

5. Enter the value for the Short Code Type in the Value field.

6. Select the Use Originator’s Calling Search Space check box to indicate that the Short Code will use
the originator’s calling search space for routing a call rather than an explicit customer CSS.

If the originating device is a phone, the originator’s calling search space is a combination of the
device calling search space configured on their phone and line calling search space configured on the
originating line.

7. Click Save to add the Short Code that you defined. The new Short Code appears in the table of Short
Codes and it can be edited or deleted as required.

2.6. Directory Number Routing

2.6.1. Overview

Directory number routing is a translation pattern that is put into the PrelSR and ISR partitions to route
intrasite and intersite calls to extensions (directory numbers). This is similar to the way site location codes
(SLCs) are used as short codes for Type 1, 2, and 3 customer dial plans.

Typically, directory number routing is used for Type 4 (flat dial plans) so that from a customer and site
perspective, you can see which patterns are directory numbers because there are no SLCs available.
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2.6.2. Add a Directory Number Routing

This procedure adds a directory number routing.
1. Log in as provider, reseller, customer, or site administrator.
Warning:

When adding directory number routing, you must select a valid site under your customer in the hierarchy
node breadcrumb at the top of the view. Adding a directory number routing at any other node in the
hierarchy triggers a system error indicating that you must be at a site.

2. Go to (default menu) Cisco Dial Plan Management > Site > Directory Number Routing, then click
Add.

3. In the Directory Number Routing Prefix, enter a prefix, using up to 30 characters (for example, 234)

4. In the Directory Number Mask Length field, enter a DN mask length. For example, if you enter 4, the
Directory Number Routing would be 234XXXX, where XXXX is the mask.

5. Click Save. The Directory Number Routing is added.

The new Directory Number Routing appears in the table and it can be edited or deleted as required.

2.7. Customers

2.7.1. Overview

Customers exist as a node in VOSS Automate’s hierarchical structure. Typically, the structure has the
following order (from highest level to lowest level).

* Provider
» Reseller
+ Customer
« Site

Optional intermediary nodes can also be created.

Note: VOSS Automate employs hierarchies (organization levels), user roles, and access profiles to control
and secure access to resources in the system. You can find out more about hierarchies at Introduction to
Hierarchies in the Core Feature Guide.

In the hierarchical structure, sites (locations) can only be created under a customer. However, you will need
to set up the customer-level configuration before adding sites. The complete on-boarding of a customer is
done at the Provider hierarchy. You can find the customer on-boarding details in the Customer On-boarding
Quick Start Guide in the Core Feature Guide.
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Related Topics

* Introduction to Hierarchies in the Core Feature Guide
» Customer On-boarding Quick Start Guide in the Core Feature Guide

» Network Device Lists in the Core Feature Guide

2.7.2. Add and Update Customers

This procedure adds a new customer, and updates an existing customer.

Note: If required, you can disable number management for the customer.

1. Log in as Provider or Reseller administrator (depending on which organization manages the customer).

Note: Log in using the Provider or Reseller admin’s email address (case-sensitive). You can find this
email address via (default menus) User Management > Admins. Click on the admin’s name to view
the email address.

2. Choose the hierarchy.

Note: If logged in as Provider and the Customer is to be added under a Reseller, set the hierarchy
path to the Reseller.

3. Go to (default menus) Customer Management > Customers.

VOSS < g cs-P(Provider) vOSS Automate Q~  Search for an action in the menu orlanding pages

M / customers

Hierarchy Management ~ B

Rowz:0-5/5 13 columns selected v
[[] | Customer Name te= | Domain Name T) Shared UC Applications T Disable Number Management 1} | Public Sector 1 nactive Billing T | Custom String 1 1) | Custom String2 f| | Custom Swing3 ) | Cut
Filte v Filte ¥ Filte ! Fike 7 Fie ¥ Fitte ¥ Filte Filter
AsABlobal aaglabal.com

GeoLagic geologic.com

O
0
[ | neeorp
]
O

4. On the Customers page:
» To add a new customer, click the Plus icon (+) to open the configuration screen.

+ To update an existing customer, click on the customer name to open the configuration screen.
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VOSS < [y cs-P(Provider) VOSS Automate Q- Search for an action in the menu or landing pages

e e A / customers / GeoLogic A*rMe

Reseller Management v A Customer Details Contact Information

— e Customer Name * Address1 | 71009 Kit Creek Rosd
Management
Description Address 2
Customers
Extended Name city | ATF
o External Customer ID State
Network Device Lists DomainName | geslagic.com Fostal Code | 27702
Account ID Country | US4 x v | Q
Deal IDs Name | Gsologic Admin
Prime Collaboration v | Q Email Address om
Shared UC Applications Telephone Number
‘Site Management Disable Number
Management
Apps Management Public Sector ||
LDAP Management Inactive Billing ]

Note: To switch the page layout from panels to tabs or from tabs to panels, you can click the Switch
to Tab/Panel Layout toolbar icon.

5. Fill out or update the fields on the page (Customer Details and Contact Information tabs/panels):
+ Customer Details (see field descriptions below)

» Contact Information - fill out the customer address and contact details (email address and
telephone number)

Important: Additional custom string and boolean fields may be exposed via field display policies for
the Customers configuration form. For details, see Add Custom Fields to Customer Configuration
Screens
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Customer
Details

Description

Customer Name

Description
Extended Name
(Provider)
External Cus-
tomer ID
(Provider)

Domain Name

Account ID

Deal IDs

Mandatory. The name of the customer.

Note that when Create Local Admin is selected, any spaces in the cus-
tomer name are converted to underscores in the Customer local administra-
tor name and email.

Customer description

Descriptive name for the customer, used by external clients to correlate their
own customer records with customer records stored in HCS.

External customer ID used by the Service Inventory service, and included
as a column in the customer record of the service inventory report. Specify
an External Customer ID in this field that matches the customer ID used
by the external inventory tool that receives the Service Inventory reports.
If the Service Inventory service is not being used, this field is not required.
However, it can be used to correlate customer records in external systems
with customer records in HCS.

Customer domain. This field is used to create email addresses for:
* The customer default local administrator, for example:
tomer1Admin@customeri.com
+ Site default local administrators under the customer, for example:
Site1Admin@customeri.com
If the customer domain is omitted, the provider domain (or reseller domain,
if the customer is under a reseller in the hierarchy and the reseller domain
was provided) is used instead.

The Account ID is used by external clients to correlate their own customer
records with the customer records stored in HCS. This Account ID value is
synced to the Customer record in the Shared Data Repository.

Deal IDs are used by the Hosted License Manager (HLM) service. HLM
supports Point of Sales (POS) report generation. The report includes all
customers on the system with aggregate license consumption at customer
level. The optional Deal ID field associated with the customer is included in
the report. Each customer can have zero or more Deal IDs. The Deal ID
field is free text format and each deal ID is separated by a comma.

Cus-
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Customer Description
Details

Shared UC Ap- | Indicates whether the customer can use Shared UC Apps. If selected,
plications the customer sites can use Network Device Lists that contain Shared UC
Apps. Shared UC Apps are UC Apps that are defined above the Customer
hierarchy level.

Disable Number | Enable or disable Number Management for this customer.

Management + If selected, you cannot add Directory Numbers and E164 Numbers to
inventories for this customer.

« If not selected, you can add Directory Numbers and E164 Numbers
to inventories for this customer.

Public Sector Set the Customer as a Public Sector customer. Used for License Reporting.

Inactive Billing Exclude customer from billing (for testing). Used for License Reporting.

Customer Details | Description

Create Local Admin | Defines whether a default local administrator is created for the customer.

Cloned Admin Role | The Provider or Reseller role used to create a new role prefixed with the
customer name. The created customer role, shown in the Default Admin Role
field, is assigned to the default local administrator user. This field appears only
if the Create Local Admin checkbox is selected.

Default Admin Role | The created customer role that is assigned to the default local administrator.
This field is read-only, and appears only if the Create Local Admin checkbox

is selected.
Default Admin | The password to assign to the default local administrator. This field appears
Password and is mandatory only if the Create Local Admin checkbox is selected.

Repeat Default Ad- | Confirm the default local administrator password. This field appears and is
min Password mandatory only if the Create Local Admin checkbox is selected.

6. If you enable Number Management for a customer after it was disabled, run the DN Audit Tool. See
Audit Number Inventory.

7. Click Save.

Note: When deleting a customer, remove any entities associated with the customer, such as LDAP,
SSO providers, Devices, and NDLs.
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2.7.3. Add Custom Fields to Customer Configuration Screens

VOSS Automate allows you to add up to ten custom string fields and up to 10 custom boolean fields to the
field display policy you apply to the Customer data model (relation/HcsCustomerREL). This provides flexibility
to add additional details for a customer, if required.

The summary attributes in the Customers list view always display three Boolean fields and three String
fields, regardless whether they’ve been included in the FDP. If you wish to change the title of these fields in
the summary attributes you can add a field override entry in the FDP.

When configuring a customer (add or update), you may specify field values or use named macros to populate
values for these fields.

Macros for custom string fields for relation/HcsCustomerREL:

» macro.HcsVossCustomerDAT_custom_string_1

» macro.HcsVossCustomerDAT_custom_string_2

» macro.HcsVossCustomerDAT_custom_string_3

» macro.HcsVossCustomerDAT_custom_string_4

» macro.HcsVossCustomerDAT_custom_string_5

» macro.HcsVossCustomerDAT _custom_string_6

» macro.HcsVossCustomerDAT_custom_string_7

» macro.HcsVossCustomerDAT_custom_string_8

» macro.HcsVossCustomerDAT_custom_string_9

» macro.HcsVossCustomerDAT _custom_string_10

Macros for custom boolean fields for relation/HcsCustomerREL:

» macro.HcsVossCustomerDAT _custom_boolean_1
» macro.HcsVossCustomerDAT _custom_boolean_2
¢ macro.HcsVossCustomerDAT _custom_boolean_3
» macro.HcsVossCustomerDAT custom_boolean 4
* macro.HcsVossCustomerDAT _custom_boolean_5
» macro.HcsVossCustomerDAT _custom_boolean_6
» macro.HcsVossCustomerDAT custom_boolean 7
* macro.HcsVossCustomerDAT _custom_boolean_8
» macro.HcsVossCustomerDAT _custom_boolean 9
» macro.HcsVossCustomerDAT _custom_boolean_10

The macros can be applied in workflows and configuration templates to reference the custom field values.
For example, executing macro.HcsVossCustomerDAT_custom_string 1 will return the value in the field where
the macro is used.
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To expose custom fields for relation/HcsCustomerREL

1. Log in to VOSS Automate as Provider admin or higher.
2. Create or update the Customers data model field display policy:

» Go to (default menus) Customization > Field Display Policies, and locate the entry for target
model type relation/HcsCustomerREL.

+ Click on the default field display policy (FDP) for the model (the FDP named default).

+ Clone (copy) the default FDP for the model, and give the clone a new name.

Note: You cannot modify default FDPs that ship with the system. This allows you to refer to or
revert to a system default at any time, if required.

* Modify the new FDP (the clone).

Note: You can add a new group of fields containing only the new custom fields, or add fields to
existing field groups.

You can also create field overrides, which allow you to define that a custom field value will be
referenced in place of an existing field.

% / Field Display Policies / default s D*e
Details
Name *
Description
Target Model Type * relation/HesCustomerREL ~ | Q
Display Groups As | Tzbs ~ | Q
oo | OO
- Customer Details -0a
Tite ™

ooon
:
[+]1-]+]-]
]

a5

[« <]~>]]

> Comact Information

Field Overrides o e

+ Save your changes.
3. Update the menu layout to apply the field display policy:

* Go to (default menus) Role Management > Menu Layouts, and locate the Provider admin menu
layout (HcsProviderMenu).
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« Click on HesProviderMenu, and create a clone with a new name.

Note: You cannot modify default menu layouts that ship with the system. This allows you to refer
to or revert to a system default menu layout at any time, if required.

» Modify the clone (copy) of HcsProviderMenu:
— Expand the Customer Management menu.

— At Customers, click in the Field Display Policy cell, and choose the FDP you configured to
add the custom fields.

» Save your changes.
4. Log out, then log in again as Provider admin.

This allows the role-based access profile changes to refresh so that you can view the updated menu
layouts and field display policies you applied, including new custom fields.

2.8. Number Management Overview

The chart provides an overview of the Number Management feature, highlighting internal number and
external E164 number management and association.

Note:

+ If Number Management is not required, this can be disabled for a Customer by deselecting the Disable
Number Management setting. See: Customers.

» The E164 Number Management is used only in a Cisco Unified Communications Manager (CUCM)
environment, which has the concept of internal numbers and associated E164 Numbers. It is valid in
Microsoft and in some Cisco deployments to add E164 numbers directly to the number inventory (and
to completely ignore E164 Number Management).

Related Topics

* Number Cooling

* Number Reservation
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M
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[Enable Number Management)
T
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[Number Range Management

Number Inventory
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7

[Manage Ranges of Numbers) [Manage Single Numbers)

v

7

[M igrate E164-Number associations

2.9. Number Inventory

2.9.1. Overview

The Automate number inventory allow you to view and manage the numbers used by users, devices,
and services for the given hierarchy level. The number inventory includes a combination of data that is
automatically managed by the system (such as usage), and other fields that are configurable and available
to store any additional useful information you choose about the numbers (such as ranges, billing IDs, and
circuit IDs), to complete your inventory view.

Important: Starting with Automate v21.4-PB4, the number format in the VOSS Automate Internal Number
Inventory (INI) is with prefix: \+, including a leading slash \ when the INI is in E164 format.

Verify that entries in the Internal Number column of the Number Inventory - also Webex Calling numbers -
follow this format.

The inventory supports a range of capabilities outside the basic loading and tracking of inventory status.
These include:
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Functionality Description ‘

Number Reservation Mark numbers reserved and include a note about why to hold
numbers for specific purposes (e.g VIPs, specific services, etc).

Number Cooling This provides the ability to automatically quarantine numbers for

a period of time when unassigned from a user/device/service to
prevent re-use for a period of time.

Number Audit Checks the inventory against the currently configured devices and
updates the inventory where needed to keep the inventory in sync
for changes made outside the system.

Number Inventory Alerting Configure alerts to be sent if a threshold is met (e.g less than 10%
of numbers are available) to allow for proactive management of
the inventory.

For more information around number inventory alerting, see Number Inventory Alerting.

Note: Typically numbers are pushed to the UC applications when they are allocated/assigned to
users/devices/services. While some available numbers may be in the UC apps for various reasons, the
platform is not trying to maintain the available numbers in the underlying UC applications as it is only
important when assigning the numbers to be used.

2.9.2. Hierarchy Considerations

Numbers in the inventory should be assigned to the appropriate hierarchy in Automate based on where you
need the numbers to be used.

The number inventory can exist at the same or higher hierarchy level to the users, services, and devices
that will be assigned the numbers. So the hierarchy that the numbers are assigned to in the inventory will
determine where they are visible for various MACD tasks, such as user on-boarding.

Consider the following when determining where to load the inventory numbers for different scenarios:

« Site level numbers - Are the numbers dedicated to a single site, for instance due to local trunks, area
codes, or emergency routing? If so, then numbers should be at that site in Automate so that they can
only be allocated to users/services at that site.

* Intermediate nodes - Is a number range shared across a few separate sites in a common region or city,
or within a geography (such as a country)? In this case, an intermediate node could make sense to
group the sites and the inventory can then sit at that intermediate node. This allows the numbers to be
shared across all the sites under that intermediate node.

» No specific allocation required within an organization — then numbers can be at a common hierarchy
node (such as a customer) and shared by all the sites. This could be the case if the customer or
enterprise is within a single region with central breakout.

« If you are using dial plan schemas, then the rules for the dial plan may determine where numbers can
reside. For instance, if it is a site-based dial plan (with site codes), then all numbers in the inventory
will need to reside at the site level.

» Workflows and features in the system generally will not move inventory numbers to the same hierarchy
as the service they are assigned to. This is due to the fact that the inventory does not need to be at the
same level, it can reside higher up the hierarchy. For instance, if the inventory number is at customer
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level and the user it is assigned to is at a site, the inventory number would not be automatically moved.
An administrator will need to move the number to that site for instance, but only if they want it to reside
at the same hierarchy.

Users, devices, and services that will consume numbers are typically at the site level in the system, so
numbers should be at the same level (site), or above the site they reside in (Intermediate, Customer).

The approaches can also be mixed as needed if some numbers are site-specific while others are shared
pools.

When adding one or more numbers into the inventory, choose which hierarchy level to add the numbers to
and this will determine their visibility in the system. This should be considered when loading. It is important
to consider how the inventory should be allocated when designing a hierarchy setup and ultimately how to
build out the inventory.

2.9.3. UC Vendor Guidelines for Numbers

Some behaviors and guidance are specific to UC vendors and how their numbers work.

Cisco UCM/Dedicated Instance
There are a few considerations specific to the number inventory when used in a Cisco UCM/Webex Dedicated
instance environment.
Vendor and Internal Number Type fields in the inventory:
» Vendor — this field will be blank or Cisco, depending on how the numbers are loaded

* Internal Number Type — this field is not used in UCM or Dedicated instance deployments

Partition and Cluster

The Automate number inventory is not partition or cluster aware. If the same numbers are used multiple
times but in different partitions, then these all map to the same number. This should be considered when
thinking about the hierarchy level at which the number inventory exists.

Since the number inventory isn’t cluster aware, if the same number exists on different clusters, this will map
back to the same inventory value unless numbers are assigned to the site level.

Cisco-Microsoft Hybrid Number Inventory
The notes in this section apply if you're using Automate’s Cisco-Microsoft hybrid feature for integrated
services:

A Cisco-Microsoft hybrid setup is an integration of Cisco and Microsoft capability, where Microsoft calls are
routed via Cisco UCM.

In a hybrid setup, the Internal Number Inventory (INI) can be set up in 2 ways:
» E164 number based, for example:
— an INI entry 3334567 is mapped to an external number of +15553334567.
— The number 3334567 is set up in Cisco (along with routing for the mapped external number).
— The number +15553334567 is set up in Microsoft as the line.
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— The numbers 3334567 and +15553334567 should be seen as the same number from an INI
tracking perspective.

+ Internal number based (site code+extension or just extension)

— an E164 number is generated by adding a prefix (+88800) to the internal number for setup in

Microsoft.

Note: The named macro called MultiVendorLine-InternalExt-E164Prefix is used to store the
prefix - currently set to +88800.

— For example, 3334567 is set up as an internal number for the user and no external number is
mapped. The line is selected in the Hybrid setup. Then the prefix is added, so the number
+1888003334567 is the number in MS Teams for that user.

Important: The numbers 3334567 and +888003334567 should be seen as the same number from an
INI tracking perspective. The mapping is also reflected in the Audit Number Inventory. In this case, an
update of the inventory takes place so that these are not counted as two separate numbers.

The table below summarizes the Number Inventory data for these cases:

Note: Extra2 and Extra4 hold the service type and E164 number (includes generated) respectively.

Scenario Sta- Vendor E164 Num- Usage Extra2 Extrad
tus ber’
Cisco-MS-Hybrid  Used Cisco, Mi- Exists Device, Cisco-MS- <blank>
crosoft User Hybrid
Cisco-MS-Hybrid® Used Cisco, Mi- <blank> Device, Cisco-MS- +88800<INI>
crosoft User Hybrid

Cisco-No- Avail  <blank> <blank> <blank> <blank> <blank>

Services

Cisco-Only Used <blank> Exists Device <blank> <blank>

MS-Only-Entvoice Used Microsoft Exists User MS-Only- <blank>
Entvoice

MS-Only-Entvoice Used  Microsoft <blank> User MS-Only- +88800<INI>
Entvoice

MS-Only-Hybrid Used Microsoft Exists User MS-Only- <blank>
Hybrid

MS-Only-Hybrid Used Microsoft <blank> User MS-Only- +88800<INI>
Hybrid

MS-Only-No- Avail  <blank> <blank> <blank> <blank> <blank>

Entvoice

No-Hybrid- Avail  <blank> <blank> <blank> <blank> <blank>

Service

7 It assigned (and associated with Extra4 - prefix e.g. +88800)
8 Generated TelURI will start with prefix e.g. +88800
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For details on the service type scenarios, see Multi Vendor Service Definitions in the Core Feature Guide.

Footnote
Details and Usage

Selecting a specific number from the Number Inventory list view, opens the details view for that number.

The Number Details tab shows read only details for the number, for example Internal Number, Status, Usage,
as well as editable fields such as Tag, Description, Reservation Notes, etc. In the case of Cisco-Microsoft
hybrid entries, the vendor added would be “Cisco, Microsoft”.

The Usage tab provides links to all instances where the number is used.

+ In the case of Cisco-Microsoft hybrid usage, the last vendor added would be appended, as seen above
in the “Device, User” instances.

* In the case of Webex App Calling usage, the link directs to the Webex App user.
See Webex App in the Core Feature Guide.

Note: If the same number is shared by multiple devices/services of the same type, using different partitions,
only the first 10 instances are displayed.

Related Topics

Webex App in the Core Feature Guide.

Microsoft Teams Deployments

The use of the inventory and how it is maintained or managed can differ depending on the types of numbers
in your environment. The following is some guidance and best practices to consider for the different number
types. If you have a mix of number types, then consider the notes for different number types.

Vendor and Internal Number Type fields in the inventory:

Ven-  This field will typically be Microsoft. If they are not loaded with this value initially, the system
dor updates the numbers as they are allocated to vendor Microsoft.

Inter- This field is used to reflect the type of number in the Microsoft environment, either Direct Routing,

nal Operator Connect, or Calling Plan.

Num- This can be selected when loading the numbers and it is best to select the relevant values to

ber ensure the best experience.

Type In many circumstances, the system will also update the fields as relevant during audit or allocation
of numbers if they are incorrect or left blank.
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General Notes

The hierarchy consideration is a key section in this chapter to read in planning for numbers in the inventory.
Often the numbers are meant to be used in specific sites or regions only due to agreements or emergency
services requirements. This is the business context which the Automate number inventory can provide when
the numbers are loaded into the inventory at the appropriate hierarchy level. It is often found, after adding
Automate to an existing environment, that we identify various numbers that have been incorrectly assigned
previously and allow them to be corrected. Any numbers that were added to the Automate inventory through
the sync/audit process will likely require moving to the correct hierarchy level. You can find more information
related to the specific numbers types below.

This section covers specific logic related to creating and managing the inventory in relation to specific number
types in the Microsoft environment. In Automate you can mix and match the types for different needs, so one
or more of the sections may apply.

Direct Routing

In this type of setup, you are getting ranges of numbers outside the Microsoft framework from one or more
providers. For these number types, the Microsoft tenant only knows about the numbers that you have
assigned to users/services. The tenant has no knowledge of the ranges or available/unused numbers.

So the VOSS number inventory capability can only auto-populate the inventory from a sync/audit with those
used numbers discovered from the tenant. In this scenario, you will need to load the available numbers
into the VOSS Automate number inventory to be managed and available for administrators to assign going
forward.

Guidelines for this setup:

* You can preload the ranges of numbers you own ahead of any overbuild process that will sync/audit
the inventory. In this case, the system will update the inventory as part of the sync/audit process to
mark assigned numbers used. It will still add any used numbers it discovered form the tenant if there
were any missed in the preload process.

* You can load the full ranges after the overbuild process — this will fill in the inventory around the used
numbers that were discovered and auto created in the inventory from the tenant. You may need to
move the created numbers to a different hierarchy level depending on your needs (intermediate node,
moving to site/customer). When you load the ranges after the sync/overbuild, the system will fill in the
gaps by adding numbers as available that are missing in the inventory while leaving the ones added
via the sync/audit process alone.

+ Any future ranges you add to the system beyond the initial overbuild will need to be added to VOSS
Automate to be available for administrators to use.

Operator Connect and Calling Plan numbers

In this type of setup, you are getting ranges facilitated by the Microsoft Teams framework. For these types of
numbers, the Microsoft tenant is fully aware of the ranges of numbers available as they are populated into
the system by Microsoft (Calling Plans) or the selected Provider (Operator Connect). So it is important to
note the numbers can only actually be used (e.g assigned to a user) when the numbers are available in the
Microsoft Tenant post ordering — from Microsoft (Calling Plan) or the selected Provider (Operator Connect).
If you add them to the Automate inventory and try to allocate them before they are present in the tenant, you
will get an error message about the numbers not existing in the tenant.

Currently, the data we receive from the Microsoft tenant about the numbers does not provide any information
regarding how the numbers are to be used - e.g site specific, etc.
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The hierarchy recommendations earlier in this chapter should be referenced and numbers should be loaded
according to how the numbers are ordered and registered with Microsoft or the Provider (e.g site specific,
global, etc).

The best practice recommendation to streamline the inventory management of these number types is:

* Number ranges are loaded into the Automate number inventory at the appropriate hierarchy before
they’re synced in from the Microsoft tenant

» This ensures that the numbers are at the correct hierarchy level and context in the system for use in
the system - that users and services can only be assigned appropriate numbers.

Important: New Calling Plan numbers cannot be assigned to users unless an emergency location is
set.

To set the emergency location for new Calling Plan numbers:

1. Navigate to the relevant customer or site hierarchy and select the Subscriber Management >
Advanced > Emergency Location Ops Tool menu.

2. On the Ops Tool form, verify that the Number Type is set to CallingPlan.

3. Select an Emergency Location from the dropdown. Also ensure a temporary user is created at
the location and has the Calling Plan assigned.

4. Click Save to update the emergency location of the numbers at this hierarchy where this has not
been set.

» When the sync/audit process completes, the system updates those inventory entries with status, usage,
type, etc., and won’t move them.

Automate can generate inventory entries for numbers of these types. However, there are some considerations
and for this reason it is recommended to preload the numbers for improved accuracy and ease of use.

The following are considerations of the generated inventory and potential actions if the sync/audit was run
before you loaded your inventory:

+ It will generate inventory entries for numbers assigned to users/services in the tenant only. We do this
for assigned numbers to ensure they are at least captured and since they are assigned there is not a
risk of being assigned incorrectly.

» Numbers that are not assigned will not be generated in the inventory. This is to avoid available numbers
being created at the wrong place in the hierarchy and inadvertently being assigned to users in the
wrong sites, etc.

« It will create the generated inventory entries at the same hierarchy level as the tenant details (typically
customer). Typically, they are required at a different level in the hierarchy and they will need to be
moved after this creation.

» The ranges will need to be loaded to create the available numbers in the range within the inventory so
they are available to be assigned to users/services. You can just load the whole range and the system
will fill in the blanks, creating inventory entries for missing numbers while leaving existing numbers
(created by the sync) alone.

You can look at the number data provided by Microsoft for these number types by reviewing the device/
msteamsonline/Number device model. Note - these model instances will always be at the same level as
the tenant - they do not get moved around and are completely independent of the inventory entries for the
numbers.
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2.9.4. Webex Calling

This section describes number inventory handling in a Webex Calling environment. Key considerations in a
Webex Calling environment include:

 In a Webex Calling environment, resources all reside in locations including numbers regardless of the
source (for example, CCP, non-integrated CCP, or Cisco).

» PSTN numbers must be loaded into Webex as available numbers before they can be used/assigned to
users. This process can vary depending on how you're sourcing the numbers - for example, CCP, or
Cisco Cloud. For this reason, the numbers are typically already in Webex - to pull into the Automate
system and inventory.

From the Number Range Management menu at a site:

» For numbers and ranges of numbers, Starting Extension and Ending Extension number values
must be prefixed with + and are then created and maintained in VOSS Automate with the prefix format
\+. When adding numbers, this can also be seen in the Transaction detail.

» Vendor — this field will typically be Webex Calling. If they are not loaded with this value initially, the
system will update the numbers as they are allocated to vendor Webex Calling.

Note: Numbers can be pushed to the Webex Control Hub when adding number ranges at site level
with the Vendor set as Webex Calling.

A > Number Range Management

wmx Cm"’o‘ HUb

Operation Add X v O\ Push Numbers to Webex
Target Site * Site W O\ Push as Active
Starting Extension * +155512340
Ending Extension * +155512349
Status * Available v O\
Vendor Webex Calling X v O\

Internal Number Type Phone Number

* If the Operation is Add:

When adding numbers and selecting the Vendor as Webex Calling, a Webex Control Hub panel
displays the options if:

1. The Webex App is configured at the customer hierarchy.
See the Webex App chapter in the Core Feature Guide.

2. The available macro WebexCallingNumberMgmtEnabledSite has not been cloned to the site and
set to value False. (If required, this task can be carried out if Webex Calling number management
should be disabled for a site.)

The options are:

— Push Numbers to Webex: this allows for numbers to be added to the site in VOSS Automate
and to the Webex Control Hub. (Refer to the Create Spark Number action in the Transaction
list.)

Copyright © 2024 VisionOSS Limited. All rights reserved. We appreciate and value your comments. Email: 33
doc-feedback@voss-solutions.com



2.9. Number Inventory

— Push as Active: dependent on the option Push Numbers to Webex set to enabled.

If enabled and Push Numbers to Webex is enabled, numbers are added in VOSS Automate
INI added as Status of Available, and on Webex Control Hub created as Active.

If disabled and Push Numbers to Webex is enabled, numbers are added in both VOSS
Automate INI and the Webex Control Hub as Inactive.

Number extensions are added to the INI when a user is assigned a number and an extension
is then added.

+ If the Operation is Modify:
This operation can be used on selected numbers that are in Status of Inactive - to set them as:

— Active in the Webex Control Hub. Refer to the Activate Spark Number action in the Transaction
list.

— Status is Available in the VOSS Automate INI.
* If the Operation is Delete:

Selected numbers are deleted from VOSS Automate INI and the Webex Control Hub. Refer to the
Delete Spark Number action in the Transaction list.

+ Internal Number Type — this field is used to reflect the type of number in the Webex environment. If
you are adding or activating numbers via Number Range Management then the type is Phone Number.
Any numbers marked as Extension have been synced in from the Webex Control Hub.

Since the numbers are known in the Webex environment, as well as the Locations for use, the VOSS
Automate system will generate the inventory based on the data from Webex. This includes:

» The sync process handles the creation of inventory entries in the Automate platform as numbers are
pulled in. You should ensure the sync process handles Locations in Webex prior handling numbers
(out of the box syncs ensure this).

» During a site handling Webex Locations, if a corresponding Automate site does not exist, Automate will
create a site.

See the Webex Location Node Mapping topic in the Core Feature Guide for more details on Site to
Location mapping for Webex for more details on how they are aligned.

+ When Webex numbers are synced into Automate, the prefix format \+ is used. Any inventory entries
that don'’t exist are created in the Automate site corresponding to the Webex Location. This includes
PSTN numbers and also internal-only extensions.

» The internal number in the Automate number inventory uses the PSTN number (if it has one); or it uses
the extension number, if that is the only data available.

» For PSTN numbers, the extension (if there is one) is also captured in the number inventory record via
the Extension field.

« Removal of numbers

« Typically, inventory audit functionality won’t be required if good sync practices are followed, as the
inventory changes are handled through the sync process.
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2.9.5. Number Reservation

Numbers can be reserved for future use. For example, for users who will soon be joining the company. When
a number is reserved, it is unavailable and can’t be allocated to a subscriber, phone, device, etc.

2.9.6. Number Cooling

Numbers can be placed into a cooling period, either manually or automatically. When automated number
cooling is enabled, numbers are placed into cooling for a predefined period when the subscriber or phone
associated with the number is deleted.

Note: Automated number cooling is enabled and disabled in the Global Settings. The default is disabled.

While the number is in its cooling period, it is unavailable and can’t be allocated, for example, to a subscriber,
phone, or device.

A number is released from cooling and is available for use when:
» The cooling period reaches its end date

+ It is manually released from the cooling period

2.9.7. Number Inventory entries - End-user Provisioning Tasks

The number inventory is integrated into various features in the system to:

1. Display options of numbers for selecting/assignment across the system. The numbers presented for
selection follow rules specific to the feature in many cases, for instance can lines be shared or not, etc.

2. Manage the state of the numbers in the inventory via the workflows - marking the number used,
available, and updating other managed fields depending on the MACD being performed. This includes
any specific logic setup for the un-managed fields. See the section on flexibility for options to control
the update that occurs.

Related Topics

» Number Status and Usage
* Number Cooling
» Number Reservation

» Number Inventory Alerting

AudioCodes Device Number Integration in the Core Feature Guide
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2.10. Viewing Numbers

You can view the number inventory and details of individual numbers by going to the relevant menu item
- default menu Number Management > Number Inventory. You can see an overall view of the inventory
including search capabilities. To see the specific details for a number including full usage information, you
can select a number from the list view. When viewing a number’s details you will see:

» The Number Details tab showing read-only details for the number. See Number Details.

» The Usage tab provides a dynamic view of all the service(s) that are assigned to that number. This
includes links to easily navigate to the service instance for further details or to unassign the number if
required.

Note: If the same number is shared by multiple devices/services of the same type, only the first 10
instances will be displayed.

Unlike other list views in the system, you cannot add or delete numbers from this inventory view. This needs
to be done via the Number Range Managment form - see Number Range Management.
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2.10.1.

Number Details

Column

Description

Internal number

Status

Vendor
Usage
E164Number
Release Date

Internal Number Type

Tag
Description
Reservation notes

Extra

Numbers created in the number inventory are in VOSS Automate only.
These are not synced to Cisco Unified Communications Manager (CUCM
/ CallManager).

Current status of the number. Options are:
+ Available
+ Used-Utility
* Used
» Cooling
» Reserved

Optional, typically used to designate vendor-specific information for a
device in a multi vendor setup.

Available and Usage is empty when a number is first added to the
number inventory.

Displays E164 Associations (N to 1 DN), depending on the number of
E164s associated and whether a primary E164 is set or not.

Defines the date on which a number that is currently in Status: Cooling
or Reserved will become available again.

Used in conjunction with the Vendor field. See the vendor specific
section of Number Inventory topic for more details on usage in different
vendor use cases.

A free text field, auto-populated when a new number or range of numbers
is added. Used to identify or comment on a number or number range.

Free text field, available to provide additional information for a given
number or range of numbers.

A free text field, typically used to provide more details about a status
Reserved number.

Extra1 to Extra9 fields are free text fields that are available to provide
additional information for a given number or range of numbers.

Field Display Policies can be used to change the field names and also
add tooltip help text to reflect how you want to use the fields.

2.10.2. Managed and Non-managed Number Inventory Fields

Number Inventory data fields are of 2 types:

» Managed - managed by VOSS Automate

— Status - managed automatically by the system

— Vendor - can be set on loading the range; afterwards it is managed automatically.

— Usage - managed automatically

— E164Number - if the number has an E164 number associated in the system it is shown here

(read only). If not using E164 number inventory, then not relevant and you can hide the field.
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— Release Date - if the number is in Cooling, this is the date/time the number will become available

- managed automatically. See number cooling for how to change the cooling status for a number.

— Internal Number Type - set when adding then managed automatically if relevant.

» Un-managed - not managed by the system include

— Tag - free text and can be utilized as needed
— Description - free text field that can be utilized as required for additional useful information

— Extra 1-9 - free text field that can be utilized as required for additional useful information

These additional useful information fields can be utilized to store any extra business information
you require to store in the inventory with the numbers. This can be static data defined when
the numbers are loaded or updated or it can be dynamically updated as the system manages
the numbers (allocated to a user, unassigned, etc). For instance, the system provides some
out-of-the-box options for description to utilize, or if you want to set a value in Extral when events
happen in the system.

See Number Inventory Flexibility and Description Customization in the Advanced Configuration
Guide on how to utilize this capability.

If you are using any of the fields to store additional information, you can re-label the fields
and include relevant help text for tool tips to be meaningful for administrators according to
the data you are storing (e.g Billing ID if using a field for that) by means of a Field Display
Policy for the relation/NumberInventory model.

For more details on the automated logic for managing status and usage, see Number Status and Usage.

2.10.3. Modify an individual number

While viewing a number’s details, you can also modify settings on that individual number by selecting it. (To
modify a range of numbers, see: Number Range Management.)

» To reserve a number, click Reserve Number on the button bar of the number instance form.

+ Edit free text fields, for example: Tag, Description, Reservation notes, E164Number (if applicable),

and Extral to Extra9.

Click Save.

Related Topics

Number Range Management
Number Reservation
Number Status and Usage

Number Cooling
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2.11. E164 Numbers in the Number Inventory

Note: In VOSS Automate, an *’ can appear before a directory number in a Type 4 dial plan.

The E164Number column and value displays E164 Associations (N to 1 DN), depending on the number of
E164s associated and whether a primary E164 is set or not.

Examples of E164 format:
Note that the first example is for E164 Associations (N to N DN):
* \+27726043938
No primary is set. The first number associated is displayed. Only one number is associated.
* \+27726043938 (P)
The displayed number is primary. Only one number is associated.
* \+27726043938 (P) [+8]

The displayed number is primary. Eight (8) more numbers have been associated in addition to the
displayed number.

* \+27726043938 [+8]

No primary is set. The first number associated is displayed. Eight (8) more numbers have been
associated in addition to the displayed number.

This type of number cannot be reached from an outside line. Typically, a number with the ' prefix is not
called from another line (user), but is tied to a service feature such as call pickup, hunt groups, or contact
center.

Note: Adding a new number to the number inventory on VOSS Automate does not add a number on Cisco
Unified Communications Manager (CUCM / CallManager) until it is associated to a line.

2.12. Number Status and Usage

2.12.1. Overview

Values in the Status and Usage columns in the Number Inventory allow administrators to understand how
numbers are used at a specific hierarchy level.

Note: To access the Number Inventory, go to (default menus) Number Management > Number Inventory.

The table describes values in the Status and Usage columns in the Number Inventory:

Copyright © 2024 VisionOSS Limited. All rights reserved. We appreciate and value your comments. Email: 39
doc-feedback@voss-solutions.com



2.12. Number Status and Usage

Number Use Device Status Usage Ven-
dorPage 40, 1
Not used by any- | - Available blank blank
thing
Phone Line? device/cucm/Phone  (line in- | Used Device blank
stance)
Device Profile Line | device/cucm/DeviceProfile (line | Used Device blank
instance)
Remote Destina- | de- Used Device blank
tion Profile Line vice/cucm/RemoteDestinationProf
(line instance)
Hunt Pilot? device/cucm/HuntPilot Used-Utility Hunt_Pilot blank
Pickup Group Pilot | device/cucm/CallPickupGroup Used-Utility Pickup_Group_Pilot blank
System Call Han- | device/cuc/Callhandler (System | Used-Utility | Call_Handler_Pilot = blank
dler only)
Voicemail Pilot device/cucm/VoicemailPilot Used-Utility | Voicemail_Pilot blank
Meet Me device/cucm/MeetMe Used-Utility Meet_Me blank
CTI Route Point device/cucm/CtiRoutePoint Used-Utility CTIl_RoutePoint blank
Call Park device/cucm/CallPark Used-Utility Call_Park blank
Directed Call Park | device/cucm/DirectedCallPark Used-Utility Di- blank
rected_Call_Park
VOSS Phone data/PRS_MultiVendorPhone_DA] Used-Utility | VOSS_Phone phoneVen-
dor
MS Teams Line URI | de- Used User Microsoft
vice/msteamsonline/CsOnlineUset
(LineURI)
Webex User device/spark/Number Used User Webex Call-
ing
Number inactive Inactive® blank Webex Call-
ing
AudioCodes  de- | device/audiocodes Used Device Au-
vices dioCodes*
Not used by any- Available blank blank,  Mi-
thing crosoft,
Webex
Calling

1 Default vendor value is blank (for Cisco).
2 If a number is used by both a Phone and Hunt Pilot then the Usage column will display both usage values, i.e. Device,Hunt_Pilot.
This could be the case if you change the Partition and enter the DN manually so that they share the same DN.
However, the Status column will display only one status: the status triggered by the most recent transaction. The Status would
change from Used to Used-Ultility if you added the Hunt Pilot last. If it was already a Hunt Pilot and then you added it to a Phone, then
Status would change from Used-Utility to Used.
Numbers can also be shared between Call Handlers and one or more device types. Status depends on whether Call Handler or
devices were added first to the number. Usage will typically be Call_Handler_Pilot,Device.
3 Status is Inactive by adding a number in Number Range Management, where Vendor is Webex Calling and Push as Active is
unchecked on the Webex Control Hub frame on the input form.
Modifying the number in a range by setting the status as Available will activate it in the Webex Control Hub and update its status.
4 For AudioCodes, see the AudioCodes topic in the Core Feature Guide.
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Number Use Device Status Usage Vendor'

Number in cooling® Cooling - blank, Mi-
crosoft,
Webex
Calling

Number reserved® Reserved - blank,  Mi-
crosoft,
Webex
Calling

Webex Calling own- | device/spark/Number Available - Webex Call-

erType is unset ing

Webex Calling own- | device/spark/Number Used User Webex Call-

erType is PEOPLE ing

Webex Calling own- | device/spark/Number Used-Utility | Matches the Webex Call-

erType is not unset ownerType: De- ing

or PEOPLE

vice (for PLACE),
Auto_Attendant,
Call_Queue,
Group_Paging,
Hunt_Pilot, Voice-
mail_Pilot, Broad-
works_Anywhere,
Con-
tact_Center_Link,
Route_List, Voice-
mail_Group

For further details on Vendor and Internal Number Type fields — see UC Vendor Guidelines for Numbers.

Related Topics

For details on call handlers and shared numbers, see Auto-Attendant Call Handler in the Core Feature Guide.

2.13. Number Range Management

2.13.1.

Automate’s number range management feature allows you to add and manage a range of internal numbers,
at a customer, at a site, or at an intermediate node.

Overview

Note: An internal number range created at an intermediate node is also available at the sites below this

intermediate node.

5 If a number is currently in Cooling, the release date indicates when the number will come out of cooling.

6 If a number is currently Reserved, you can enter an optional Tag to identify the user for which the number is reserved. An optional

Reservation notes field is also available to allow you to enter additional information regarding the reserved number.
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You can add an internal number range that includes existing numbers, but in this case, it is not possible to
modify the existing numbers. New, unused numbers are added only to complete the range. This means that
the number range will display as complete, with unused numbers displaying along with numbers imported
from CUCM.

Note: Using bulk loader sheet or API, you can create the number inventory at the customer hierarchy only.
The Details column of sub-transactions shows whether the number already exists or if it is creating a new
number. If any numbers exist in the range, the sub-transaction fails and the parent transaction shows the
status Success with Async Failures.

While you can delete a number range, only numbers in this range with a status of Available can be deleted.
Numbers in the range with the following statuses are ignored and can’t be deleted unless their status changes
to Available:

+ Used
+ Used-Utility
» Reserved
+ Cooling
Numbers with status Available and Reserved can be modified manually once they’re added.

Numbers can be added, edited, or deleted. When modifying a number, you can only edit the free text fields.
The usage and availability property for each number is associated with a line or taken into use by a service.

The number inventory isn’t partition-aware so if the same directory number is used on a cluster but in different
partitions, Automate updates the inventory when any of these instances are changed. For example, if there’s
a number, 17111, in the Cluster X partition, and a number, 717111, in the Cluster Y partition, this number is
marked as Used. If either of these instances are deleted, Automate checks whether other instances of this
line exists (based on the number only, not partition) before it clears the Used flag. If other instances exist,
the number status remains as Used.

Related Topics

* For details around managing number ranges specific to the UC vendors you’re using, see UC Vendor
Guidelines for Numbers

2.13.2. Manage Numbers and Number Ranges

This procedure adds, updates, and deletes numbers and number ranges.
1. In the Admin Portal, go to (default menus) Number Management > Number Range Management.
2. Select the relevant hierarchy, customer or site.

3. On the Number Range Management page, optionally, choose a target site.

Note: Target site may be auto-populated as a read-only field if you’ve chosen to open this page from
the site hierarchy. If you’'ve opened this page from the customer hierarchy, you may need to select a
target site (mandatory in some dial plans, such as site code based dial plan).

4. At Operation, choose an option:
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+ Add or Modify?
— By default, Status is set to Available.

— When changing status to Reserved, optionally, fill out a value for Reservation duration
(days), for example, 30. At the end of this period, status returns to Available. If no value is
specified the numbers are reserved indefinitely.

* Delete?
— Only the following fields are now available: Target Site, Starting Extension, Ending Extension

— When deleting a number range, you won’t be able to mark lines as either Available or
Reserved (these options won’t display on the form).

— If a number in a deleted number range was set at Used, it won’t be deleted.

5. Fill out a starting and ending extension.

Note: The maximum allowed range is 1000 for a single action. The starting extension should always
be smaller than the ending extension.

If you're adding or deleting a single number, the starting and ending extension number will be the same.
If numbers in the range already exist, they won't be affected - only non-existing numbers will be added.

6. At Vendor, select the relevant vendor for the number range (Cisco, Microsoft, Cisco/Microsoft, or
Webex Calling).

7. Based on the vendor you chose, select an appropriate option at Internal Number Type (direct routing,
calling plan, or operator connect).

Note: For more information for your use case, see UC Vendor Guidelines for Numbers

8. Optionally, fill out values for the additional free text fields, for example Tag, Description, Reservation
notes, E164Number (if applicable), and Extral to Extra9.

9. Save your changes.

Note: Numbers at a specific hierarchy can be viewed on the Number Inventory list view (via default
menu Number Management > Number Inventory). See Viewing Numbers.

When a line is added and selected from the drop-down list of available numbers, it has a status of
Used. If the line is used by a device or service that does not allow a shared line (for example, a Hunt
Pilot), it has a status of Used-Utility. See Number Status and Usage.

Internal numbers are available when adding subscribers.
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Related Topics

e UC Vendor Guidelines for Numbers
» Number Status and Usage
» Viewing Numbers

* Number Reservation

2.13.3. Modify a Number in the Number Inventory

This procedure modifies an individual number via the Number Inventory list view.
1. In the Admin Portal, go to (default menus) Number Management > Number Inventory.
2. Click on the relevant number in the list to view its detailed management page.
3. Choose an available edit option:

+ To reserve the number, click the vertical ellipsis toolbar button to display the overflow menu, then
select Reserve Number. Transaction is scheduled for processing. When done, the status of the
number changes to Reserved.

» To select the internal number type, select an option at Internal Number Type, either Direct
Routing, Calling Plan, or Operator Connect.

« Edit free text fields, such as Tag, Description, Reservation notes, E164Number (if applicable), and
Extral to Extra9.

4. Save your changes.

Related Topics

» Viewing Numbers

2.13.4. Number Range Management Extral to Extra9 Fields

When editing numbers in the Number Inventory or when adding or updating number ranges in the Number
Range Management page, you can modify values in additional fields called Extral to Extra9.

* When the status of a number changes, for example, from Used to Available - this may occur when
an associated device is unassociated with the line - then any values originally in any of the Extral to
Extra9 fields, remain unchanged by default.

» A default custom Configuration Template (CFT), IniUpdateCustomCFT, which applies to data/
InternalNumberInventory, can be cloned to the user hierarchy and then to modify the custom
persistence of extra field values.

For more information around CFT cloning and custom configuration, see the Advanced Configuration
Guide.

Important: Any changes to this custom CFT only apply to updates in workflows resulting in number
status changes - manual updates are not affected.

The following default values in this CFT can be modified according to your needs:
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s N
"description": "{{ pwf.ini_dat_before.description }}",
"extral": "{{ pwf.ini_dat_before.extral }}",
"extra2": "{{ pwf.ini_dat_before.extra2 }}",
"extra3": "{{ pwf.ini_dat_before.extra3 }}",
"extrad4": "{{ pwf.ini_dat_before.extra4 }}",
"extra5": "{{ pwf.ini_dat_before.extra5 }}",
"extra6": "{{ pwf.ini_dat_before.extra6 }}",
"extra7": "{{ pwf.ini_dat_before.extra7 }}",
"extra8": "{{ pwf.ini_dat_before.extra8 }}",
"extra9": "{{ pwf.ini_dat_before.extra9 }}",
"tag": "{{ pwf.ini_dat_before.tag }}"
N J

The default macros for each extra field can thus be replaced inside the cloned CFT with custom text
and macros as needed. Use the macro {{ macro.CLEAR }} if it is necessary to clear a field.

» The Description field is always cleared when the status of the number changes to Available, regard-
less of CFT value. For other number status changes, the CFT value will apply.

There is full customization functionality of the Description field available to allow values in accordance
with VOSS Automate feature usage.

For details, see the *Number Inventory Flexibility and Description Customization* topic in the Advanced
Configuration Guide.

 This CFT can’t be used to modify any other VOSS managed fields in data/InternalNumberInventory.

2.14. Number Cooling

2.14.1. Overview

Number cooling allows for the automatic aging of numbers after service delete to prevent immediate reuse of
a number. For example, if a user leaves the company, the phone number that was in use can be placed into
a cooling period for a pre-configured number of days to prevent a new user from receiving unwanted calls on
that number. This feature can be enabled per hierarchy level.

Note: Number cooling is enabled and configured in Global Settings.

During the cooling period, the number can’t be reused until either the cooling period has elapsed, or until
a Provider administrator has manually removed the number from the cooling period. Once a number is
removed from the cooling period, it is reintroduced into the pool of available numbers for allocation to a
subscriber, phone, device, etc.

A number cooling auto expiry schedule runs daily. This schedule polls the cooling Release Date field on the
number inventory list view to determine which numbers have completed their cooling period. These numbers
are then returned to the list of available numbers at the specific hierarchy level. For more details refer to
“Number Cooling Auto Expiry Schedule” in the Advanced Feature Guide.

The Cooling & Reservation form (default menu Number Management > Cooling & Reservation) allows
a Provider administrator to manually add numbers to a cooling period (which removes these numbers from
the list of available numbers), or to manually remove numbers from a cooling period (which returns these
numbers to the list of available numbers).
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ﬂ Enable Cooling

n Manage Cooling

Related Topics

» Number Inventory

» Audit Number Inventory

* Number Cooling Auto Expiry Schedule in the Advanced Configuration Guide
* Global Settings in the Core Feature Guide

2.14.2. Apply Cooling

1. Navigate to the required hierarchy level (Provider, Customer or Site) from which you want to add
numbers to a cooling period.

2. Go to (default menus) Number Management > Cooling & Reservation.
3. On the Cooling & Reservation page, choose Apply cooling from the Select action drop-down.

4. Enter an optional cooling duration in days (max = 999) to apply to the selected numbers. This setting
overrides the value set in their global settings. If this field is left blank, then the cooling duration set in
Global Settings for each number will apply.

5. Set Filters to determine which numbers will be included in the Available box in the Select Numbers
area, these include:

* Include available numbers
* Include cooling humbers
+ Contains. Used to further refine the numbers displayed in the Available box.

+ Show numbers at/below hierarchy. Allows you to select a lower hierarchy level than the one
selected on the hierarchy breadcrumb.

6. Select one or more numbers in the Available box and click Select to move them to the Selected box.

Note: The Available field won’t display used numbers; that is, it only display unused and available
numbers.

7. Click Save. The selected number(s) are placed into a Cooling status, and are no longer available for
use until they reach either the Release Date or until they are manually removed from cooling.
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2.15. Number Reservation

2.14.3. Remove from Cooling

1. Navigate to the required hierarchy level (Provider, Customer or Site) from which you want to remove
numbers from a cooling period, i.e. add them back into the list of available numbers.

2. Go to (default menus) Number Management > Cooling & Reservation.

3. On the Cooling & Reservation form, choose Remove from cooling from the Select action drop-
down.

4. Set Filters to determine which numbers will be included in the Available box in the Select Numbers
area, these include:

* Include cooling humbers
» Expires from cooling within (days).
+ Contains. Used to further refine the numbers displayed in the Available box.

+ Show numbers at/below hierarchy. Allows you to select a lower hierarchy level than the one
selected on the hierarchy breadcrumb.

5. Select one or more numbers in the Available box and click Select to move them to the Selected box.

6. Click Save. The selected number(s) are removed from the cooling period and are available for allocation
to a subscriber or phone, etc.

2.15. Number Reservation

2.15.1. Overview

Number reservation allows numbers to be reserved for future use. Reserved numbers cannot be allocated to
a device or line.

The Cooling & Reservation list view (default menu Number Management > Cooling & Reservation)
allows a Provider administrator to manually reserve numbers at the selected hierarchy (Provider, Customer
or Site) for a specified number of days. While a number is within the Reservation duration (days) period, it
is unavailable and cannot be used by a device or line.

If the Reservation duration (days) period is left blank, the numbers remain in the Reserved status.
Currently reserved numbers can be unreserved manually, thereby adding them back to the list of available
numbers.

ﬂ Manage Cooling
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2.15. Number Reservation

Related Topics

» Number Inventory

 Audit Number Inventory

» Number Cooling

2.15.2. Reserve Numbers

o > ©Dp

. In the Admin Portal, choose the relevant hierarchy level (Provider, Customer or Site) where you want to

reserve numbers.

Go to (default menus) Number Management > Cooling & Reservation.

On the Cooling & Reservation page, at the Select action drop-down, select Reserve.
At Reservation duration (days), define the number days to reserve the number/s.

Enter Reservation Notes for the reserved numbers to describe why the numbers are being reserved.
This is displayed in the Reservation notes field on the Number Inventory list.

At Filters, define filters to determine which numbers will be included in the Available box in the Select
Numbers area. Options are:

* Include available numbers
* Include reserved numbers
» Contains. Filte criteria to further refine the numbers displayed in the Available box.

« Show numbers at/below hierarchy. Allows you to select a lower hierarchy level than the one
selected on the hierarchy breadcrumb.

Select one or more numbers in the Available box and click Select to move them to the Selected box.

8. Click Save.

The selected number(s) are placed into a Reserved status, and are no longer available for allocation
to a subscriber or phone, etc.

Note: Individual numbers can also be reserved directly from the Number Inventory list view (default
menu Number Management > Number Inventory) by clicking on the required number on the list view
and then selecting Reserve Number on the button bar.

2.15.3. Unreserve Numbers

. In the Admin Portal, choose the relevant hierarchy level (Provider, Customer or Site) where you want to

remove numbers from reservation (unreserve) to add them back into the list of available numbers.
Go to (default menus) Number Management > Cooling & Reservation.

On the Cooling & Reservation page, choose Unreserve from the Select action drop-down.

4. Set Filters to determine which numbers will be included in the Available box in the Select Numbers
area. Options are:
* Include reserved numbers
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+ Contains. Additional criteria to further refine the numbers displayed in the Available box.

» Show numbers at/below hierarchy. Allows you to select a lower hierarchy level than the one
selected on the hierarchy breadcrumb.

5. Select one or more numbers in the Available box and click Select to move them to the Selected box.
6. Click Save.

The selected number(s) are removed from the Reserved status, and are available for allocation to a
subscriber or phone, etc.

2.16. Number Inventory Alerting

Alerts can be configured to be sent if a specific internal number inventory threshold is reached - for example,
if less than 10% of numbers are available. This alert then allows for proactive management of the inventory.

Optionally, you can enable email so that a summary of the inventory status is emailed each day when the
schedule runs.

There are two key hierarchy elements to the setup:

« Hierarchy the alerting is enabled for - since this is managed through Global Settings, it can be enabled
at the required hierarchy level(s) based on your needs and it will be enabled for all hierarchy levels
below that. For instance, if you wanted this enabled for all sites, you could enable it at say the customer
level. All the sites would then be enabled. Alternatively, if you only wanted this enabled for some sites,
you can enable the global setting at those sites only.

« It also includes the concept of an aggregation level - this determines how the calculation for available
percentage is executed. For instance, if you set aggregation to the customer level, determining if the
threshold is exceed is determined by looking at all the inventories at the customer and below. However,
if you set it to site, then the threshold calculation is run for each site and the alert will indicate any
site(s) that exceed the threshold.

Therefore, you can determine the best setup based on your specific needs and how you are using the
inventory. If you generally use a more a site-based inventory (due to geographical numbers, local breakout,
etc) then site aggregation is likely your best option. On the other hand, if your setup is more of a shared
number pool environment, then customer level is likely a better aggregation choice.

Use cases would be:

» An administrator wishes to determine if any sites within the organization are running low on numbers.
Each site has their own dedicated pool of numbers. So the administrator configures alerting at the
Customer level with an Alert Aggregate Level of “Site” in the Global Settings.

» An admininistrator has a single pool of numbers, shared shared across locations in the organization.
So the administrator configures an Alert Aggregate Level of “Customer”.

In the event that a Provider would want to monitor any customer that is running low on numbers, they would
configure the alert at Provider level and set the Alert Aggregate Level to “Customer”.

Number Inventory Alerting Configuration:

1. Enable (set Enable Alert on Available Numbers to Yes) and configure Number Inventory Alerting
(set values for options below) on the Global Settings menu.

See: the Number Inventory Alerting Tab section under Global Settings in the Core Feature Guide.

Options are available here to:
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+ Choose a hierarchy level at which the aggregate of available numbers should be calculated.
+ Select or enter a percentage available of the total numbers at which point alerts will be raised.
+ Enable an Email Group to be notified and select it.

The Email content template can be configured.

See Number Inventory Alerting Email Template Variables section under Email Setup in the Core
Feature Guide.

+ Ignore Hierarchies with no numbers.

2. If alerts have been enabled, a schedule called InternalNumberInventoryAlert is also created that
by default runs daily at the time 80:00:00 and raises an alert if the availability threshold in the global
settings is exceeded. This scheduled time can be modified - see the topic Create or Update a Schedule
in the Core Feature Guide.

3. Alert messages are also raised and are visible from Messages on the top toolbar, or from Administra-
tion Tools > Alerts.

See Number Inventory Alerts under Alert Types and Alert Field Reference in the Core Feature Guide.

2.17. Audit Number Inventory

Note:

» For vendor-specific audit details, refer to UC Vendor Guidelines for Numbers.

* You cannot run Audit Number Inventory if number management has been disabled for the customer
(see Create and Modify a Customer).

This feature performs an audit of the number inventory and makes sure that the Status and Usage of each
number aligns to the devices or services configured with these matching numbers. See Number Status and
Usage for more details about these values.

For Microsoft environments, available numbers are added (else updated if present) to the inventory, with:
+ status: Available
+ vendor: Microsoft
» number type: Operator Connect or Calling Plan

For more details, see: Microsoft Teams Deployments

The audit will create new numbers for devices or services that don’t already exist, as well as update existing
number entries to make sure the Status and Usage fields reflect the correct information at the time the audit
is run. Number entries will not be deleted.
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Yes ‘Number Management enabled for customer? [default]

¢No

(Enable Number Management)
T

¢ Options:
(Choose Audit Number Inventory option) :gilé:tomer (not available for customers with Site Location Code-based dial plans)

Save

Specify where you want to run and create a new number inventory:
» Customer

— Running the number inventory audit at Customer level will add directory numbers at Customer
level for services which exist at Site or Customer, provided there is not already a directory
number for that service at Site level. If there are already directory numbers at the Site level then
those will also get updated.

This is a mixed mode of audit, which audits directory numbers at both Customer and Site level.
For example, if directory numbers only exist at Customer level, then the audit will only add and
update directory numbers that exist at the Customer. If there are directory numbers at Site level,
the audit will still add new directory numbers at the Customer level, but will also update the existing
directory numbers at Site level.

« Site

— Running the number inventory audit at Site level will add directory numbers at site level, and
update any existing directory numbers at site level only. No Customer level directory numbers will
be audited and no directory numbers will be added to Customer level for Customer level services.

— You can choose to audit either All the Sites for the Customer or selected Sites.

For sites using Site Location Code-based dial plans, number inventories can be created only at the site
hierarchy, the customer hierarchy will not be available.

From the Number Inventory form (default menu Number Management > Number Inventory), you can
see a list of internal numbers and move, delete, and export them as desired.

2.17.1. Common Errors and Caveats

+ Error: Duplicate device profiles (same profile name) in different clusters.
Resolution: Ensure device profiles are not duplicated across the sites.

« Error: Duplicate phones (same MAC) in different clusters.
Resolution: Ensure phones are not duplicated across the clusters

« Error: Same internal number in one or more clusters.

Resolution: Ensure internal numbers (even in different partitions) are not duplicated across clusters.

Numbers that are in a Cooling or Reserved state will not be audited.
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2.17.2. Run Audit Number Inventory

Note: You can only run Audit Number Inventory from a customer hierarchy. If you try to run it from a
hierarchy that is not of type Customer, you will be prompted to choose a valid customer hierarchy.

1. Log in to VOSS Automate as provider or reseller administrator.

2. Open the Audit Number Inventory form (default menu Number Management > Audit Number
Inventory).

3. Browse to the customer hierarchy at which you want to run Audit Number Inventory.

4. Choose either Customer or Site from the Is Number Inventory deployed at Customer or Site Level
? drop-down.

5. If you chose Customer, click Save to run Audit Number Inventory at all sites that are located under
the selected customer.

6. If you chose Site, choose either All from the Would you like to audit all sites or a subset of sites ?
to run Audit Number Inventory at all the sites under the selected customer, or choose Specific and
specify the sites on which you want to run Audit Number Inventory (200 maximum).

7. Click Save. The number inventory is updated at the hierarchy you specified and below.

2.18. E.164 Inventory Management

2.18.1. Introduction to E164 Inventory Management

E164 inventory management uses translation patterns in VOSS Automate to provide a Direct Dial-In
(DDI)/Direct Inward Dialing (DID) mapping to internal numbers.

DDI-to-DN mapping allows you to route incoming PSTN calls to the appropriate internal number.
Managing the E164 inventory involves:

+ Viewing, adding, or deleting E164 number inventory

+ Associating a range of E164 numbers to a range of internal numbers

 Viewing an associated range of E164 numbers to a range of internal numbers

+ Disassociating a range of E164 numbers from a range of internal numbers

+ Associating a range or set of E164 numbers to a single internal number

+ Disassociating a range or set of E164 numbers from a single internal number

» Viewing single internal number associations

The E164 inventory is available in the drop-down menus for Site Published Number and Emergency Number
when creating a Site Dial Plan.

» Note: Underlined flowchart titles refer to topic headings in this guide.
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?

Number Management enabled for customer? [default]

¢No
[Enable Number Manaqement)
T

Numbers to manage? External Numbers or E164 Numbers

E164 Overview

Yes

Internal Numbers or Directory Numbers

DN Overview

[Number Range Manaqement) Management tasks [E164 Inventorv) [Add E164 Numbers)

[DN Inventorv) [Add DNs) ¢ ¢
[Number(:oolinq) [NumberReservation)

Y

M

Manage DN-E164 associations? /N°

¢Yes
¥ 2

[Manage Ranges ofDNs) [Manage Single DNs)

7

[Migrate E164-DN associations)

2.18.2. Add an Inventory of E164 Numbers
This procedure defines an inventory of E164 numbers available to users at a customer hierarchy only.

Important: Each addition to the E164 inventory must contain a unique set of numbers. That is, you can’t
assign the same number more than once (globally).

1. Go to (default menus) Number Management > Add E164 Inventory.
2. Choose the relevant hierarchy.

3. Fill out and select relevant values on the Add E164 Inventory page:
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Fields Description

Site For a site-specific E164 inventory, select the customer site. For a customer-wide
E164 inventory, leave this field blank.

Country* Mandatory. Select the country associated with the E164 inventory. If you chose
a site in the previous field, this field is automatically populated with the country
associated with the site.

Country Code Read-only field. The country code for the selected country. Refer to this read-
only field when specifying the Starting Number and Ending Number fields,
which must contain a valid country code.

Starting Number* Mandatory. Enter the starting number of the range of E164 numbers. The
field is populated with ‘+* followed by the country code for the selected country.
Append the rest of the starting number after the country code.

Ending Number Optional. Enter the ending number of the range of E164 numbers. The format
is the same as the Starting Number. If not provided, the single E164 Number
specified in the Starting Number is added. If provided, the range of E164
Numbers is added: Starting Number, Ending Number, inclusive. A maximum
of 1000 numbers can be added at a time.

Number Type Number type,e.qg. geo, non geo, etc. Informational only. The field may be
hidden.

3. Click Save.

2.18.3. View an E164 Inventory and Delete E164 Numbers

View E164 Number Inventory

To view an E164 inventory, go to (default menus) Number Management > E164 Inventory.

This page presents the list of E164 numbers (the inventory) at the customer or site (depending on the
hierarchy you're at). At higher levels of the hierarchy, for example, Provider, the Located At column shows
whether the number is at a customer or site. Click on the link for the customer or site to view the numbers in
the inventory at that customer or site.

To view (read-only) details for an E164 number, click on the number in the list.

The list view on the E164 Inventory page provides the following information:

Column Description

E164 Number The individual E164 number in the inventory.

Country The country associated with the E164 number.
Associated Flag Indicates the E164 number has been associated with a Directory Number
Located At Indicates the hierarchy of the site the E164 number was created for.
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Delete E164 Numbers from the Inventory

This procedure deletes one or more E164 numbers from an E164 inventory.

Note: You can’t delete E164 numbers that are associated with an internal number.

1. Log in as provider, reseller, or customer administrator.
2. Go to (default menus) Number Management > E164 Inventory.
3. In the E164 Inventory list view:

+ To delete one number, click the number, then click Delete.

+ To delete multiple E164 numbers, select the check box next to each number you want to delete,
then click Delete.

Note: Use column filtering, or click on the Located At column to narrow and refine the list of
items to select for a batch delete.

4. Click Yes in the confirmation window.

2.18.4. E164 Associations (Nto NDN)

Overview

This topic describes managing a range of internal numbers (Directory Numbers, or DNs) associated with a
range of E164 numbers.

View E164 Associations (N to N DN)
To view the ranges of E164 numbers that are associated with a range of internal numbers (Directory Numbers,
or DNs):

1. In the Admin Portal, go to (default menus) Number Management > E164 Associations (N to N DN)
to open the E164 Associations ( N to N DN ) list view.

2. View E164 associations (N to N DN) in the list.

Note: You can filter the list and change the hierarchy by selecting a link in the Located At column.

The table describes column data in the E164 Associations ( N to N DN ) list view:
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Column

Description

E164 Number
DN Number
Range

Located At

The starting E164 number in the range.
The starting internal number in the range.

One of the following:

+ 1 - To indicate that one E164 number and internal number are associated.

» 10 - To indicate that a range of ten numbers including the starting E164
and starting internal number are associated.

* 100 - To indicate that a range of 100 numbers including the starting E164
and starting internal number are associated.

+ 1000 - To indicate that a range of 1000 numbers including the starting
E164 and starting internal number are associated.

Indicates the hierarchy of the site where the E164 number range and internal
number range association was created.

Add an E164 Association (N to N DN)

This procedure associates a range of E164 numbers to a range of internal numbers, at a site.

Note:

* You can also perform the association in ranges of 10, 100, and 1000, on a one-to-one basis. These
associations create Direct Dial Inward (DDI) associations so that incoming PSTN numbers are routed

to internal numbers.

+ Only internal numbers or E164 numbers that are not currently associated, are available for association.

* In VOSS Automate, the HcsSipLocalGwAddE164AssociationEVT event related to SIP Local Gateway

is generated

1. In the Admin Portal, go to (default menus) Number Management > E164 Associations (N to N DN)

to open the list view.

2. Set the hierarchy to the relevant customer.

3. Inthe E164 Associations ( N to N DN ) list view, click the Plus icon (+) to add a new record. Choose

a site.

4. Configure E164 Association ( N to N DN ). The table describes configuration options:
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Field Description

Range Mandatory. Choose the range before choosing other settings on this page.
Defines the range value for the E164 to DN association. Options are: 1, 10,
100, or 1000

The range value you select maps to the mask value when the association
translation pattern is created. For example, when 10 is selected, all E164
numbers and directory numbers that end in 0 are listed. The mask affects
all digits 0 to 9, so you can’t start the mask on a non zero number. Likewise,
when 100 is selected, the E.164 number and DN end in two zeros. This pattern
results in a mask of XX.
* 1-To list all E164 numbers and internal numbers
* 10 - To list all E164 numbers and internal numbers that end in one zero
(0)
* 100 - To list all E164 numbers and internal numbers that end in two zeros
(00)
+ 1000 - To list all E164 numbers and internal numbers that end in three
zeros (000)

E164 Number Mandatory. Choose the starting number of the range of E164 numbers.

« If the association is performed at customer level, the drop-down only
shows E164 numbers that were added at customer level.

« If the association is performed at site level, the drop-down contains E164
numbers that were added at either customer or site level provided the
country matches the site’s country.

Field Description

DN Number Mandatory. Choose the starting internal number.

« If the association is performed at customer level, the drop-down only
shows internal numbers that were added at customer level.

« If the association is performed at site level, the drop-down shows internal
numbers that were added at either customer or site level.

* You cannot associate internal numbers that begin with the prefix ™ (aster-
isk) or ‘#” (hash).

Dial Plan Model Se- | This field displays only when the Enforce HCS Dialplan Rules setting in the
lection Global Settings is set to False

Defines the translation pattern template configured in the dial plan modeling
tool. The values for the pattern, transform mask, and associated range masking
are hard coded in the workflow. +1555 111 5555 (Range 10) = +1555 111
555X

Other values, such as partition and CSS) come from this template.

The translation pattern must have its description set to display in this drop-down.

4. Save your changes.

You can view transaction progress and details in the Transaction Logs.

Note:
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When listing the Number Inventory and displaying an internal number, the E164 Number format is
as listed in E164 Numbers in the Number Inventory .

A translation pattern (which is the mapping between the E164 range and internal number range)
is created on the CUCM. This translation pattern is used to route inbound PSTN calls to their
associated internal numbers.

If the association is performed at a Site, the translation pattern is only added to the CUCM
referenced by the site’s network device list (NDL).

If the association is performed at Customer level, the translation pattern is added to all the
customer’'s CUCMs.

If the Site has one or more SIP Local Gateways associated with it, the
HesSipLocalGwAddE164AssociationEVT event is generated. If enabled, the I0S Com-
mand Builder generates the default IOS commands associated with the event for each SIP Local

Gateway.

Related Topics

« Transaction Logging and Audit in the Core Feature Guide

Delete an E164 Association (N to N DN)

This procedure deletes one or more E164 (N to N DN) associations to disassociate a range of E164 numbers
from a range of internal numbers.

Note: In VOSS Automate, the HcsSipLocalGwDelE164AssociationEVT event related to SIP Local Gateway

is generated as a result.

1. Go to (default menu) Number Management > E164 Associations (N to N DN) to open the E164
Associations ( N to N DN ) list.

2. Change your hierarchy, if required.

3. View E164 Associations (N to N DN) in the list, which displays the following information:

Column ‘ Description
E164 Number The starting E164 number in the range.
DN Number The starting DN number in the range.
Range . . ]
* 1 - Indicates that one E164 number and internal number are associated
+ 10 - Indicates that a range of ten numbers including the starting E164 and
starting internal number are associated
* 100 - Indicates that a range of 100 numbers including the starting E164
and starting internal number are associated
» 1000 - Indicates that a range of 1000 numbers including the starting E164
and starting internal numbers are associated
Located At Indicates the hierarchy of the site where the E164 number range and internal
number range association was created.
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4. Choose an option:

 To disassociate multiple ranges, select the check boxes in the far left column of the table for the
ranges you want to disassociate.

+ To disassociate one range, click its row in the table. The details about the association appear.

5. Click Delete, then click Yes to confirm the disassociation.

Note:

+ The translation pattern mapping between the E164 range and internal number range is deleted
from CUCM.

The E164 number association with the internal number is removed on the Number Inventory list
view display and in any Lines drop-down list and Lines displays.

« If the site has one or more SIP Local Gateways associated with it, the
HcsSipLocalGwDelE164AssociationEVT event is generated. If enabled, the I0S Com-
mand Builder generates the default IOS commands associated with the event for each SIP Local
Gateway.

2.18.5. E164 Associations (Nto1DN)

Overview

This topic describes managing single internal numbers associated with a range of E164 numbers.

View E164 Associations (N to 1 DN)
This procedure displays sets of E164 numbers associated with a single internal number (directory number,
or DN).

1. Go to (default menus) Number Management > E164 Associations (N to 1 DN).

2. On the E164 Associations ( N to 1 DN ) list, view E164 Associations (N to 1 DN).

Note: You can filter the list and change the hierarchy by selecting a link in the Located At column.

The table describes column data in the E164 Associations (N to 1 DN) list view:

Column Description
DN Number The associated internal number (directory number).
Located At The hierarchy of the site where the E164 number range and internal number

association was created.

3. Click on a directory number in the list to view its details.

The page displays read-only details about the E164 Association (N to 1 DN) configuration (the sets of
E164 numbers that are associated with the internal number):
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DN Number The number you're viewing.
Primary E164 Displays the E164 number associated to the internal number in the Number
Inventory.

Other E164s are indicated as [x] showing that there are more associated E164s
to this internal number but their details are only available when opening the
relevant Number Inventory.

Add E164 Association (N to 1 DN)

This procedure associates multiple E164 numbers (a set of E164 number) to a single internal number, at a
site. For example, you could associate a set of E164 numbers for the sales department with an attendant’s
internal number.

Note: You can also perform association in ranges of 10, 100, and 1000, on a one-to-one basis. These
associations create Direct Dial Inward (DDI) associations so that incoming PSTN numbers are routed to
internal numbers.

You can optionally specify a primary E164 number to associate with the internal number. This is useful when
performing an internal number to E164 translation (for example, when provisioning translation rules for LBO
gateways) and the internal number is associated to more than one E164 presentation.

You can only associate internal numbers or E164 numbers that are not currently associated.

Prerequisites:
» Enable number management for the customer.
Perform these steps:
1. Go to (default menu) Number Management > E164 Associations (N to 1 DN) to open the list view.
2. Choose the site (if required).
3. In the E164 Associations ( N to 1 DN ) list view, click the Plus icon (+) to add a new record.

4. Configure E164 Association ( N to 1 DN ). The table describes configuration options:
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Field Description

DN Number Choose an internal number.

+ If the association is performed at Customer level, the drop-down only
shows internal numbers that were added at Customer level.

+ If the association is performed at Site level, the drop-down shows internal
numbers added at either Customer or Site.

* You can’t associate internal numbers that begin with the prefix *’ (asterisk)
or ‘#” (hash).

E164 Ranges Click the Plus icon (+) to add one or more sets of E164 numbers. These
E164 numbers do not need to be contiguous. For each E164 number you add,
choose an E164 range and the E164 number, as follows:
» E164 Range
Choose an E164 range, either 1, 10, 100, or 1000.
The range value you choose maps to the mask value when the association
translation pattern is created. For example, choose 10 to list all E164
numbers and internal numbers ending in 0. The mask affects all digits
0to 9, so you can’t start the mask on a non-zero number. When 100 is
chosen the E164 number and internal number end in two zeros, resulting
in a pattern with a mask of XX.
— 1 -to list all E164 numbers
— 10 - to list all E164 numbers ending in one zero (0)
— 100 - to list all E164 numbers ending in two zeros (00)
— 1000 - to list all E164 numbers that end in three zeros (000)
This field is mandatory and affects what appears in the E164 Number field.

E164 Number Mandatory. Choose the starting number of E164 numbers.

« If the association is performed at customer level, the drop-down only
shows E164 numbers that were added at customer level.

+ If the association is performed at site level, the drop-down contains E164
numbers that were added at either customer or site level provided the
country matches the site’s country.

Primary E164 Optional. Fill out the primary E164 number to associate with the internal
number. Ensure the E164 number you enter starts with \+ and falls within the
range you specified in in E164 Range

Dial Plan Model Se- | This field displays only when the Enforce HCS Dialplan Rules setting in the
lection Global Settings is set to False

Defines the translation pattern template configured in the dial plan modeling
tool. The values for the pattern, transform mask, and associated range masking
are hard coded in the workflow. +1555 111 5555 (Range 10) = +1555 111
555X

Other values, such as partition and CSS) come from this template.

The translation pattern must have its description set to display in this drop-down.

5. Save your changes.

View transaction progress and details in the Transaction Logs.

Note:

» When listing the number inventory and displaying an internal number, the E164 number format is
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as listed in E164 Numbers in the Number Inventory.

» One or more translation patterns are created on the CUCM. The translation patterns are the
mappings between the set of E164 numbers and the single internal number, and are used to route
inbound PSTN calls to their proper internal numbers.

When you associate a set of E164 numbers to a single internal number, multiple translation
patterns are created (each DN-to-E164 range association results in a translation pattern being
created on the CUCM).

« If the association is performed at Site level, the translation pattern is only added to the CUCM
referenced by the site’s network device list (NDL).

« If the association is performed at Customer level, the translation pattern is added to all of the
CUCMs that exist for the customer.

« If the site is associated with one or more SIP Local Gateways, the
HcsSipLocalGwAddMultiE1l64AssociationEVT event is generated. If enabled, the 10S
Command Builder generates the default IOS commands associated with the event for each SIP
Local Gateway.

Related Topics

+ Transaction Logging and Audit in the Core Feature Guide

Delete an E164 Associations (N to 1 DN) Association

This procedure disassociates a set of E164 numbers from an internal number.

Note:

» When disassociating a set of E164 numbers from an internal number, multiple translation patterns are
deleted. For each association you delete, a translation pattern is deleted from the CUCM.

In VOSS Automate, the HcsSipLocalGwDelMultiEl164AssociationEVT event related to SIP Local
Gateway is generated as a result.

« If the Local Gateway is set up to override the Voice Translation limit and the Enable Command Builder
setting is enabled, disassociation will fail if it exceeds the default Voice Translation limit. In this case,
first disable the Enable Command Builder setting.

1. Go to (default menu) Number Management > E164 Associations (N to 1 DN).
2. Change the hierarchy, if required.
3. In the E164 Associations ( N to 1 DN ) list, view the following details:

Column ‘ Description
DN Number The internal number.
Located At The hierarchy of the site where the E164 number range and internal number

range association was created.

4. Choose an option:
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+ To disassociate multiple associations, click the check box in the far left column of the table, next to
the numbers you want to disassociate.

» To disassociate one association, click its row in the table. The details about the association
appear.

5. Click Delete, then click Yes to confirm the disassociation.

Note:

+ The translation pattern mapping between the E164 set and the internal number is deleted from
the CUCM.

The E164 number association with the internal number is removed from the Number Inventory
list view, and from any Lines drop-downs and Lines displays.

« If the site is associated with one or more SIP Local Gateways, the
HcsSipLocalGwDelMultiE1l64AssociationEVT event is generated. If enabled, the 10S
Command Builder generates the default IOS commands associated with the event for each SIP
Local Gateway.

Related Topics

+ Transaction Logging and Audit in the Core Feature Guide

2.18.6. Migrate Translation Patterns for E164 to Internal Number Associations

This procedure migrates existing translation patterns for E164 to internal number associations, if you manually
configured translation patterns in the E164 lookup partition to associate E164 numbers to internal numbers
for Direct Dial Inward (DDI) routing.

Note: It is recommended that you migrate your existing translation patterns to use E164-to-Internal Number
(DN) association.

Perform this procedure only once. If you did this migrate when upgrading to VOSS Automate, there is no
need to migrate again when upgrading to a later VOSS Automate release.

To migrate translation patterns:

1. Log in as provider, reseller, or customer administrator.
Add the appropriate E164 number inventory. See Add an Inventory of E164 Numbers.
View the E164 number inventory. See View an E164 Inventory and Delete E164 Numbers.

A 0D

To verify that the selected directory number (DN) inventory is available for association, go to (default
menus) Number Management > Number Inventory.

5. Remove the translation patterns you added previously, via (default menus) Device Management >
CUCM > Translation Patterns.

6. Create the appropriate E164-to-DN associations, via (default menus) Number Management > E164
Associations (N to N DN). See £7164 Associations ( N to N DN ). These associations restore the
appropriate translation patterns in the E164 Lookup partition for the selected customer.
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7. View the new translation pattern, via (default menus) Device Management > CUCM > Translation
Patterns.

Related Topics

« CUCM Translation Patterns in the Core Feature Guide.

2.19. Manual Configuration for Intersite Cross-Cluster Support

2.19.1. Configure Inter-site Cross-cluster Support

This procedure configures the environment to provide support for inter-site calls for customers that have sites
spanning multiple clusters.

1. Create a full-mesh network between clusters for customers.

Create trunk, route group, and route list with VOSS Automate for a given cluster to every other cluster
owned by the customer.

For a shared CUCM, a SIP security profile is needed for each trunk.
See Configure SIP Trunks, Configure Route Groups, Configure Route Lists.

2. For each site added to a cluster, add a route pattern to all the other clusters in the mesh network owned
by the customer.

The route pattern is added to the InterSiteRouting partition, the partition name in CUCM is
Cu<CustomerID>-ISR-PT, where <CustomerID> is the customer ID.

« The pattern in the route pattern depends on the internal dial plan type:
— Type 1 and type 3 are the site location code (SLC) plus the extension mask of the site.
— Type 2 is the ISP plus the SLC plus the extension mask of the site.
— Type 4 is the DN range of the site.

» The route list in the route pattern is the route list associated to the site cluster.

2.20. Manual Configuration for Local Breakout Support

2.20.1. Manual Configuration for Local Breakout Support

This procedure manually configures a local gateway for a site to support local breakout (LBO).
1. Ensure that the VOSS Automate hierarchy is set to the site where the local gateway is to be added.

2. In VOSS Automate, to create trunks, route groups, and route lists to the local gateway. For procedures,
see Configure SIP Trunks, Configure Route Groups, and Configure Route Lists.

3. In Cisco Unified Communications Manager (CUCM), create a partition Cu<Customer|D>Si<Site|D>-
LBO-LBR-PT to be used in the class of service. Refer to Configure Class of Service.

4. In CUCM, create a partition and CSS to handle LBO routing for the site.
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5. Add the following translation patterns to the partition defined in step 3:

a. Add the ++061.0! translation pattern to handle calls without forced authorization code (FAC) and
client matter codes (CMC).

b. Add the ++061.1! translation pattern to handle calls with FAC and without CMC.
c. Add the ++061.2! translation pattern to handle calls with CMC and without FAC.
d. Add the ++061.3! translation pattern to handle calls with CMC and FAC.

6. Associate the patterns in step 5 with the CSS defined in step 4.

7. For the patterns in step 5, ensure that the called number transformation is PreDot and add the ****
prefix.

8. Create a default translation pattern in the routing partition defined in step 4 with an ***X!* pattern. Set
the CSS to Cu<CustomerlD>-<CC>DP-LBRRteSel-CSS. This is used to switch the call processing
back to central breakout (CBO) for all call types that are not sent using LBO.

9. Create a route pattern for each call type that breaks out from the local gateway in step 4. Use the route
list created in step 3.

Note: The called and calling number between the local gateway and CUCM is in +E.164 format.
Therefore, all incoming and outgoing calls between the gateway and CUCM conform to it. It is also
assumed that you provide the 10S gateway configuration.

10. Create a new CoS to be included in step 3 before LBRtg-PT.

2.21. Voice Mail

2.21.1. Voice Mail Service

Add Voicemail Service

This procedure adds a voice mail service, associates the service with a Cisco Unity Connection (CUC)
server, and integrates it with a Cisco Unified Communications Manager (CUCM).

Prerequisites

+ To associate the voice mail service with a CUCM, ensure you know the SIP trunking endpoint informa-
tion between the voice mail server and the CUCM.

 Ensure you have a CUC server configured.
Perform these steps:
1. Log in as Provider or Reseller administrator.
2. Set the hierarchy to the correct provider or reseller node.
3. Go to (default menus) Apps Management > CUC > Voice Mail Service.
4. Click the Plus icon (+) to add a voice mail service.
5. Fill out details for the voice mail service:

« At Voice Mail Service Name, fill out a name for the voice mail service. Ensure there are no
spaces in the name.
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+ At Cisco Unity Connection Cluster, choose the name of the CUC server for the voice mail
service.

Note: The CUC server must have been added at the Provider level (via Apps Management
> CUC. This is also the location whether the voice mail server in a multi-tenant environment is
categorized as Dedicated or Partitioned. This determines what elements are available to the voice
mail server, for example, whether another tenant should be created on the voice mail server.

To integrate the voice mail service with CUCM, select the Integrate with CUCM check box. The
default is disabled (unchecked).

If CUCM will manage the voice mail service, choose the CUCM to be paired with the CUC server,
from the Cisco Unified CM Cluster drop-down.

Note: The CUCM must have been added and configured at the Provider level, via Apps
Management > CUCM.

Complete the SIP trunk provisioning information (between the SIP trunk and the CUC server) in
the following fields:

— At Cisco Unity Connection Server Address, fill out the hostname or IP address of the voice
mail server.

— At Cisco Unity Connection Server Port, fill out the voice mail server port number (1 to
65535).

Note: Do not use port 5061, which is reserved for secure SIP.

— At Cisco Unified CM Server Address, fill out the hostname or IP address for the voice mail
server to reach the CUCM.

— At Cisco Unified CM Server Port, fill out the CUCM port number.

Note: Do not use port 5061, which is reserved for secure SIP.

Only one CUCM and one CUC can be specified here. To support redundancy and failover in
a multinode configuration, the trunk information must be manually updated on the UC apps.

— At Voice Messaging Ports, fill out the number of voice messaging ports to be created for the
voice mail service and associated with the appropriate Port Group on CUC when the voice
mail service is associated to a customer.

Valid values are 1 - 250. Default = 3. This field is mandatory.

Note: The number of voice messaging ports that you add cannot bring the total number
of voice messaging ports for all port groups to more than the maximum number of voice
messaging ports that are enabled by the CUC license files. If the license files do not enable
the total number of ports, you will not be able to add the new ports.

+ To also integrate a Voice Mail Webex Dedicated Instance with CUCM, select the Integrate with
Cisco Unified CM Webex DI check box.
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— Only the Voice Mail Trunk Address dropdown is shown with entries existing and available
on the selected Cisco Unified CM Cluster - which will be associated with the Route Group
as a part of the Route List and Route Group provisioning.

Other fields are now not required and are hidden on the form.
6. Click Save to add the voice mail service.
Once a shared voice mail service is created, if you have enabled Integrate with Cisco Unified CM:
+ In CUCM, cluster-level SIP trunk and route group is provisioned for the shared voice mail service.

* In CUC, cluster-level port group appears on the PhoneSystem for the shared voice mail service.

Next Steps

» Associate/Disassociate Voice Mail Services to Customer

Delete Voice Mail Service

Perform these steps:
1. Log in as the Provider Administrator.
2. Go to (default menus) Apps Management > CUC > Voice Mail Service.

3. From the list of voice mail services, choose the service to be deleted by selecting the check box in the
leftmost column.

4. Click Delete to delete the Voice Mail Service.
5. From the popup window, click Yes to confirm the deletion.

When the delete action is complete, the Voice Mail Service disappears from the list.

2.21.2. Associate/Disassociate Voice Mail Services to Customer

Associate Voice Mail Services to Customer

Prerequisites

+ To associate Voice Mail Service with a customer, the Voice Mail Service must be created before starting
this procedure. See Voice Mail Service.

« If the Integrate with Cisco Unified CM check box was selected when the Voice Mail services was
created, a customer dial plan and a site dial plan must be created before a Voice Mail Service can be
associated with a customer; otherwise the association will fail.

« If the Integrate with Cisco Unified CM Webex DI check box was selected when the Voice Mail
services was created, the selected Cisco Unified CM Cluster provides the Voice Mail Trunk Address
selection.

Perform these steps:
1. Log in as provider or reseller administrator.
2. Set the hierarchy path to the customer to which you want to associate the Voice Mail Service.

3. Choose Services > Voice Mail > Associate Voice Mail Service to Customer.
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4. Click Add to associate Voice Mail Service to a customer.

5. From the Voice Mail Service drop-down, choose the name of the Voice Mail Service that has been

defined by the provider and available to this customer.

6. Click Save to associate the Voice Mail Service with the customer. The association appears in the list.

* When the Voice Mail Service is associated with a customer and the Integrate with Cisco Unified
CM check box was selected for the Voice Mail Service, the following is provisioned based on the

deployment mode of the Voice Mail server:

Voice Mail Cisco Unified Communications
Deploy- Manager
ment Mode

Cisco Unity Connection

Dedicated Creates Integration at customer
level: SipTrunk, Route Group, Al-
lowVm route partition

Partitioned  Creates Integration at customer
level: SipTrunk, Route Group, Al-
lowVm route partition

Creates customer-specific Port Group,
ports (3), route partition, calling search
space and user template

Creates new tenant (partition), port group,
ports (3), route partition, calling search
space and user template

Note: The deployment mode for the Voice Mail service is determined by the mode selected when
the Cisco Unity Connection is first added to VOSS Automate using Device Management > CUC.

* When the Integrate with Cisco Unified CM Webex DI check box was selected for the Voice Mail
Service, the Voice Mail Trunk Address selected from the selected Cisco Unified CM Cluster -
will be associated with the Route Group as a part of the Route List and Route Group provisioning.

Disassociate Voice Mail Services from Customers

1. Log in as the Provider Administrator.

A 0D

by clicking the check box in the leftmost column.

o

Set the hierarchy path to the customer from which you want to disassociate the Voice Mail Service.
Choose Apps Management > CUC > Associate Voice Mail Service to Customer.

From the list of associations, choose the Voice Mail Service customer association to be disassociated,

Click Delete to disassociate the Voice Mail Service from the customer.

6. From the popup window, click Yes to confirm the change. When the delete action is complete, the
Voice Mail Service association to the customer disappears from the list.

2.21.3. Pilot Numbers

Add a Pilot Number

Prerequisites

To create one or more Voice Mail Pilot Numbers for Voice Mail Services that have previously been associated
with the customer, the following procedures must be completed before performing this procedure:

 Voice Mail Service must be created. See Create Voice Mail Service.
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« Voice Mail Service must be associated with the customer. See Associate Voice Mail Services to
Customer.

Note: In VOSS Automate, you can select the voice mail pilot number from a list of available DN inventory.

Perform these steps:

1.
2.

Log in as provider or customer administrator.

Make sure the hierarchy path is set to the customer or site that you are defining a Voice Mail Pilot
Number for.

3. Choose Apps Management > CUC > Pilot Numbers.

Click Add to associate a pilot number with the voice mail service that has been associated with the
customer.

From the Voice Mail Service drop-down, select the appropriate Voice Mail Service from the list of
Voice Mail Services associated with the customer.

From the Voice Mail Pilot Number drop-down, select a Pilot Number from the list of your available DN
inventory, or type the Pilot Number you want to use in the field. This is the internal Voice Mail Pilot
Number that can be dialed from site.

Note: You can add one or more pilot numbers for a single voice mail service.

Click Save to create the pilot number. The Pilot Number appears in the list. When a Pilot Number is
created for a Voice Mail Service and the Integrated with CUCM check box was selected for the Voice
Mail Service, the following is provisioned based on the deployment mode of the Voice Mail server:

Voice Mail Deployment Cisco Unified Communications Manager

Mode

Dedicated At customer level: Route List, Route Pattern, CSS, Voice Mail Pilot,
Voice Mail Profile

Partitioned At customer level: Route List, Route Pattern, CSS, Voice Mail Pilot,

Voice Mail Profile

Delete a Voice Mail Pilot Number

1.

Log in as the Customer Administrator. For a list of the roles and tasks that can be done at each level,
see Dial Plan Roles and Privileges.

Choose Apps Management > CUC > Pilot Numbers.

3. From the list of Pilot Numbers, choose the number to be deleted, by selecting the check box in the

leftmost column.

4. Click Delete to delete the Voice Mail Pilot Number.

From the popup window, click Yes to confirm the deletion.

When the delete action is complete, the Voice Mail Pilot Number disappears from the list.
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2.21.4. Creating DDIs for Voice Mail Pilot Numbers

Before You Begin
To create a DDI for a voice mail pilot number, perform the following steps on VOSS Automate. The voice mail
pilot number must be created before performing this procedure. See Define a Voicemail Pilot Number.

1. Log in to VOSS Automate as a Provider, Reseller, or Customer administrator.

2. Use the breadcrumbs to navigate to the customer hierarchy node that contains the voice mail pilothum-
ber.

3. Select Device Management > CUCM > Route Patterns.

4. Select Add.

5. Create a new route pattern instance with the following information:
a. On the Pattern Definition tab, complete the following item:.

i. CUCM: Select the appropriate Cisco Unified Communications Manager cluster for this route
pattern. This should be the cluster on which you created the voice mail pilot.

i. Route Pattern: +<E.164 number>: Enter an appropriate DDI number.
iii. Route Partition: Cu<customerld>-E164LookUp-PT

iv. Route List: From the drop-down, choose the appropriate route list for the target voice mail
pilot number. The pilot number will be in the route list name. Example:

Cu<customerld>-<voicemail service name><targetVM pilot number>-RL, Cu5-
TestVmService1000-RL

b. On the Called Party Transforms tab, enter a pilot number in the Called Party Transform Mask
field; for example, 1000.

6. Select Save.

7. Repeat these steps for each voice mail pilot number.

Note: This route pattern needs to be deleted from Device Management > CUCM > Route Patterns
before the voice mail pilot can be deleted. This is because this new route pattern will still reference the
pilot-specific route list, causing the voice mail pilot number delete workflow to fail. If this occurs, delete
the route pattern and attempt to delete the voice mail pilot again.

2.21.5. Associate/Disassociate Pilot Number to a Site

Associate Pilot Number to Site

This procedure associates an existing voicemail pilot number to a site.
Prerequisites

+ Add the voicemail pilot number. See Pilot Numbers

Note: In VOSS Automate, the event related to SIP Local Gateway may be generated as a result. Also
you can select an E164 number to associate with the Pilot Number.
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Perform these steps:

1.

I O

Log in as a Customer or Provider administrator.

Set the hierarchy to the relevant site.

Go to (default menus) Apps Management > CUC > Associate Pilot Number to Site.
Click the Plus icon (+) to add the pilot number to site association.

At Voice Mail Service (mandatory), choose the voicemail service to associate with the site.

At Voice Mail Service Pilot Number (mandatory), choose the pilot number for the voicemail service
you selected.

At E164 Number (optional), choose a E164 number from your site’s inventory to associate with the
pilot number, or type the E164 number you want to use.

Note: You must choose (or specify) an available E164 number. The transaction will fail if you choose
an E164 number that is already assigned.

Click Save.
The voicemail service pilot number is associated with the site:

» The association appears in the list. When a pilot number is associated to a site, the Site
Management > Defaults > CUC Defaults are updated so that the subscriber management
templates can take advantage of this new voicemail service for the site.

« If the site has one or more SIP Local Gateways associated with it and an E164 number has been
specified, the HcsSipLocalGwAddVoiceMailPilotNumberEVT is generated. If enabled, the IOS
Command Builder generates the default IOS commands associated with the event for each SIP
Local Gateway.

Disassociate Pilot Number from a Site

Note: In VOSS Automate, the event related to SIP Local Gateway is generated as a result.

Perform these steps:

1.

Log in as the Customer Administrator. For a list of the roles and tasks that can be done at each level,
see Dial Plan Roles and Privileges.

Choose Services > Voice Mail > Associate Pilot Number to Site.

From the list of associations, choose the Pilot Number association to be disassociated, by selecting the
check box in the leftmost column.

4. Click Delete to disassociate the Pilot Number from the site.

5. From the popup window, click Yes to confirm the change.

» When the delete action is complete, the Pilot Number association to the site disappears from the
list.

+ If the site has one or more SIP Local Gateways associated with it, the HcsSipLocalGwDelVoice-
MailPilotNumberEVT event is generated. If enabled, the IOS Command Builder generates the
default IOS commands associated with the event for each SIP Local Gateway.
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2.22. Adding Aggregation Trunk and Route Group and Associat-

ing to Existing Route List and SLRG

2.22.1. Adding Aggregation Trunk and Route Group and Associating to Existing
Route List and SLRG

In VOSS Automate, the dial plan creates a route list to route the calls to the aggregation for central breakout
(CBO). However, the following procedure is required to enable calls to egress to the PSTN network using a
SIP trunk. Before adding a SIP trunk using Configure SIP Trunks, you must provision the following:

1. In VOSS Automate, create a region for the trunk:

a. Sign in as a provider or reseller and navigate to Apps Management > CUCM > Regions Infor-
mation > Region.

b. Click Add.
c. Provide a name in the format Cu<cid>-Trunk-<TrunkName>-Region.
2. In CUCM, navigate to CUCM System > Device Pool and provision a device pool as follows:
Click Add.
Enter a device pool a name in the format Name Cu<cid>-DP-Trunk.
Choose a CCM group from the dropdown or leave at the default group.

Ensure that the region is set to the name created in step 1.

T @ o T o

Set the location to Hub Non.
3. To create an aggregation SIP trunk, sign in as a provider in VOSS Automate and perform the following:
a. Navigate to Apps Management > CUCM > SIP Trunks.
b. Click Add.
4. In the Device Information tab, perform the following:
a. Choose the CUCM from the drop-down list.
b. Provide a device name; for example, Cu<cid>-Trunk-<TrunkName>.
c. Set the device pool to the device pool name you created.
d. Set the region to the name created in step 1.
e. Set call classification to OffNet.
f. Click Redirecting Diversion Header Delivery - Inbound.
g. Click Run On All Active Unified CM nodes.
5. In the Call Routing Inbound tab, perform the following:

a. Choose the calling search space by selecting Cu<cid>-IngressFromCBO-CSS from the drop-down
list.

b. Choose the connected party transformation CSS by selecting Cu<cid>-CNPNTranform-CSS from
the drop-down list.

c. Uncheck the Use Device Pool Connected Party Transformation CSS box.

d. Check the Redirecting Diversion Header Delivery - Outbound box.
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6. In the Call Routing Outbound tab, perform the following:

a.

d.

Choose the called party transformation CSS by selecting Cu<cid>-CDPNTransform-CSS from the
drop-down list.

Uncheck the Use Device Pool Called Party Transformation CSS box.

Choose the calling party transformation CSS by selecting Cu<cid>-CGPNTransform-CSS from
the drop-down list.

Uncheck the Use Device Pool Calling Party Transformation CSS box.

7. In the SIP Info tab, provide the destination IP address. It is assumed that the default SIP profile and
SIP trunk security profile are used.

8. Once the aggregation SIP trunk is created, assign it to a route group as follows:

a.

b
c
d.
e

Navigate to Apps Management > Route Groups.

. Click Add.

. Provide a name for the route group in the format Cu<cid>-RouteGroup-<Name>.

Set the distribution algorithm to Top Down.

. Add the above trunk as a member of the route group.

Note: For line-based routing (LBR), perform steps 9 and 10.

9. Associate the above route group to the route lists. The assumption is that there is one trunk or route
group to the aggregation that is shared by the whole country. However, if there is a trunk per country,
then repeat the above step to create trunk and route groups for each country. The country dial plan
automatically creates the following LBR route lists for each country for each customer:

Cu<cid>-<ISO>Intl-RL . (cid is the customer ID number and <ISO> is the 3-letter alpha code for
the countries of the world. For more information on ISO, refer to http://en.wikipedia.org/wiki/ISO_
3166-1).

Cu<cid>-<ISO>Natl-PL
Cu<cid>-<SIO>Mobl-PL
Cu<cid>-<ISO>Emer-RL
Cu<cid>-<ISO>Serv-RL
Cu<cid>-<ISO>Local-RL
Cu<cid>-<ISO>PRSN-RL
Cu<cid>-<ISO>FPHN-RL
Cu<cid>-<ISO>PCSN-RL
Cu<cid>-<ISO>SRSN-RL
Cu<Cid>-<ISO>Oper-RL

Note: The SLRG-Emer local route group must be provisioned even for line-based routing (see step

11).

10. Update each of the route lists to include the above-created route group as follows:
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. Navigate to Apps Management > CUCM > Route Lists.

a
b. Select and enter each of the route list pages from the step above.
c

. Click on the Add Route Group Items and select the above route group.

d. Save and proceed to the next route list until all the route lists include the route group.

11. For device-based routing (DBR), nothing is needed for DBR route lists because they already contain
the correct well-known local route groups. For each location that uses DBR, update the device pool as

follows:

a. Navigate to Apps Management > CUCM > Device Pools.

b. Select and enter the device pool SLRG page.

c. Add the following well-known SLGs and associate them to the route group created above.

SLRG-Emer

Note: SLRG-Emer must be added regardless of whether DBR is used. Emergency call
handling depends on this in order to work.

SLRG-Intl
SLRG-Mobl
SLRG-Serv
SLRG-Local
SLRG-PRSN
SLRG-FPHN
SLRG-PCSN
SLRG-SRSN
SLRG-Oper

2.23. Configure SIP Profiles

2.23.1. SIP Profiles
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Add or Manage SIP Profiles

. Log in as provider, reseller, or customer administrator.

. Set the hierarchy path to the node where the Cisco Unified Communications Manager (CUCM, or

CallManager) is configured.
Perform one of the following:

« If you're signed in as a provider or reseller administrator, choose Apps Management > CUCM >
SIP Profiles.

« If you're signed in as a customer administrator, choose Apps Management > Advanced > SIP
Profiles.

Choose an option:
+ To add a new SIP profile, click Add, then go to Step 5.

+ To edit an existing SIP profile, choose the SIP profile to be updated by clicking it in the list of SIP
profiles. Go to Step 6.

If the Network Device List popup window appears, select the NDL for the SIP profile from the
drop-down menu.

The window appears when you are on a non-site hierarchy node. If you are at a site hierarchy node,
the NDL associated with the site is automatically used.

Note:

The Network Device List drop-down menu only appears when a SIP profile is added; it does not
appear when you edit a SIP profile.

6. Enter a unigue name for the new SIP profile in the Name field, or modify the existing Name if desired.

12.

13.
14.
15.

On the SIP Profile Information tab, complete at minimum, the mandatory SIP Profile Information
Fields.

. On the SDP Information tab, complete at minimum, the mandatory SDP Information Fields.

. On the Parameters used in Phone tab, complete the required Parameters used in Phone Fields.
10.
11.

On the Normalization Script tab, complete the required Normalization Script Fields.

On the Incoming Requests FROM URI Strings tab, complete the required Incoming Requests FROM
URI Strings Fields.

On the Trunk Specific Configuration tab, complete at minimum, the mandatory Trunk Specific
Configuration Fields.

On the Trunk SIP OPTIONS Ping tab, complete the required Trunk SIP OPTIONS Ping Fields.
On the Trunk SDP Information tab, complete the required Trunk SDP Information Fields.

Click Save to save a new SIP profile or to update an existing SIP profile.

Copyright © 2024 VisionOSS Limited. All rights reserved. We appreciate and value your comments. Email: 75
doc-feedback@voss-solutions.com



2.23. Configure SIP Profiles

SIP Profile Information Fields

Option

Description

Name (Mandatory)

Description (Optional)

Default MTP Tele-
phony Event Payload
Type (Optional)

Early Offer for G.Clear
Calls (Optional)

Enter a name to identify the SIP profile; for example, SIP_7905. The value can
include 1 to 50 characters, including alphanumeric characters, dot, dash, and
underscores.

This field identifies the purpose of the SIP profile; for example, SIP for 8865.
The description can include up to 50 characters in any language, but it cannot
include double-quotes (“), percentage sign (%), ampersand (&), back-slash (\),
or angle brackets (<>).

This field specifies the default payload type for RFC2833 telephony event.
See RFC 2833 for more information. Usually, the default value specifies the
appropriate payload type. Be sure that you have a good understanding of this
parameter before changing it, as changes could result in DTMF tones not being
received or generated.
Default-101
Range-96 to 127
This parameter’s value affects calls with the following conditions:

* An outgoing SIP call from Cisco Unified Communications Manager

* For the calling SIP trunk, the Media Termination Point Required check

box is checked on the SIP Trunk Configuration window

This feature supports both standards-based G.Clear (CLEARMODE) and pro-
prietary Cisco Session Description Protocols (SDP).
To enable or disable Early Offer for G.Clear Calls, choose one of the following
options:

 Disabled

+ CLEARMODE

« CCD

+ G.nX64

+ X-CCD
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Option Description

User-Agent and Server  This feature indicates how Unified CM handles the User-Agent and Server
header information header information in a SIP message.
(Mandatory) Choose one of the following options:
* Send Unified CM Version Information as User-Agent Header - For
INVITE requests, the User-Agent header is included with the CM version
header information. For responses, the Server header is omitted. Unified
CM passes any contact headers through untouched.
» Pass Through Received Information as Contact Header Parameters
- If selected, the User-Agent and Server header information is passed as
Contact header parameters. The User-Agent and Server header is de-
rived from the received Contact header parameters, if present. Otherwise,
they are taken from the received User-Agent and Server headers.
+ Pass Through Received Information as User-Agent and Server
Header - If selected, the User-Agent and Server header information
is passed as User-Agent and Server headers. The User-Agent and
Server header is derived from the received Contact header parameters,
if present. Otherwise, they are taken from the received User-Agent and
Server headers.
Default: Send Unified CM Version Information as User-Agent Header

Version in User Agent  This field specifies the portion of the installed build version that is used as the
and Server Header value of the User Agent and Server Header in SIP requests. Possible values
(Mandatory) are:

* Major and Minor; for example, Cisco-CUCM10.6

+ Major: for example, Cisco-CUCM10

* Major, Minor and Revision; for example, Cisco-CUCM10.6.2

« Full Build; for example, Cisco-CUCM10.6.2.98000-19

* None; header is omitted

Default: Major and Minor

Dial String Interpreta- Possible values are:
tion (Mandatory) + Phone number consists of characters 0-9, *, #, and + (others treated as
URI addresses). This is the default value.
* Phone number consists of characters 0-9, A-D, *, #, and + (others treated
as URI addresses)
» Always treat all dial strings as URI addresses

Redirect by Application If you select this check box and configure this SIP Profile on the SIP trunk, the
(Optional) Unified CM administrator can:
» Apply a specific calling search space to redirected contacts that are
received in the 3xx response.
« Apply digit analysis to the redirected contacts to make sure that the calls
get routed correctly.
+ Prevent a DOS attack by limiting the number of redirection (recursive
redirection) that a service parameter can set.
 Allow other features to be invoked while the redirection is taking place.
Getting redirected to a restricted phone number (such as an international
number) means that handling redirection at stack level causes the call to
be routed, not blocked. This behavior occurs if you leave the Redirect by
Application check box clear.
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Option Description

Disable Early Mediaon By default, Unified CM signals the calling phone to play local ringback if SDP is
180 (Optional) not received in the 180 or 183 response. If SDP is included in these responses,
instead of playing ringback locally, Unified CM connects media. The calling
phone then plays whatever the called device is sending (such as ringback or
busy signal). If you receive no ringback, the device you are connecting to may
include SDP in the 180 response, but not send media before 2000K response.
In this case, select this check box to play local ringback on the calling phone
and connect the media upon receipt of the 2000K response.
Note:
Even though the phone that is receiving ringback is the calling phone, you
need the configuration on the called device profile because it determines the
behavior.

Outgoing T.38 INVITE = The parameter allows the system to accept a signal from Microsoft Exchange
include audio mline that causes it to switch the call from audio to T.38 fax. To use this feature,
(Optional) configure a SIP trunk with this SIP profile.

Note:

The parameter applies to SIP trunks only, not phones that are running SIP or

other endpoints.

Use Fully Qualified Do- This feature enables Unified CM to relay a caller’s alphanumeric hostname by
main Name in SIP Re- passing it to the called device or outbound trunk as SIP header information.
quests (Optional) Enter one of the following:
f - To disable this option. The IP address for Unified CM is passed to the line
device or outbound trunk instead of the user’s hostname.
t - To enable this option. Unified CM relays an alphanumeric hostname of
a caller by passing it through to the called endpoint as a part of the SIP
header information. This enables the called endpoint to return the call using the
received or missed call list. If the call originates from a line device on the Unified
CM cluster, and is routed on a SIP trunk, then the configured Organizational
Top-Level Domain (for example, Cisco.com) is used in the Identity headers,
such as From, Remote-Party-ID, and P-Asserted-ID. If the call originates from
a trunk on Unified CM and is being routed on a SIP trunk, then:

« If the inbound call provides a host or domain in the caller’s information,
the outbound SIP trunk messaging preserves the hostname in the Identity
headers, such as From, Remote-Party-ID, and P-Asserted-ID.

« If the inbound call does not provide a host or domain in the caller’s
information, the configured Organizational Top-Level Domain is used in
the Identity headers, such as From, Remote-Party-ID, and P-Asserted-ID.

Default: f - Disabled

Assured Services Select this check box for third-party AS-SIP endpoints and AS-SIP trunks to

SIP conformance = ensure proper Assured Service behavior. This setting provides specific Assured
(Optional) Service behavior that affects services such as Conference factory and SRTP.
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SDP Information Fields

Option

Description

SDP  Transparency
Profile (Optional)

Accept Audio Codec
Preferences in Re-
ceived Offer (Optional)

Require SDP Inactive
Exchange for Mid-Call
Media Change (Op-
tional)

Allow RR/RS band-
width modifier (RFC
3556) (Mandatory)

Displays the SDP Transparency Profile Setting (read-only)

Choose one of the following options:
» On - Enables Unified CM to honor the preference of audio codecs in the
received offer and preserve it while processing.
+ Off - Enables Unified CM to ignore the preference of audio codecs in a
received offer and apply the locally configured Audio Codec Preference
List. The default selects the service parameter configuration.
» Default - Selects the service parameter configuration.
Default: Default

This feature determines how Unified CM handles midcall updates to codecs or
connection information such as IP address or port numbers.

If you select this check box, during midcall codec or connection updates Unified
CM sends an INVITE a-inactive SDP message to the endpoint to break the
media exchange. This is required if an endpoint is not capable of reacting
to changes in the codec or connection information without disconnecting the
media. This applies only to audio and video streams within SIP-SIP calls.
Note

For early offer enabled SIP trunks, the Send send-receive SDP in midcall
INVITE parameter overrides this parameter.

If this check box is clear, Unified CM passes the midcall SDP to the peer leg
without sending a prior Inactive SDP to break the media exchange.

Default: Clear

Specifies the RR (RTDP bandwidth allocated to other participants in an RTP
session) and RS (RTCP bandwidth allocated to active data senders) in RFC
3556. Options are:

» Transport Independent Application Specific bandwidth modifier (TIAS)

and AS

» TIAS only

» AS only

* CT only
Default: TIAS and AS
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Parameters used in Phone Fields

Option

Description

Timer Invite Expires
(seconds) (Optional)

Timer Register Delta
(seconds) (Optional)

Timer Register Expires
(seconds) (Optional)

Timer T1 (msec) (Op-
tional)

Timer T2 (msec) (Op-
tional)

Retry INVITE

tional)

(Op-

This field specifies the time, in seconds, after which a SIP INVITE expires. The
Expires header uses this value.

Valid values: Any positive number

Default: 180 seconds

This field is intended to be used by SIP endpoints only. The endpoint receives
this value through a TFTP config file. The endpoint reregisters Timer Register
Delta seconds before the registration period ends. The registration period gets
determined by the value of the SIP Station KeepAlive Interval service
parameter.

Valid values: 0 to 32767

Default: 5 seconds

This field is intended to be used by SIP endpoints only. The SIP endpoint
receives the value through a TFTP config file. This field specifies the value that
the phone that is running SIP sends in the Expires header of the REGISTER
message. Valid values include any positive number; however, 3600 (1 hour)
specifies the default value.

Valid values: Any positive number

Default: 3600 seconds (1 hour)

If the endpoint sends a shorter Expires value than the SIP Station Keepalive
Interval service parameter, Unified CM responds with a 423 “Interval Too
Brief.”

If the endpoint sends a greater Expires value than the SIP Station Keepalive
Interval service parameter, Unified CM responds with a 200 OK with the
Keepalive Interval value for Expires.

Note:

For mobile phones running SIP, Unified CM uses this value instead of the SIP
Station KeepAlive Interval service parameter to determine the registration
period.

Note:

For TCP connections, the value for the Timer Register Expires field must be
lower than the value for the SIP TCP Unused Connection service parameter.

This field specifies the lowest value, in milliseconds, of the retransmission timer
for SIP messages.

Valid values: Any positive number

Default: 500 msec

This field specifies the highest value, in milliseconds, of the retransmission
timer for SIP messages.

Valid values: Any positive number

Default: 4000 msec

This field specifies the maximum number of times that an INVITE request gets
retransmitted.

Valid values: Any positive number

Default: 6
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Option

Description

Retry Non-INVITE (Op-
tional)

Start Media Port (Op-
tional)

Stop Media Port (Op-
tional)

Call Pickup URI (Op-
tional)

Call Pickup Group URI
(Optional)

Meet Me Service URI
(Optional)

User Info (Optional)

DTMF DB Level (Op-
tional)

Call Hold Ring Back
(Optional)

Anonymous Call Block
(Optional)

This field specifies the maximum number of times that a SIP message other
than an INVITE request gets retransmitted.

Valid values: Any positive number

Default: 10

This field designates the start real-time protocol (RTP) port for media.
Range: 2048 to 65535
Default: 16384

This field designates the stop real-time protocol (RTP) port for media.
Range: 2048 to 65535
Default: 32766

This URI provides a unique address that the phone that is running SIP sends
to Unified CM to invoke the call pickup feature.

This URI provides a unique address that the phone that is running SIP sends
to Unified CM to invoke the call pickup group feature.

This URI provides a unique address that the phone that is running SIP sends
to Unified CM to invoke the meet me conference feature.

This field configures the user- parameter in the REGISTER message. Valid
values are:
* None - No value is inserted
» Phone - The value user-phone is inserted in the To, From, and Contact
Header for REGISTER
+ IP - The value user-ip is inserted in the To, From, and Contact Header for
REGISTER
Default: None

This field specifies the in-band DTMF digit tone level. Valid values are:
6 dB below nominal
3 dB below nominal
* Nominal
» 3 dB above nominal
» 6 dB above nominal
Default: Nominal

This parameter causes the phone to ring in cases where you have another
party on hold when you hang up a call. Valid values are:
+ Off - Off permanently and cannot be turned on and off locally by the user
interface
* On - On permanently and cannot be turned on and off locally by the user
interface

The field configures anonymous call block. Valid values are:
+ Off - Disabled permanently and cannot be turned on and off locally by
the user interface
+ On - Enabled permanently and cannot be turned on and off locally by the
user interface
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Option

Description

Caller ID Blocking (Op-
tional)

Do Not Disturb Control
(Optional)

Telnet Level for 7940
and 7960 (Optional)

Resource Priority
Namespace (Optional)

Timer Keep Alive Ex-
pires (seconds) (Op-
tional)

Timer Subscribe Ex-
pires (seconds) (Op-
tional)

Timer Subscribe Delta
(seconds) (Optional)

Maximum Redirections
(Optional)

Off hook To First
Digit Timer (msec)
(Optional)

Call Forward URI (Op-
tional)

This field configures caller ID blocking. When blocking is enabled, the phone
blocks its own number or email address from phones that have caller identifica-
tion enabled. Valid values are:
 Off - Disabled permanently and cannot be turned on and off locally by
the user interface
» On - Enabled permanently and cannot be turned on and off locally by the
user interface

This field sets the Do Not Disturb (DND) feature. Valid values are:
 User - The dndControl parameter for the phone specifies 0.
* Admin - The dndControl parameter for the phone specifies 2.

Cisco Unified IP Phones 7940 and 7960 do not support SSH for sign-in access
or HTTP that is used to collect logs. However, these phones support Telnet,
which lets the user control the phone, collect debugs, and look at configuration
settings. This field controls the telnet_level configuration parameter with the
following possible values:

+ Disabled - No access

+ Limited - Some access but cannot run privileged commands

« Enabled - Full access

This field enables the administrator to select one of the cluster’s defined Re-
source Priority Namespace network domains for assignment to a line using its
SIP Profile.

Unified CM requires a keepalive mechanism to support redundancy. This field
specifies the interval between keepalive messages sent to the backup Unified
CM to ensure its availability for failover.

Default: 120 seconds

This field specifies the time, in seconds, after which a subscription expires.
This value gets inserted into the™ ™ Expires™ " header field.

Valid values: Any positive number

Default: 120 seconds

Use this parameter with the Timer Subscribe Expires setting. The phone
resubscribes Timer Subscribe Delta seconds before the subscription period
ends, as governed by Timer Subscribe Expires.

Range: 3 to 15 seconds

Default: 5 seconds

Use this configuration variable to determine the maximum number of times that
the phone allows a call to be redirected before dropping the call.
Default: 70 redirections

This field specifies the time in microseconds that passes when the phone goes
off hook and the first digit timer gets set.

Range: 0 to 15,000 microseconds

Default: 15,000 microseconds

This URI provides a unique address that the phone that is running SIP sends
to Unified CM to invoke the call forward feature.
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Option

Description ‘

Speed Dial (Abbrevi-
ated Dial) URI (Op-
tional)

Conference Join En-
abled (Optional)

RFC 2543 Hold (Op-
tional)

Semi Attended Trans-
fer (Optional)

Enable VAD (Optional)

Stutter Message Wait-
ing (Optional)

MLPP User Authoriza-
tion (Optional)

This URI provides a unique address that the phone that is running SIP sends
to Unified CM to invoke the abbreviated dial feature.

Speed dials that are not associated with a line key (abbreviated dial indices) do
not download to the phone. The phone uses the feature indication mechanism
(INVITE with Call-Info header) to indicate when an abbreviated dial number
has been entered. The request URI contains the abbreviated dial digits (for
example, 14), and the Call-Info header indicates the abbreviated dial feature.
Unified CM translates the abbreviated dial digits into the configured digit string
and extends the call with that string. If no digit string has been configured for
the abbreviated dial digits, a 404 Not Found response gets returned to the
phone.

Select this check box to join the remaining conference participants when a
conference initiator using a Cisco Unified IP Phone 7940 or 7960 hangs up.
Leave it clear if you do not want to join the remaining conference participants.
Note:

This check box applies to the Cisco Unified IP Phones 7941/61/70/71/11 when
they are in SRST mode only.

Select this check box to enable setting connection address to 0.0.0.0 per
RFC2543 when call hold is signaled to Unified CM. This allows backward
compatibility with endpoints that do not support RFC3264.

This check box determines whether the Cisco Unified IP Phones 7940 and
7960 caller can transfer an attended transfer’s second leg while the call is
ringing. Select the check box if you want semi attended transfer enabled; leave
it clear if you want semi attended transfer disabled.

Note:

This check box applies to the Cisco Unified IP Phones 7941/61/70/71/11 when
they are in SRST mode only.

Select this check box if you want voice activation detection (VAD) enabled;
leave it clear if you want VAD disabled. When VAD is enabled, no media is sent
when voice is detected.

Select this check box if you want stutter dial tone when the phone goes off
hook and a message is waiting. Leave clear if you do not want a stutter dial
tone when a message is waiting.

This setting supports Cisco Unified IP Phones 7960 and 7940 that run SIP.

Select this check box to enable MLPP User Authorization. MLPP User Autho-
rization requires the phone to send in an MLPP username and password.
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Normalization Script Fields

Option

Description

Normalization Script

Enable Trace

Script Parameters

From the drop-down list, choose the script that you want to apply to this SIP
profile.

To import another script from Unified CM, go to the SIP Normalization Configu-
ration window (Device Device Settings SIP Normalization Script), and import a
new script.

Select this check box to enable tracing within the script or clear this check box
to disable tracing. When selected, the trace.output API provided to the Lua
scripter produces SDI trace.

Note:

We recommend that you only enable tracing while debugging a script. Trac-
ing impacts performance and is not recommended under normal operating
conditions.

Enter parameter names and parameter values in the Script Parameters box as
comma-delineated key-value pairs. Valid values include all characters except
equals signs (-), semicolons (;), and nonprintable characters, such as tabs. You
can enter a parameter name with no value.

Alternatively, to add another parameter line from Unified CM, click the + (plus)
button. To delete a parameter line, click the - (minus) button.

Incoming Requests FROM URI Strings Fields

Option Description
Caller ID DN Enter the pattern that you want to use for calling line ID, from 0 to 24 digits. For
example, in North America:
» 555XXXX - Variable calling line ID, where X equals an extension number.
The CO appends the number with the area code if you do not specify it.
» 55000 - Fixed calling line ID, where you want the Corporate number to be
sent instead of the exact extension from which the call is placed. The CO
appends the number with the area code if you do not specify it.
You can also enter the international escape character +.
Caller Name Enter a caller name to override the caller name that is received from the
originating SIP Device.
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Presentation Info

Option

Description

Is Anonymous

External Presentation
Name

External Presentation
Number

Display configured External Presentation Number and External Presentation
as Anonymous on the called party device.

Configure presentation number of choice.

Configure presentation name of choice.

Trunk Specific Configuration Fields

Option

Description

Reroute Incoming Re-
quest to new Trunk
based on

Unified CM only accepts calls from a SIP device whose |IP address matches
the destination address of the configured SIP trunk. In addition, the port on
which the SIP message arrives must match the one that is configured on the
SIP trunk. After Unified CM accepts the call, Unified CM uses the configuration
for this setting to determine whether to reroute the call to another trunk.

From the drop-down list, choose the method that Unified CM uses to identify
the SIP trunk where the call gets rerouted:

* Never - If the SIP trunk matches the IP address of the originating device,
choose this option. Unified CM, which identifies the trunk by the incoming
packet’s source IP address and the signaling port number, does not route
the call to a different (new) SIP trunk. The call occurs on the SIP trunk on
which the call arrived.

» Contact Info Header - If the SIP trunk uses a SIP proxy, choose this
option. Unified CM parses the IP address or domain name and the
signaling port number in the incoming request’s header. Unified CM then
reroutes the call to the SIP trunk using that IP address and port. If no SIP
trunk is identified, the call occurs on the trunk where the call arrived.

+ Call-Info Header with purpose-x-cisco-origlP - If the SIP trunk uses a
Customer Voice Portal (CVP) or a Back-to-Back User Agent (B2BUA),
choose this option. When the incoming request is received, Unified CM
performs the following:

— parses the Call-Info header
— looks for the parameter purpose-x-cisco-origIP
— uses the IP address or domain name and signaling port number in
the header to reroute the call to the SIP trunk using the IP address
and port
If the parameter is not in the header, or no SIP trunk is identified, the call
occurs on the SIP trunk where the call arrived.
Default: Never
Note:
This setting does not work for SIP trunks connected to:
A Unified CM IM and Presence Service proxy server.
+ Originating gateways in different Unified CM groups
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Option Description

RSVP Over SIP This field configures RSVP over SIP trunks. From the drop-down list, choose
the method that Unified CM uses to configure RSVP over SIP trunks:

* Local RSVP - In a local configuration, RSVP occurs within each cluster,
between the endpoint and the local SIP trunk, but not on the WAN link
between the clusters.

» E2E - In an end-to-end (E2E) configuration, RSVP occurs on the entire
path between the endpoints, including within the local cluster and over

the WAN.
Resource Priority =~ Select a configured Resource Priority Namespace list from the drop-down
Namespace List menu. The Namespace List is configured in Unified CM in the Resource

Priority Namespace List menu. You can access the menu in Unified CM from
System MLPP > Namespace.

Fall back to local RSVP  Select this check box if you want to allow failed end-to-end RSVP calls to fall
back to local RSVP to establish the call. If this check box is clear, end-to-end
RSVP calls that cannot establish an end-to-end connection fail.

SIP Rel1 XX Options This field configures SIP Rel1XX, which determines whether all SIP provisional
responses (other than 100 Trying messages) are sent reliably to the remote
SIP endpoint. Valid values are:
+ Disabled - Disables SIP Rel1XX.
» Send PRACK if 1XX contains SDP - Acknowledges a 1XX message
with PRACK, only if the 1XX message contains SDP.
» Send PRACK for all 1XX messages - Acknowledges all1XX messages
with PRACK.
If you set the RSVP Over SIP field to E2E, you cannot choose Disabled.

Video Call Traffic Class  Video Call Traffic Class determines the type of video endpoint or trunk that the

SIP Profile is associated with. From the drop-down list, select one of:

* Immersive - High-definition immersive video.

» Desktop - Standard desktop video.

* Mixed - A mix of immersive and desktop video.
Unified CM Locations Call Admission Control (CAC) reserves bandwidth from
two Locations video bandwidth pools, Video Bandwidth and Immersive Band-
width. The pool used depends on the type of call determined by the Video Call
Traffic Class. Refer to the “Call Admission Control” chapter of the Cisco Unified
Communications Manager System Guide for more information.
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Option Description
Calling Line Identifi- Select one of:
cation  Presentation + Strict From URI presentation Only - To select the network-provided
(Mandatory) identity
« Strict Identity Headers presentation Only - To select the user-provided
identity

+ Default - To select the system default calling line identification
Default: Default

Session Refresh = Session Timer with Update: The session refresh timer allows for periodic
Method (Mandatory) refresh of SIP sessions. This allows the Unified CM and remote agents to
determine whether the SIP session is still active. Prior to Release 10.01, when
the Unified CM received a refresh command, it supported receiving either Invite
or Update SIP requests to refresh the session. When the Unified CM initiated
a refresh, it supported sending only Invite SIP requests to refresh the session.
With Release 10.01, this feature extends the refresh capability so that Unified
CM can send both Update and Invite requests.
Specify whether to use Invite or Update as the Session Refresh Method.
Default: Invite
Note:
Sending a midcall Invite request requires specifying an offer SDP in the request.
This means that the far end must send an answer SDP in the Invite response.
Update: Unified CM requests a SIP Update if the SIP session’s far end supports
the Update method in the Supported or Require headers. When sending the
Update request, the Unified CM includes an SDP. This simplifies the session
refresh since no SDP offer or answer exchange is required.
Note:
If the far end of the SIP session does not support the Update method, the
Unified CM continues using the Invite method for session refresh.

Early Offer Support for This field configures Early Offer support for voice and video calls. When
voice and video calls enabled, Early Offer support includes a session description in the initial INVITE
(Mandatory) for outbound calls. Early Offer configuration settings on SIP profile apply only
to SIP trunk calls. These configuration settings do not affect SIP line side calls.
If this profile is shared between a trunk and a line, only a SIP trunk that uses
the profile is affected by these settings.
The Media Transfer Point (MTP) Required check box on the Trunk Configuration
window, if enabled, overrides the early offer configuration on the associated
SIP profile. Unified CM sends the MTP IP address and port with a single codec
in the SDP in the initial INVITE.
From the drop-down list box, select one of the following three options:

+ Disabled (Default value) - Disables Early Offer; no SDP will be included
in the initial INVITE for outbound calls.

» Best Effort (no MTP Inserted)

— Provide Early Offer for the outbound call only when caller side’s
media port, IP and codec information is available.

— Provide Delayed Offer for the outbound call when caller side’s media
port, IP and codec information is not available. No MTP is inserted
to provide Early Offer in this case.

» Mandatory (insert MTP if needed) - Provide Early Offer for all outbound
calls and insert MTP when caller side’s media port, IP and codec infor-
mation is not available.

Default: Disabled (Default value)
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Option

Description

Enable ANAT

Deliver  Conference
Bridge Identifier

Allow Passthrough of
Configured Line De-
vice Caller Information
Reject Anonymous In-
coming Calls

Reject  Anonymous
Outgoing Calls

Send ILS Learned Des-
tination Route String

This option allows a dual-stack SIP trunk to offer both IPv4 and IPv6 media.
Selecting the Enable ANAT and MTP Required check boxes sets Unified CM
to insert a dual-stack MTP and send an offer with two m-lines, for IPv4 and
IPv6. If a dual- stack MTP cannot be allocated, Unified CM sends an INVITE
without SDP.
When you select the Enable ANAT check box and the Media Termination
Point Required check box is clear, Unified CM sends an INVITE without SDP.
When the Enable ANAT and MTP Required check boxes are cleared (or when
an MTP cannot be allocated), Unified CM sends an INVITE without SDP.
When you clear the Enable ANAT check box but you select the MPT Required
check box, consider the information, which assumes that an MTP can be
allocated:
+ Unified CM sends an IPv4 address in the SDP for SIP trunks with an IP
Addressing Mode of IPv4 Only.
 Unified CM sends an IPv6 address in the SDP for SIP trunks with an IP
Addressing Mode of IPv6 Only.
* For dual-stack SIP trunks, Unified CM determines which IP address type
to send in the SDP based on the configuration for the IP Addressing
Mode Preference for Media enterprise parameter.

When checked, the SIP trunk passes the b-number identifying the conference
bridge across the trunk instead of changing the b-number to the null value.
The terminating side does not require this field.

Selecting this check box is not required for Open Recording Architecture (ORA)
SIP header enhancements to the Recording feature to work.

Selecting this check box allows the recorder to coordinate recording sessions
where the parties are participating in a conference.

Select this check box to allow passthrough of configured line device caller
information from the SIP trunk.

Select this check box to reject anonymous incoming calls.
Select this check box to reject anonymous outgoing calls.

When this check box is selected, for calls routed to a learned directory URI,
learned number, or learned pattern, Unified CM:

* adds the x-cisco-dest-route-string header to outgoing SIP INVITE

and SUBSCRIBE messages

* inserts the destination route string into the header
When this check box is clear, Unified CM does not add the x-cisco-dest-route-
string header to any SIP messages.
The x-cisco-dest-route-string header allows Unified CM to route calls across a
Session Border Controller.
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Trunk SIP OPTIONS Ping Fields

Option

Description

Enable OPTIONS Ping
to monitor destination
status for Trunks with
Service Type “None
(Default)”

Ping Interval for In-
service and Partially
In-service Trunks (sec-
onds)

Ping Interval for Out-
of-service Trunks (sec-
onds)

Ping Timer

(msec)

Retry

Ping Retry Count

Select this check box if you want to enable the SIP OPTIONS feature. SIP
OPTIONS are requests to the configured destination address on the SIP trunk.
If the remote SIP device is unresponsive or returns a SIP error response such
as 503 Service Unavailable or 408 Timeout, Unified CM reroutes the calls by
using other trunks or a different address.

If this check box is clear, the SIP trunk does not track the status of SIP trunk
destinations.

When this check box is selected, you can configure two request timers.

This field configures the time duration between SIP OPTIONS requests when
the remote peer is responding and the trunk is marked as In Service. If at
least one IP address is available, the trunk is In Service; if all IP addresses are
unavailable, the trunk is Out of Service.

Default: 60 seconds

Range: 5 to 600 seconds

This field configures the time duration between SIP OPTIONS requests when
the remote peer is not responding and the trunk is marked as Out of Service.
The remote peer may be marked as Out of Service if:

« it fails to respond to OPTIONS

* it sends 503 or 408 responses

+ the Transport Control Protocol (TCP) connection cannot be established
If at least one IP address is available, the trunk is In Service; if all IP addresses
are unavailable, the trunk is Out of Service.
Default: 120 seconds
Range: 5 to 600 seconds

This field specifies the maximum waiting time before retransmitting the OP-
TIONS request.

Range: 100 to 1000 milliseconds

Default: 500 milliseconds

This field specifies the number of times that Unified CM resends the OPTIONS
request to the remote peer. After the configured retry attempts are used, the
destination is considered to have failed. To obtain faster failure detection, keep
the retry count low.

Range: 1to 10

Default: 6
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Trunk SDP Information Fields

Option

Description

Send send-receive
SDP in midcall INVITE

Allow  Presentation
Sharing using BFCP

Select this check box to prevent Unified CM from sending an INVITE a-inactive
SDP message during call hold or media break during supplementary services.
Note:

This check box applies only to early offer enabled SIP trunks and has no impact
on SIP line calls.

When you enable Send send-receive SDP in midcall INVITE for an early offer
SIP trunk in tandem mode, Unified CM inserts MTP to provide sendrecv SDP
when a SIP device sends offer SDP with a-inactive or sendonly or recvonly in
audio media line. In tandem mode, Unified CM depends on the SIP devices to
reestablish media path by sending either a delayed INVITE or midcall INVITE
with send-recv SDP.

When you enable Send send-receive SDP in midcall INVITE and Require SDP
Inactive Exchange for Mid-Call Media Change on the same SIP Profile, the
Send send-receive SDP in midcall INVITE overrides the Require SDP Inactive
Exchange for Mid-Call Media Change, so Unified CM does not send an INVITE
with a-inactive SDP in midcall codec updates. For SIP line side calls, the
Require SDP Inactive Exchange for Mid-Call Media Change check box applies
when enabled.

Note:

To prevent the SDP mode from being set to inactive in a multiple-hold scenario,
set the Duplex Streaming Enabled clusterwide service parameter in Unified
CM (System Service Parameters) to True.

If the check box is selected, Unified CM allows supported SIP endpoints to use
the Binary Floor Control Protocol (BFCP) to enable presentation sharing.

The use of BFCP creates an added media stream in addition to the existing
audio and video streams. This additional stream is used to stream a presen-
tation, such as a PowerPoint presentation from someone’s laptop, into a SIP
videophone.

If the check box is clear, Unified CM rejects BFCP offers from devices associ-
ated with the SIP profile. The BFCP application line and associated media line
ports are set to 0 in the answering SDP message.

Default: Clear

Note:

BFCP is only supported on SIP networks. BFCP must be enabled on all SIP
trunks, lines, and endpoints for presentation sharing to work. BFCP is not
supported if the SIP line or SIP trunk uses MTP, RSVP, TRP, or Transcoder.
For more information on BFCP, refer to the Cisco Unified Communications
Manager System Guide.
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Option Description

Allow X Application Select this check box to enable support for iX media channel.
Media

Allow multiple codecs = This option applies when incoming SIP signals do not indicate support for
in answer SDP multiple codec negotiation and Unified CM can finalize the negotiated codec.
When this check box is selected, the endpoint behind the trunk can handle
multiple codecs in the answer SDP.
For example, an endpoint that supports multiple codec negotiation calls the SIP
trunk, and Unified CM sends a Delay Offer request to a trunk. The endpoint
behind the trunk returns all support codecs without the Contact header to
indicate the support of multiple codec negotiation.
In this case, Unified CM identifies that the trunk can handle multiple codec
negotiation, and sends SIP response messages to both endpoints with multiple
common codecs.
When clear, Unified CM identifies that the endpoint behind 