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1. What’s New

1.1. Arbitrator Administration Guide: Release 23.3

+ EKB-17216: SAML: Dashboard sign out redirects to auto sign-in. See: Introduction to Arbitrator System
Configuration

Added a note for SAML configuration that the Sign Out option will not display when SAML is enabled.
+ EKB-17216: SAML: Dashboard sign out redirects to auto sign-in. See: Policy Configuration

Added a note for SAML configuration that the Sign Out option will not display when SAML is enabled.
» EKB-17216: SAML: Dashboard sign out redirects to auto sign-in. See: Asset Configuration

Added a note for SAML configuration that the Sign Out option will not display when SAML is enabled.
+ EKB-17216: SAML: Dashboard sign out redirects to auto sign-in. See: Probe Configuration

Added a note for SAML configuration that the Sign Out option will not display when SAML is enabled.
» EKB-17216: SAML: Dashboard sign out redirects to auto sign-in. See: Controls

Added a note for SAML configuration that the Sign Out option will not display when SAML is enabled.

+ EKB-17216: SAML: Dashboard sign out redirects to auto sign-in. See: Response Procedure Configu-
ration

Added a note for SAML configuration that the Sign Out option will not display when SAML is enabled.
+ EKB-17216: SAML: Dashboard sign out redirects to auto sign-in. See: Credential Configuration

Added a note for SAML configuration that the Sign Out option will not display when SAML is enabled.
« EKB-17216: SAML: Dashboard sign out redirects to auto sign-in. See: Customer Configuration

Added a note for SAML configuration that the Sign Out option will not display when SAML is enabled.
+ EKB-17216: SAML: Dashboard sign out redirects to auto sign-in. See: Access Control

Added a note for SAML configuration that the Sign Out option will not display when SAML is enabled.
« EKB-17216: SAML: Dashboard sign out redirects to auto sign-in. See: Import & Export

Added a note for SAML configuration that the Sign Out option will not display when SAML is enabled.
+ EKB-17216: SAML: Dashboard sign out redirects to auto sign-in. See: Archive Management

Added a note for SAML configuration that the Sign Out option will not display when SAML is enabled.
» EKB-17216: SAML: Dashboard sign out redirects to auto sign-in. See: Tools

Added a note for SAML configuration that the Sign Out option will not display when SAML is enabled.




1.1. Arbitrator Administration Guide: Release 23.3

+ EKB-18103: Pull BOT testing scripts into Arbitrator - phase 2. See: Archive Management

Added details around the DEM agent added to the Arbitrator for testing connectivity to web-based
systems.

« EKB-18181: Allow control of periodic file processing via the user interface. See: Archive Management
Added details for the Control to enable and disable cron jobs for file processing.

» VOSS-1213: Implement VOSS Insights License Audit Capabilities. See: License Auditing
Added details around generating a license file.

+ VOSS-1213: Implement VOSS Insights License Audit Capabilities. See: Archive Management

Added details around generating a license file.

Copyright © 2023 VisionOSS Limited. All rights reserved. We appreciate and value your comments. Email: 2
doc-feedback@voss-solutions.com



2. Getting Started

2.1. Introduction

Welcome to Insights Arbitrator, a powerful log analytics platform that allows multiple data sources and
log formats to be consumed, extracted, analyzed, and correlated, for complete event, alarm and systems
monitoring.

This guide describes how to use and administer the Arbitrator platform. You can use this guide for help with
importing assets, importing scripts, configuring new correlation rules, searching logs, assigning scripts to
assets to create probes, and for overall performance management of the systems monitored.

Note: This guide is aimed at system administrators and users responsible for configuring and monitoring the
Correlation platform. Users should have a working knowledge of operating systems, software applications,
and network elements.

The Arbitrator platform design allows it to be used in multiple workflows. While you won’t need to follow any
particular linear flow, some elements must be configured in a specific order. Those will be pointed out in
each section.

This guide covers the following:

 Correlate - the main user interface, which allows you to visualize the monitored systems and to manage
alerts for these systems. The views within this workspace are constantly updating with newly gathered
data.

+ Configuration - this is the workspace used to install and set up the platform.

2.2. Arbitrator Licensing

2.2.1. Overview

You can view the Arbitrator License remaining days in the user interface, once you log in.

This setting can be enabled (display) or disabled (hide).

> & admin  ~

Days remaining: 60




2.2. Arbitrator Licensing

2.2.2. Show or Hide Days Remaining from the Ul

You can choose to show or hide the license days remaining from the main user interface. To do this:
1. In ACCESS CONTROL, select Permission Groups.
2. Toggle the following setting: VIEW - License Expiration

4 1 N2

Group Name Realm Context Timeout
Administrator {local)
Typical n
=
Analytix :: Correlate
WVIEW - Main Application WIEW - Asset Explarer | VIEW - Alarm Analyzer | VIEW - Punq Search
VIEW - Asset Map Explorer VIEW - Call Details | VIEW - Call Path Monitor | [| WIEW - License Expiration ]
ACTION - Delete Calls ACTION - Delete Paths . | ACTION - Disposition Alerts |
2.2.3. View License Days Remaining
To see how many days left, from the main menu, for a logged in user:
1. Choose About
2. Check the DAYS LICENSED and DAYS REMAINING values.
2.2.4. Load a License File
To load a license file:
1. Obtain the license file
2. Choose About
3. Click EDIT PRODUCT KEY and replace it with the one from the license file.
Note: When updating a license file, any custom theme that is applied remains active.
Copyright © 2023 VisionOSS Limited. All rights reserved. We appreciate and value your comments. Email: 4
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2.3. License Auditing

2.3. License Auditing

2.3.1. Overview

VOSS Insights integrates with the VOSS Cloud Licensing service to provide license auditing capabilities
that allows you to view and inform VOSS of your license usage counts across various services and devices,
including Cisco Unified Communications Manager (CUCM), Webex, Zoom, and Microsoft Teams.

A backend service on the Arbitrator detects probes already configured for CUCM, UCCE, UNITY, Webex,
and MS Teams devices, and automatically retrieves the user accounts for the respective services.

Insights ships with resource files for the following views, which allow you to create dashboards that display
user license counts for your system:

» data_user_view
+ standalone_count_view

* meeting_room_count_view

= voss DATA_USER o 9
CUCM USERS | CUCM_LICENSE USER | DATAWUSER | MSTEAMS Users | UMITYUSERS | WEBEX Users
+ Global Filters ( 0 applied ) (i 1o betresn ata Oet 2, 2023 12:00 am - Nov 1, 2023 10:14 am - -
DATA_USER_VIEW (Count) STANDALONE_COUNT_VIEW (Sum) MEETING_ROOM_COUNT_VIEW (Sum)
237 n 8

The license auditing service generates a file that can be automatically sent to the VOSS Cloud Licensing
service for processing.

Note: If you prefer to opt out of the automated license delivery mechanism, you will need to manually upload
the license user count details to VOSS.

Related Topics

» License Tab

2.3.2. Register with the VOSS Cloud Licensing Service and Upload License File

This procedure registers your organization for syncing with the VOSS Cloud Licensing service, and optionally,
allows for the license file to be automatically uploaded to the VOSS Customer Portal. Alternatively, once
you've registered, you can manually upload the license file.

Registering allows licensed user counts to be added to a file that is generated on Insights Arbitrator. These
files are generated daily.

Copyright © 2023 VisionOSS Limited. All rights reserved. We appreciate and value your comments. Email: 5
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2.3. License Auditing

Before you start

» Open the following ports to communicate with the VOSS Customer Portal at voss.portalshape.com/

— Default HTTP: port 80
— Default HTTPS: port 443

» Add the host name to an allowlist for trusted servers: platform.voss-solutions.com

Note:

If your system is unable to reach external sites on the internet, you can use a proxy server that

you set up on the Arbitrator (via Configuration > Archive Management > Configuration Management >
Proxy tab)

Register and upload license file

1.

Log in to Arbitrator as administrator, then click the toolbar Wrench icon (System Configuration) to open
the Configuration GUI.

2. Click Archive Management, then on the Archive Management page, select the License tab.

3. Fill out your organization ID, your environment type (for example, staging, trial, or lab), and optionally, a
device description.
Note: You can obtain your organization ID from the VOSS Customer Portal. Registration and file
upload fails if the organization ID is incorrect.

4. To allow automatic upload of generated license file to the VOSS Customer Portal, set the value of the
enabled drop-down to true.
Note: If you wish to opt out of automatic file uploads, set the value to false (default).

5. Click Save to generate the license file for the organization ID you provided.

6. (Optional) On the License tab, click Fetch License File.
Note: Clicking Fetch License File before saving triggers an error as the license file won’t have been
generated yet.
To view the content of the license file you can click View Output.

Copyright © 2023 VisionOSS Limited. All rights reserved. We appreciate and value your comments. Email: 6
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2.3. License Auditing

A 2 4 1
ARCHIVE MANAGEMENT [EREETE

License

Fotch L anae Fin

— ' [ Foch Looasa Pl |

Alternative steps:
+ Option 1 - Copy license file details, and submit the details to VOSS:
— On the License tab, click Fetch License File.
— Click View Output to display the contents of the license file in a dialog on this page.
— Copy the license file contents, and submit the details to VOSS.
+ Option 2 - Download the file, and submit it to VOSS:

— Copy the last part of the path that appears below the Fetch License File button (1icense/
latest.csv)

— Append the copied text to your system IP address in a URL (in a new tab).
— The license file downloads as a .csv file.
— Upload the file to the VOSS Customer Portal.

Copyright © 2023 VisionOSS Limited. All rights reserved. We appreciate and value your comments. Email: 7
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2.3. License Auditing

Related Topics

+ Archive Management (Proxy) in the VOSS Insights Arbitrator Administration Guide.

Copyright © 2023 VisionOSS Limited. All rights reserved. We appreciate and value your comments. Email: 8
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3.

Correlate

3.1. Correlate

3.1.1. Menu Bar

There are distinct functional ‘Views’ within the interface. Each will be covered in its own section of this guide.

Policy Monitor
Asset Explorer
Alarm Analyzer
Event Search

Call Path Monitor
Call Detail Monitor

This menu is located at the top of the browser page and allows you to navigate to each of the Arbitrator

views. Each are shown below:

A 2 4 i EH X 48 X @ o 2 admin~
9.

1. 2. 3. 4. 5. 6. 7.

Policy Configuration
Asset Configuration
Probe Configuration
Controls

Response Procedures
Credentials
Customers

Access Control
Import / Export

Archive Management

. Tools
. Admin

8. 10.11. 12.




3.1. Correlate

3.1.2. Assets

Asset Overview

Each Asset is colored to reflect its current Alert Status. The status colors available and their meanings are
below:
* Red (Critical)

» Orange (Major)

Yellow (Minor)

Blue (Informational / Notification)

? E
; - 7Y =

B ¢ '??% ';,97?

¥

.

Green (Healthy)

E| fymam PDS [WIT000101

Bt Bl

B

You can click on any of the assets to display the summarized alarm statistics for that asset. A box will open
in the upper right corner of the screen to show the details. To see greater detail about the status of the asset,
click on the underlined View Asset Details in the bottom of the box. This will take you to the Asset Details
view. (See Asset Details view under the Asset Explorer Section)

Copyright © 2023 VisionOSS Limited. All rights reserved. We appreciate and value your comments. Email: 10
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1. Correlate

Asset Explorer

Asset Explorer gives a view into the current alarm state of the assets monitored by Arbitrator.

Only devices created as Assets in the Arbitrator system will be rendered in the view. Since Correlated events
create alarms in the system, asset icon colors will change to reflect the severity level of the alert. Assets
display the color of the current highest-level alert for that asset in the system.

Alert Severity Levels:
* Red (Critical)
» Orange (Major)

Yellow (Minor)

Blue (Informational / Notification)
» Green (Healthy)
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3.1. Correlate

Asset Filtering

i ASSET EXPLORER

-

gsri0-un3

A A

_ -:. oC | WINZK16-50...

> B CSP Shared Architecture

* B VOS5 SOLUTIONS

* mm Video End Points DEMO-WMH...

The Assets displayed can be filtered using the filtering pane on the left. This includes:
« Filtering by Alert Severity levels, including Maintenance Mode.
» Asset Type
» Defined Asset Groups

» Keyword

Asset Explorer Navigation

Dimglaing | - 10D ITTY i ¥

—
Oy Chy
R A LT

The Asset Explorer will display up to 100 assets per page. Use the navigation button in the top right to grab
the next 100 assets or the specific increment you have set.

Copyright © 2023 VisionOSS Limited. All rights reserved. We appreciate and value your comments. Email: 12
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3.1. Correlate

Asset Details View
The Asset Details View is opened when you double click on any of the assets in the Asset Explorer view.
Once open the view contains 3 tabs:

 Alerts

* Probes

» Search

Click Close in the upper right corner of the screen to return to the Asset Explorer view.

Asset Details: Alerts Tab

ASSET DETAILS = 10.13.37.43 X GLOSE
TFPE Usiraow SMOSTHMAME 10133743 VERSON Lininaw
¥ 5013274 TWEZDKE Linknown DESCRIPFTOR
RLLAE | VEMDOA Lbbrdm
WAL Lirwrcwn NOODL Linkrose,
i ALEATS P S 3 SEARCH
Cuplaying 1-Wof07 | 40 £ | % | @ W 3 STATUS =
DATE hooR POLICY ML ETATUS [
& DOOAAE  majer Cleso ExTes ¢ Wajor Cisse Sywor (<flagwl B BS3E EEoRToAE LALAN_NF.ad ciealNPEs o coms RERFIs Cocmil,Laperstech.osm Jel 6@ BEIE 16 §TeER oSC .
STE AN VIC_CALLARMACEN - F-EIsdheintiareglitered: V] DrviotMame=SEF08 104 IDEFFIA || IPAGdceds =172, 18.1, 11| | Protecal =SIF| | BevLewTrpe= 154 | [ Dedcr L ptLon-SER E 50 4RDETELA |
| Bmmoo= 1| | IFhdETALET Sbutew=] | |CallEtate=433-call_dolivaredd ||AppiS=Cisco Callkenaper ||ClestesId=StandhlooeClanzer | |Sodell=CUCHIZ | ¢ Aa endpoizt Ban
uaregisuared)
moRs | | Joumwas VIEW REPOAT
REFERERCE 1D SO000-01 (N0NK-00-1 1 - Sert) Sy START GPORSE 1147 00 AR
WOOE  dewtart LAEF cearaii
POLICY Cmon Aleris - Liswversal ELAFSED TUSE O Dwyn 01 322-30
AULE bl Qi B HENT ERCALATION ONORSE D 55 il P
TWRER  |Fdiae EXPAEE N 008 &
—_— P = RESFONSE PROCEDUNE Defmk 1
CESCRIPTION
‘ oA e E i Cta Alrks © Lrevecsid (= = DFEN st
e — W
OUTPLUT: Coricnl Clmos: Brepe jo ool B X100 180821 V01107 41 <IBE-AD25E - - - 34 13% CLAOM |2 ymreiect, cor: il (8 30718 08003 207 UTC - SUC_ATWT-|-ATRIT_ALEAT %)l hare <N T T Semiorn somss Thrashokd)]
dmnUetEls D Sn bl OF 190051 COT WA sen ATWET Ssaaral aores Thsarokl faa monsssd. Do Sesaaraicres of Chon Tomom Wed Applcasard aas
ﬂl croan s dwwary Lo Aoty Lvewrsal Mo Coce Eror O EN dnamaye]
-1 A
CRUTPUT: Minicr T Ervor do ! B STAE M435015 11007 4D <) PERDER | com SRTTE CUCKN Siaperxiech.com A8 08 3T W3S 14 UTE - RUC CALUMARAGEM-3 ExalPoni irepaiesed: %
DevoatarsiFE PPl ARPAS SEL | F3 18 1 [PaOannceS F) Devcs Tyge= 108 | Ceamonon 55 POYAATFF 0 1A Fasacns 7] PooiiAens. O] i L3 -zaid 23 om
A s el o e R B b P UG R 12| A1 it P TR
‘ ona e SapeTArs Cmo Aleris . Urvwsrsal Crtcal Cios Ere [ gl Unssagrasd
i il A
OUTPUT: Crical Cisom Froe jof Joadul B 3000 140583 90 £3.57 43 < RScRENTM - - - 53887 CLOM IS msywratece. core: il O 308 -1 114 UTE SLIC_ FTMT-1-ATWT _ALFAT: Sdleriiame  TAT Seuncraf sossds Thrssnois]
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This tab displays all alerts associated with the asset and allows the user to disposition, add alert journal

entries for the alert and see a report of the alert and events. (See Alert Disposition, Alert Journal and View
Report within the Alert Analyzer Section)
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Correlate

Asset Details: Probes

ASSET DETALS « 10.13.3743 = CLOSE
TYPE Linkide FERTRGAMEE 10 7] HrE) VEREDH i
LB ] THELIONE rk=own DESCRIFTON
ALIAS Linaowsn YERDCR Lnincwan
A L WL Linkouean

AMERTE | APRDOES | O, SEARCH

1 Truns ey P and Memary

1 o M FITRT Pt
P TS

Wty 6 e P N 0L 0 o W ] et 1 B DL 1 1 AR T kg el
1 o Marsages Briicn ey

<Tam v D ?-tl‘r'r.lnn-'hp- el "I ColecingFmies ' MY W Ellrlull.i' I1-:|:- OLUCRA ™ -wn’p-kmn-n Ilnnlf-nn L3 I'mﬂ.lﬂm—
.l. ey Timaenrg 15 RERR Tt o e e T e s TR R T T 0 e AT L H.I ekl 1 ¥

e i B s."w- i TR I'-ln-l\xh'h- A o -rrl-u mw g 30
.:pu s by IJIlI'ImIq.-l.lll “E o vsuminer are- " Spterdagel ngs N mw o Pru-lqﬂ.ﬂml- L l‘nm‘l ""I'I"'m o l'rmm r
1 ParcariageCl®d- "B P Hamss"4" P " " Parar 88 Percemtagein-
Mrmahq—-1ﬂ|¢m‘m A" PecaringslPUs 117 nw-u-\-u o l'|' d o -
«“r Py P T N R e e e - = ™

P ok B wl'c-wiq-bu " Pt e e Siay FWH U'l"\.l"\qlll.".l ey --Hn-u:-h--- e H-n-l-pm-—-
= F «T I Tt =T P4 oo - Fecanisoe e -

ARAGE RO e | | B inpiaging i - B of B4

This tab displays all probes associated with the asset. Clicking on each probe will display the probes output.
If output is a numerical value, such as CPU usage, then a graph will be displayed of that value over time. If
the probe output is non-numerical then just the last probe output will be displayed.

Asset Details: Search

This tab contains an event search bar tied to the data only associated with this asset. This allows the user to
search all logs / events by this particular asset versus the entire index data store. (See Event Search for
more details)
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3.1. Correlate

3.1.3. Alerts

Alert Analyzer

The Alert Analyzer screen displays all of the alerts coming into the system based on a first in / last out
presentation. It allows the user to see the alerts as they are happening or ones that have been in existence
for a period of time. It also provides the ability to disposition the alerts based on activity as well as view a
report with specific details associated with the alert. There are also several filter and sort options available to
apply to the view.

i Al ERT AMALYZER &G Disglagrg | - 10F100Mer & & 3 B
o BORT = L1 BTATLS =
DAFE W POLE Y] ETATUE e
(173
WCL T
« L)
L]
STAT oPIN
TR
DAFTRUT
DT
T
'Y 5
CFTRIT
DT

Alert Disposition
The drop-down box allows you to set the status of each alert. The can be set one at a time or by bulk. The
available options are:

* Open: This is a new alert.

» Under Review: Moved out of the open state and the alert journal can still be edited.

» Acknowledge: Moved out of the open state and the alert journal can still be edited.

* Release: Moved out of the open state and the alert journal can still be edited.

+ Close: Moved out of the open state and the alert journal can still be edited.

* Disregard: The alert is deleted from the system.

» Close and Locked: Moved to a closed state and the alert journal cannot be edited.

To disposition an alert simply open the alert by expanding it (click the up and down arrows to the far right of
the alert). Once open select the drop-down box next to “Status” and select the disposition state.
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3.1. Correlate
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Bulk Disposition: This will allow the user to disposition a group of alerts at once. First apply the required filter
to the alerts by using the Filter Manager (See Alert Filters). Once you have the group of alerts filtered then
select the desired disposition state from the “Bulk Disposition” drop-down box.

Filtering by Disposition

By clicking the drop-down box “Status” you can choose to see only the alerts with a specific disposition
status. Once open select your choice(s) by checking the boxes and click update. The screen will show only

the ones you have selected.
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Alert Filters

Alert Filters provide the ability to filter all of the alerts by Keywords, Severity and Date & Time. Open the
“Filter Manager” by selecting the wrench icon in the top left of the screen next to the word Filters. Click the
“Add” button to add a new filter.

» Keywords: Fill in the detail to filter by. Choose to enter one, many or all of the criteria fields.

Name: Sets the name of the filter for your reference

Description: Description of the filter

Policy: Filter by the name of the correlation policy

Rule: Filter by the name of the correlation rule

Group: Filter by the name of the group

— Customer: Filter by the name of the customer
— Site: Filter by the site

— Node: Filter by the node

— Message: Filter by the message

— Owner: Filter by the owner

FILTER MANAGER m ® CANGEL

Ed losl ALLDW | ismmpmann 8 A
9 ¥

CAHIER

+ Severity: The filter can be set based on the chosen severity or severities. Additionally, the state or
states can be chosen with each severity. Click the levels desired.

— Active: Alert is currently in one of the active states
— Escalated: Alert has been escalated based on the timer in the correlation rule
— Acknowledged: Alert is in an acknowledged disposition state.

— Expired: Alert has expired based on the timer set in the correlation rule
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FILTER MANAGER m % CANCEL
m = REMOVE KEYWORDS  SEVERMTY DATE & TIME

Tast “ALLOW | DISREGARD 2 T Y, _ ; G}
Thif i & 1eas Bitar ACTIVE EBCALATED ACKNOWLEDGED EXPIRED

&k CRMCAL

Ak MAIOR

MIMNOR

Ak \WFORMATIONAL

» Date & Time: The filter can be set based on a date range, by “All Day”, by a specific start and end time,
by the day of the week or any combination.

FILTER MANAGER % CANCEL
= REMOVE KEYWORDSE  SEVERITY  DWTE &TIME

Tsi . DATE
This s = iest Rl 2 Wi START DAETE END DATE

TIME
ALL DAY

MINUTE HOUR MIMUTE

STAAT ] End O == o

(=]

DAY OF WEEK
SUND&Y
MOMOAY
TLEDAY
WEDNES DAY
THURSOAY
FRICAN
BATURDAY

Alert Journal
The Alert Journal will show the history of the alert and the actions taken both by the system and by the user.
Additionally, a user can add a journal entry to update status or actions taken.
To add an Alert Journal:
* Click the Pause button to stop the automatic refresh

» Expand the Alert you want to add an entry to by clicking the expand icon

Click the Journals Button
» Type the journal entry into the text box where it says NEW JOURNAL ENTRY
When done Click Add

Click the Play button to stop the pause and allow to refresh
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Alert Sorting

The alerts shown on the Alert Analyzer can be sorted based on three categories:
« Time to Expire / Escalate
* Alert Severity
* Alert Date & Time

These three choices determine the sorting of the alerts on the Alert Analyzer screen. Each one can be
toggled between ascending and descending order. Additionally, the order of each one will be the first to last
in priority. This can be changed by clicking the down or up button next to each category.
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3.1.4. Search

Event Search

The Event search view provides access to all the raw data coming into Arbitrator Correlation and provides a
simple interface to search and display it. The Arbitrator Correlation platform builds a dictionary of all of the
words it has absorbed from all of the logs it has received and enables rapid search across large volumes of
data. Essentially making an otherwise difficult amount of data quickly searchable and more useable.

Simple Searching
To perform a simple search across all of the logs based on the default time of “Last 24 Hours” use the “*”
wildcard character.

* In the search text input field type *

» Press Enter or click the magnifying glass icon

All log data received in the last 24 hours will be returned. The default number of logs per page is 10 but can
be expanded by opening the drop-down box under the time bar and selecting the number desired.
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Keyword Searching

To perform a keyword search across all of the logs based on the default time of “Last 24 Hours” start by
typing in the word that you know is present in your data, such as “Cisco”. As you type the word the event
search will begin to auto suggest your keyword based on the data the Correlation platform has collected.
Once you have finished press enter, select the word in the drop-down list or click the magnifying glass icon.

All log data that contains the keyword in the last 24 hours will be returned. The default number of logs per
page is 10 but can be expanded by opening the drop-down box under the time bar and selecting the number
desired.
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Utilizing Conjunctions with Searching

The Event Search allows the use of conjunctions to combine keywords which will assist you in being more
specific in your search. The conjunctions available are AND, OR and NOT. To perform a search with
conjunctions across all of the logs based on the default time of “Last 24 Hours” start by typing in the word
that you know is present in your data, such as “Cisco”, followed by the conjunction then the next word. Once
you have finished press enter, select the word in the drop-down list or click the magnifying glass icon.

All log data that contains the keywords in the last 24 hours will be returned. Note: when using a conjunction
in the search the logic must match or no data will be returned. The default number of logs per page is 10 but
can be expanded by opening the drop-down box under the time bar and selecting the number desired.
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Date Range Searching
With any of the above methods the user can also select the specific date to search for the data. The default
is the last 24 hours but by opening the drop-down bar several options are presented.

* Last 24 Hours: The default

e Last 1 Hour

» Last 30 Minutes
» Last 5 Minutes
» Custom date range showing from and to. Clicking in the “From” box opens up a calendar from where
you can select the specific from date you desire. Clicking in the “To” box will do the same.
Copyright © 2023 VisionOSS Limited. All rights reserved. We appreciate and value your comments. Email: 23

doc-feedback@voss-solutions.com



3.1. Correlate

Q, SEARCH

AT el T s

Alertisme-FExTisan lomaircsadsTareshold | (AlertOecails ga Mon Ml dF JdoMoll O5F 200N, alam EEETicasioraixcecdsTRreshald has oocumed. Cowl

5 (At e -EpRlage e ol t ylatchfcond | [Alectieiaile Ax Mos Jel £9 LEaB4ald 5T 100E on nods 10.13.80.44, che following waCiiyMEichFcond eTeini ganaraved:
Pl PIlISevesLiyMateh ¢ AlGchPilIMatchedEvast 1 Jul ¥ Qkpdds0l cumsll subhpeiv L waim_chuped: cosld nef sbrbilds user Lada | coot | MEL2RppID o (HEES Sysieq
Ageramiilcloacarin o MIINedsin  cummliAdl) Tissdvsmp ¢ Bon Syl 09 Sdcldabl BT JOLE | | Appio-ClEBS ARC SRrvie)jCloENtarits | (sdait-cumsil ji ETRT Alsmt

REE LT FEd iy

o500
i
-L!I -.! 1!I -.! -.! !I 1! L '\I'l -.! «.! ! -! -.! ._,! 1! -.! ! 1! -.! ! 1! «.! !I
o oF o5 o o e~ o o & a¥ a o X o i o5 ¥ -~ oF o & ¥ v o
Loi prepws e I M

CEBCD snd SVSLOG Liset 24 Heusrs ~ a,

Desphapng & - 10 Last 24 Founs 18
¥ b HO
sl¥edul ¥ 2000 LOM4EIZ 19.10.37.840 SLETS4L0600: Jul 0F 2000 01114132 PHTLY USC 1 WUC_MIDTTLOG-1-AdministrasiveBvasts §] Ueryg -0 09 R e
e LRI BERTALE =) EYEALTRS -USATLOfULAG]] REoueeRciessd-GREGS DORF Berves) TYORATLALGE ~TRILUPe|| CompelseryEees Law S Minies
a d  hsmiz ivelwass || Compozentll -E4NeE CO8 Applicaticn)| AmditSetsils ~Login Authastication Failod||Apy [C-@ESE Tomcat | |Clasd '
Eeent L peserated by this applicaties CUsTM
33T 8 P b g P
=lIsJul ¥ JOLE LS:34:ld 10.13.37.44: =LE@=4l8390: Jul OF I000 A7:34:33 FH.TLS UST @ WG LOGIS-S-Acthenticatioofailed: Wilogiz Jad 7O ! BB Jub » pm
Rels TP Addeess/mosknsses 03,10, 07, 009) [Legks Teesfece-GLBEE SUAP Server||Login DeesITeadmin][App O-GINEE Toscst | [Clester 13|
! At viae falled. N - w
1

153 3
<IBUL ¥ 3000 ILATE 00307400 CLSIRNG b | SHAAI CHORLY Laperwioot. sums Jul B8 B0IN 19 MA21. M2 WEC | WCaner- i o A w1 i 1 4

-
1609 00 Pl CEESS Towcet Web ApplLicEtLeniast| o0 node CUCHI] Bas vales of JEOPELY @RISR iB ewes BAgE thessheld 2300 Appro-GEEER M Bervice][clustscrs 9 TP MW N N B

Alart H M BN IT®EDB
3 TANT I T ek | m
TAwklid KML pull Lt
- e
<iPeJal ¥ 1000 %0 BT 19.10.07, 840 SLEEFATEETA0 v ¢ LICHOTr S0 L. lSperitadh.oes Sl 3% 008 BTeldelS PML40) WTC 1 NOC NTNT-J - NTET_ALENT: W i

r &

Search Result Meta-Data

The Event Search engine utilizes the core processes of the Arbitrator Correlation platform to store, tag and
manage the data. To the right of each log entry is a blue “XML”. Clicking on this will open up all of the XML
representation of the data along with some very important added elements. In particular are the Entity ID’s
which server as the basis for making every event unique and formulating the “Reference ID” seen in the Alert
Analyzer screen. Additionally, if applicable, a hash of the raw log is available for compliance purposes. To go

back to the main search screen simply click the blue “Raw”.
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3.1.5. Call Path

Call Path Monitor

The Call Path Monitor serves as one of the base screens for managing Unified Communications and the
particular call path that a Voice over IP call takes. It will display the paths or routes that a call took from the
source to the destination. Each path contains the IP Addresses, number of hops, delay and latency during

the call.
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Sorting Call Paths

The screen and the represented call paths can be sorted by three variables:
« Total Delay: The total latency on the call.
» Average Delay: The average latency on the call.
» Total Hops: The total number of layer-3 hops the call took.

Each selection also has the choice of selecting ascending or descending order.

Displaying 1-5015 & & s | B RANGE: 1 HOUR » |

®x seanch th SORT: TOTAL DELAY DESC =

rOTALDELAY  ~ || Asc ['DESC] |
| TOTAL DELAY
AVG DELAY

TOTAL HOPS

- o

€40 | o RARGE. 1 HORE =

L= BOAT TOTAL DELAY DESC =
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Time Range for Call Paths
This provides the option of selecting the time range in which to show the call paths collected. Click the
“Range” drop-down button. The available options are:

« All

» 1 Day

» 2 Days

» 3 Days

* 4 Days

* 5 Days

Dhgpiaying | -5 ol § & £ ¥ -1 MARNGE 1 HRIF -
ALL
1 HOUR
1 Dy
2 DAYS
g 2DAYS
4 DAYS

ﬂ EDAYS

Expanding Call Paths

Expanding a call path allows you to see the path by hop or by IP Address. In addition, it provides an option
to view it by the total per hop or cumulative delay, latency, and Jitter. The expanded view also shows you
whether the call was ON Network or OFF Network. The expanded view can be toggled to show in graph or
table views.

To expand a call path and toggle between graph and table views:
+ Click arrow icon next to the call path you want to expand

By default, the view will be in graph mode. To switch to the table view, simply choose the table view icon in
the upper left corner of the now expanded call path.
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Searching Call Paths

Each Call Path has several fields you can utilize to search and filter for the call(s) that you are interested in.
The fields available are:

* Source

* Destination
* Method
* Hops

SOURCE
DESTINATION

METHOD

HOPS
| CLOSE | iEiZslely
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View Call Details from the Call Path
The Call Path screen allows you to drill into the specific call details right on the chart. Simply click the blue

telephone icon at the end of the path and it will take you to the Call Details Explorer view for that call path.

3.1.6. Call Details

Call Details Explorer

The Call Details Explores is the main screen for managing Unified Communications and the details of a
particular call path that a Voice over IP call takes. It will display the time, source destination, vendor, latency
and hops along the top screen. Below will show the Call path with each hop along with the call metrics
(packets lost, jitter, R-Factor and MOS).

o CALL PATH MONITOR Dsprgl-58l% & (& 3 B FAMGE | BOUR -
" o~ BOAT TETAL SLay 56 -
o
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Filter by Date and Time
In the upper left corner there is a time bar. You can choose to search the call details by the various options
presented. When you click inside the bar several options along with a calendar open up to select.
¢ Last 5 Minutes
Last 30 Minutes

* Last Hour

Last 12 Hours

Last 24 Hours

Last 7 Days * This Month
Last Month
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Last 2 Months
* Last 3 Months
* Last 6 Months
* Last Year

+ Specific Date and Time

3 CALL DETAILS EXPLORER .. O
dulf, A AD pe - Mul B 3AESEEE - [ 3 (% @ o x
I i i 8 R ¥ 5 .8 .
ax! 30 Mirvals Bu Mo Ta Wa Th Fr Ba Bu Ms Tu We Ta Fr 3a

Filter by Call Quality

Just next to the time bar are several icons that allow you to filter the call detail data by Call Quality. There are
3 options:

» Bad Calls (Red)
» Good Calls (Green)
» Bad and Good Calls (Blue)

Clear Filter, Update and Delete Call

The three icons next to the call quality filters provide the functions below:
+ Clear Filter: This will remove all filters set and the call details will show the default display.

» Update: The screen is pre-set with a refresh timer. Clicking this icon allows you to request new data on
demand.
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+ Delete Call: If the check box is selected next to any call then by clicking this icon the system will delete
that call.

Refresh Pause

Selecting the pause icon in the top left of the view will stop the refresh cycle. This comes in handy as you
are reviewing a specific call.

Sorting
At the top right of the screen is a drop-down button called “Sort”. Clicking this button will open up several
options for which the call details can be sorted.

» Time: The time the call was placed

» Source: The source that placed the call

+ Destination: The destination of the call

» Vendor: Identifies the method that created the call. The only options are LX1 (the VOSS Raptor Call
Path generator) and RTCP (Avaya specific RTCP and call path data)

Latency: The aggregate latency recorded on the call
» Hops: The total number of hops the call took

Each option allows for the choice of ascending or descending order.

Displaying 1-50al 208 | g ¢ B SOAT. LATENCY DESC »

| }
LATENCY - ASC | DESC

4

TIME
DESTINATION
VENDOR
LATENCY

HOPS
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Search Call Details
The search bar in the top right of the screen allows the user to search for specific call details. There are
three options that can be utilized to search:

» Source: The source IP that made the call

» Destination: The destination IP that received the call

» Vendor: Identifies the method that created the call. The only options are LX1 (the VOSS Raptor Call
Path generator) and RTCP (Avaya specific RTCP and call path data)

DB o & | 3 m || O LATENGY DESC
q-
V]
G
CLOSE m
%1 n =

3.1.7. Call Management Configuration

In very busy or large environments it is imperative to manage the data that is being collected in the Call Detail
Explorer. Have potentially 100’s of thousands of calls can lead to the data becoming difficult to manage. As
such there is the option to manage the configuration of the call table within the Call Detail Explorer screen.
Click the file cabinet icon next to the search bar and a menu screen will pop up. This provides optional time
and methods for which the call data can be archived. The choices are Daily, Weekly, Monthly or Quarterly.
Be sure to toggle on “Alert on Archive Failure” and “Alert on Archive Success. The methods available for
archival are SCP, SFTP or SMB. Each requires a host, path and credential. Multiple methods may be added.

]

: CALL MANAGEMENT CONFIGURATION X

|

1 | DAILY i WEEKLY | MONTHLY QUARTERLY

| l L

1. ALERT ON ARCHIVE FAILURE ALEAT ON ARCHIVE SUCCESS

1: METHODS

i THOD DATH CREDENTIA

|

| SCP | SFTP | SMB admin 3

1: SCP | SFTP | SMB admin :
29

4

|

i
1 = urowre
i 4_
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4.1,

4.1

Configuration

Introduction to Arbitrator System Configuration

.1. Overview

Insights Arbitrator’'s Configuration GUI is accessible via the toolbar Spanner icon (System Configuration),
on the main user interface.

i@ ASSET EXPLORER oo 122 oA A » | s

The Configuration GUI toolbar icons provide access to configuration options for the following:

Policy Configuration

Asset Configuration

Probe Configuration

Controls

Response Procedure Configuration
Credential Configuration

Customer Configuration

Access Control

Import & Export

Archive Management

Tools
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P
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4.2. Policy Configuration

4.2.1. Overview

Polices are a modular groupings of correlation rules, actions and response procedures that define how
to respond to certain situations that happen on the monitored systems. Policies are usually system and
manufacturer specific but can contain custom scripts for actions and response procedures. Each policy will
also contain several correlation rules that are designed to create Alerts based on the best practices of that
particular system manufacturer. These alerts can apply to:

» Business Processes

Infrastructure
» Security

* Applications

Unified Communications

* Network behavior

« Metrics and Threshold Violations

=
A 2 4 il X 8 a8 Doy e 312
POLICY CONFIGURATION m Fiiters
Policies Rules
Name Failover Name Threshold Window Severity Response Procedure
| Cucm_CmCat_Cm u M Aserm 10: 50506 (DChannel0... 1 time Critical Defsutt IRP
W oy -
_ Alarm ID: 50500 (CalManag... 1 time 1 minute (D Critical Defaul IRP #2 = l_‘
Ack Alert 2
Demo2 . Alarm ID: 50501 (SDLLInkiSV) 1 time 1 mimue Minor Default IRP 2| = ikl
— ' Alarm ID: 50502 (SDLLINk0O... 1time 1 mimae @ crities Default IRP 2| = D
Ping 1
Alarm ID: 50503 (CMVersion... 1time 1 mimste @) informational Defauit IRP ,20 = D
Second Dehannel
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4.2.2. Correlation Rules

A Correlation rule extracts data from the various sources and then defines the parameters for Alert creation
within a Policy. It may contain 1 or more Correlation Definitions along with specific actions and Response
Procedures. Each correlation rule consists of the following parameters:

Parameter

Description

Name

Description

Type

Threshold
Window

Descriptive name for the correlation rule which will be displayed within
an Alert and viewed in Alert Analyzer.

Enter a complete description of the problem that created the alert
along with any specific remediation steps that should be taken to
resolve the problem.

Simple: Select if the rule is to analyze a single log and as a result of
the rule, you want to execute an action.

Compound: Select if the rule is to correlate more than one log, the
results of another correlated event or multi-tiered rules. A compound
rule can be one or more simple rules that feed into one primary rule,
or it can come directly from the source.

Unique: Same as Simple but as a definition will be the only one.

Selects how many times this rule is to match before an action occurs.
Select the time window for the rule to match before an action occurs.
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Parameter

Description

Severity

Action

Response Procedure

Definition Output

Enabled
Inherit Output

Halt Processing

Correlation Definitions

QOutput Order

Done
Save

Indicates what is to appear in the Status field on the Alert Viewer
monitor.
Select the severity for this rule:

* Informational

* Minor

* Major

* Critical

Choose the action that is to occur for this rule, based on the selection
in the Severity field

* Respond - If the condition is met, set a marker and send an
alert.

 Track - If the condition is met, track the event, but do not post it

to the Alert Analyzer.
Track/Respond - If the condition is met, send an alert and
continue to monitor.

» Respond on Expire — If the condition is met, wait to send an alert
until the window time has expired. If you want the policy/rule
to only alert after an application does not respond, based on
the setting (for example, to ping 9 times in 10 minutes), choose
Track and Respond. For the example in this case, the alert
triggers as soon as it sees 9 ping failures. This setting (Respond
on Expire) does not track.

+ Submit - Submit the results of a correlation event back into the
Correlation Engine so that the behavior can be analyzed and
re- correlated.

» Submit/Respond - Submit this alert back into the Correlation

Engine so that the event can be analyzed and re-correlated. Then
set a marker and send an alert.

For any rule that is satisfied, an Incident Response Procedure occurs
and an event is posted to the Alert Analyzer. Select the Response
Procedure from the drop-down menu to execute when conditions
have been met.

Selects a single Correlation Definition’s extracted value to be dis-
played with the Alert.

Toggle to enable/disable the rule

Toggle to enable/disable whether the rule will include the results of
the filter attached to the policy module.

Toggle to halt processing of logs to any other rules within the policy if
the rule matches. This will highlight the Policy in Green to indicate
that this function is in use.

Click the wrench icon where you can define one or more definitions
match and or extract the required data from a log or event. See
Correlation Definitions.

Sets the preferred order to output the extracted data from the Corre-
lation Definitions.

Click the Done box when the rule is complete

Be sure to click the Save button so your rule (or changes) are saved
and committed.
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POLICY CONFIGLRATION
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Correlation Filters provide a simple way of ensuring that all of the correlation rules within the policy are firing
on the correct set of data. The engine first looks at the filter criteria, then it selects only the data that matches
the criteria, and then it applies the correlation rule. You can add as many of these as required.

Each filter has the following options:
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Filter Option

Description

Name

Pattern

Source Field

Pattern Type

Function

Value

Provide a name as close as possible to the data
elements you wish to filter. This allows the output
to match the name once viewed in the alert text.

The extraction method used to pull a particular data
point out. Click the Wrench icon adjacent to the box
to launch the Regex Wizard, which helps you to
find and extract the data.

The Regex Wizard has two sections:

1. Select a Log: In the top section you can
search and select the log or data set you will
be utilizing. That will then show up in the bot-
tom portion under the phrase “Select log from
the list above or paste log here:”. You can
copy and paste a log into this section as well.

2. Create Regex: Once you have your log then
go to this section. Here you can use the wiz-
ard to create the Regular Expression required.
Close the wizard and copy this pattern the
Regex into the box under Pattern.

From the drop-down, choose the source from which
data is extracted.

From the drop-down, choose the type of expression
you want to use:
« String Match
* Regular Expression Match
* Regular Expression Match/Extract (Most Of-
ten Used)
» Regular Expression Multi-Valued Extract

If the extracted data is integer-based, you can apply
the following functions for comparing data:

* None

+ Greater Than

* Less Than

« Same

This field is available only if the data extracted is an
integer.
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4.2.3. Example - Policies and Alerts

Let’s say you have a Ping policy that you've set to alert after 10 failures in 20 minutes.
Depending on how you’ve set up your rules, the following may occur:

+ The policy may run against all your assets and trigger an alarm if the cumulative Ping failure (across all
assets) hits 10

» The policy may trigger an alarm for each asset that fails a ping 10 times in 20 minutes

Thus if it sees 10 failures (across all assets) in 20 minutes, an alert is triggered. However, if you want 10
failures per asset, you need a definition for the IP address, and set the filter function to Same, which defines
that when you see 10 failures for the same IP address, trigger an alert.

You can configure this definition in two ways:
* As a filter on the policy

* As a specific rule definition.

4.2.4. Correlation Definitions

A Correlation Definition defines what criteria to match within the data. Each definition will consist of the
following parameters:
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Parameter Description

Name Name this as close as possible to the data elements being extracted.
That way the output matches the name once viewed in the alert text.
It is also utilized in the key value pair within the alert text.

This is the extraction methodology utilized to pull the particular data
point(s) out. Simply find the log containing the data by utilizing the
search bar above. Within that log you can highlight the text you want
to extract. Once highlighted a box will pop up allowing you to name
the field and extract it. This will automatically create the Regex to
extract the data. The highlight method is about 95% accurate.

If you have trouble with this method due to special characters in the
data set, then you can utilize the “wrench” icon beside the Pattern
box and it will bring up the “Regex Wizard” to assist in finding and
extracting the data.

Pattern Within the Regex Wizard there are 2 sections:

 Select a Log: In the top section you can search and select the
log or data set you will be utilizing. That will then show up in the
bottom portion under the phrase “Select log from the list above
or paste log here:”. As the phrase indicates you can copy and
paste a log into this section as well.

» Create Regex: Once you have your log then go to this section.
Here you can utilize the wizard to create the Regular Expression
required. Close the wizard and copy this pattern the Regex into
the box under Pattern.
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Parameter Description

Source Field In the drop-down box select the source from which the data is being
extracted.

Pattern Type Select from the drop-down box the type of expression you want to
utilize:

+ String Match

» Regular Expression Match

» Regular Expression Match/Extract (Most Often Used)
» Regular Expression Multi-Valued Extract

Note: The “Extract” pattern types above will cause the correlation
engine to include the definition name and the matched value in the
Alert Message.

Function The functions below may be used to change what the correlation
engine counts as a “match” in the log. Alerts are only triggered if the
specific number of matches are found.

* None - Default. Only use Pattern type matching to trigger a
match.

+ Greater Than - Should only be applied to integer values. If
the extracted value is greater than the configured value, then a
“match” is made.

* Less Than - should on be applied to integer values. If the
extracted value is less than the configured value, then a “match”
is made.

» Same - Can be applied to both Text or Integer. If the extracted
value is the same as previous occurrences, a match triggered.
For example, if multiple devices are sending an error message,
only the first error will trigger an alert. If the desired goal is
to trigger an alert for unique IP address, then the IP address
definition should have the Same function applied.

Value This field will only be available if the Function selected is either
“Greater Than” or “Less Than”.
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4.2.5. Add a Policy

To add a policy:
1. Click the Policy View from the Configuration Menu Bar at the top of the page.
2. Click the Plus Icon at the bottom left of the Policies panel

3. Fill in the Policy name and press enter.
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POLICY CONFIGURATION  Fules  Firers
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L]« [~ ]e] #| L] + Pe
4.2.6. Add a Correlation Rule
To add a new correlation rule:
1. Click the Policy to which you wish to add the rule.
2. Click the Plus icon at the bottom of the Rules panel.
3. Fillin the rule name and the parameters.
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4.2.7. Add a Definition

To add a new definition:
1. Click the wrench icon within any rule to bring up the search engine.

2. Enter a search term that is relevant or is in the log that you would like to match and press Enter. This
will return the last 10 logs with this term in them.

3. Utilize the highlight and extract procedure or the Regex Wizard as described in the in “Correlation
Definitions” section above.

4. Once finished click Update in the top right of the screen and be sure to save your Definition on the next
page.
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4.2.8. Delete a Correlation Rule

To delete a correlation rule:
1. Click the policy name on the left side of the screen.
2. Click the check box on the Correlation rule you wish to delete.
3. Click the minus icon at the bottom of the correlation panel.

4. Click the Save icon in the upper right to save your change.
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4.2.9. Delete a Policy

To delete a policy:
1. Click the check box next to the name of the Policy you wish to delete.
2. Click the minus icon in the bottom left of the policy panel.

3. Click the Save icon in the upper right to save your change.
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4.2.10. Disable or Enable a Policy

To Disable and Enable a Policy:
1. Select the Policy by clicking the check box next to the name of the policy.
Click the Green Check Box at the bottom of the Policies listing column.

The Name of the Policy will become italicized indicating that the Policy is Disabled

0D

To Enable the Policy: Click the Green Check Box again. The name will turn back to a normal font
indicating it is enabled.
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4.2.11. Clone a Policy

Cloning a policy allows the quick replication of all of the Correlation Policy rules and definitions. The user
then can simply change only the required elements for the new policy.

To clone a policy:
1. Select the Policy by clicking the check box next to the name of the policy.
2. Click the Blue “C” Box at the bottom of the Policies listing column.
3. Rename the Policy and make your modifications.

4. Be sure to click Save to save the new policy.
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4.2.12. Export or Import a Policy

The Arbitrator platform allows for full export / import of all of its configuration. Within the Policy Configuration
section, you can export and import the policy that you exported from another system.

A new system log table insights_system_log has also been added to log user actions and a user can
create a dashboard to view these actions.

See the:

Log Search Section in the Dashboard and Reporting Administration Guide.
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+ Global Filters ( 0 applied ) Click fo Refresh Dato & Mar 9, 2022 9:09 am - Mar 9, 2022 10:09 am
System log h
a, Search = @
Ixt_timestamp_epoch  username action area status duration details -
(America/Chicago)
7|03/09/22 9:24:49 am | admin import asset SUMMARY 19| {"csvRows™:1, "numinsert™:0, "numUpdate™:2, "numDelete™:0}
8|03/09/22 9:19:31 am | admin import asset SUMMARY 13| {'csvRows™:1, "numinsert”:1, "numUpdate":0, "numDelete":0}
9|03/09/22 9:18:06 am | admin export asset SUMMARY 0| {"csvRows":2}
4|03/09/22 9:27:56 am | admin export asset SUMMARY 0| {"csvRows":3}
1(03/09/22 10:07:28 am | admin import policy SUMMARY 1| {"esvRows":4, "numGroup™:1, "updateRows":"1,2,3,4", "numUpdate":4}
5|03/09/22 9:26;24 am | admin import asset SUMMARY 14| {"csvRows":6, "numinsert”:0, "numUpdate™.6, "numDelete™:0}
10| 03/09/22 :13:30 am | admin import asset SUMMARY 11| {"csvRows":6, "numinsert”:1, "numUpdate™4, "numDelete™:.0}
6(03/09/22 9:25:13 am | admin import asset SUMMARY 43 | {"csvRows™:6, "numinsert™:1, "numUpdate”:5, "numDelete™0}
3|03/09/22 10:03:12 am | admin export policy SUMMARY 0| {"numExportPolicyGroups":1, "csvRows":4}
2|03/09/22 10:05:50 am | admin export policy | SUMMARY 0| {"numExportPolicyGroups":3, "csvRows":28}

Export a Policy
1. Select the check boxes of the policies to export, or select the Name check box at the top of he Policies
list to select all policies.
2. Click the green Down arrow button at the bottom of the POLICY CONFIGURATION panel.

3. The Export CSV dialog opens. Enter a CSV file name (You do not have to add the . csv file extension)
and click Export.

4. The Export finished dialog shows when the export file has been created. Click Download to save
the CSV file to your selected download location.

Import a Policy

1. Click the green Up arrow button at the bottom of the POLICY CONFIGURATION panel.

2. A pop-up box will appear asking you choose your file.

3. Click the Choose file button and select the exported CSV file that you have saved to your computer.
4. Click the Import button.

Policy CSV Format

The following columns are in an exported CSV file:

"row action","policy group name'",name,description,type,action,severity,
"respond procedure","SubCategory (definition: regular expression match)",
"Message (definition: regular expression match/extract)"”

Note:

* The "row action" column is used when importing and if it contains “delete”, then the row will be
deleted upon import.

» The "respond procedure" column can be used when importing and should then contain the Response
Procedure name exactly as it exists on the system. If a procedure is found, then it will be assigned
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to the associated rule. If a new value is entered, a new Response Procedure is created. The default
Response Procedure is used if no value is entered.

” o« "«

» The combination: “policy group name”, “name”, “respond procedure” should be unique in CSV row. If a
policy found, its data will be updated. If not found, new policy will be inserted. The “name” has to be
unique. If a rule is found, its data will be updated. If not found, new rule will be inserted to the policy
indicated in “policy group name”.

See: Response Procedure Configuration.
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4.3. Asset Configuration

4.3.1. Overview

The Asset Configuration panel allows you to create Assets and Asset Groupings. Assets can be any devices
that are either sending data or from which data is being retrieved. Each Asset can be assigned to a specific
customer to create a multi-tenant environment.
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A new system log table insights_system_log has also been added to log user actions and a user can
create a dashboard to view these actions.

See the:

Log Search Section in the Dashboard and Reporting Administration Guide.

4.3.2. Add an Asset Group

To add a new asset group:
1. Click the Asset icon from the Menu bar.
2. Click the Plus icon in the bottom left corner of the Asset Groups panel.
3. Enter the Group name and press Enter.

4. Click the Save icon in the upper right.

[ Sew |
Groupd Asiets
= . Ermer
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4.3.3. Add an Asset to an Existing Group

To add a new Asset to a Group:

1. Click Asset Group to which you wish to add an asset.

2. Click the Plus icon at the bottom of the Asset panel.

3. An asset entry box will open up. Fill out all of the details for the asset under “Properties”.
4. Click the “Interface” tab and fill out the details, if applicable.
5

. Click the check button to the right of the screen to add the asset.
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ASSET CONAGURATION
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Note: Modification: If present, then more than one asset in more than one group can be modified when
modifying assets. Change bars are displayed next to each asset and group when the assets or groups

modified, for example:
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ASSET CONFIGURATION
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Group Name
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4.3.4. Delete an Asset

To delete an Asset:

1. Click the Asset Group in which your Asset is located.

2. Click the “check” box next to the asset you wish to delete.

3. Click the “minus” icon within the Asset panel.

4. Click the “Save” icon in the upper right corner.
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4.3.5. Delete an Asset Group

To delete an Asset Group:
1. Click the “check” box next to the Asset Group you wish to delete.
2. Click the “minus” icon in the bottom left of the Asset Group panel.

3. Click the “Save” icon in the upper right corner.
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4.3.6. Assign a Probe to an Asset

A Probe is a script or set of commands that are saved in the system and can be utilized to gather data, issue
commands to systems, auto repair or send data. Assigning a probe to an asset is typically done to retrieve
data from that asset. Commands such as an SNMP GET or an API call are utilized to retrieve data from a
particular asset.

To assign a Probe to an Asset:
1. Click the asset group and then click on the actual asset within that group that the Probe will run against.
2. Click the wrench icon, which will add a monitor profile to the asset.

3. The Probe Group (covered in the next section) screen is opened where you can select from all of the
saved Probes in the system.
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4. Select the desired Probe

5. Next click the green pencil icon, which will open up a profile to define the frequency the probe runs, the
credentials needed for the probe to run, the schedule for the Probe to run and the choice to start it

immediately.

Note: For SP25, the frequency for Polycom devices is set at 5 minutes.

6. Once complete click the check button to finalize the probe. This will take you back to the Asset screen
and to the asset you had selected.
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4.3.7. Assign a Customer to an Asset

Cancel

Enatilsd

N

The Correlation Platform has multi-tenancy built in that provides the ability for different customers to see
correlated or collected results of only their data. Within the configuration of assets, you can assign each
asset to a specific customer. To assign a Customer to an Asset:

1. Click the asset group and then click on the actual asset within that group that is to be assigned to a

Customer.
2. Click the pencil icon that will open up the details of that asset.
3. Click the field labeled Customer and a drop-down list of available Customers will appear.
4. Select the Customer that the asset belongs to and then click the blue check box in the top right.
5. Click the Save icon to save the changes.
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4.3.8. Place an Asset in Maintenance Mode

The Correlation Platform allows any asset to be placed into Maintenance mode. Doing so will stop the
platform from responding with alerts until it is removed from the mode. Data will still be collected but alerts
will not be sent.

1. Click the asset group and then click on the actual asset within that group that is to be put into
Maintenance mode.

2. Click the pencil icon that will open up the details of that asset.
3. Check the box next to the label Maintenance Mode and then click the blue check box in the top right.

4. Click the “plus” icon to return to the Asset Group and then click the “Save” icon to save the Maintenance
Mode settings.
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Assets in maintenance mode can be filtered by selecting Maintenance from the Filter column drop down
list.
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All
El IP Address
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Description

Type

4.3.9. Export and Import an Asset

Within the ASSET CONFIGURATION section, you can export and import the asset that you exported from
another system.

» When selecting asset groups, all assets belong to those groups will be selected (selecting individual
assets will not take effect).

+ If the Group Name checkbox is selected, all assets will be included - both All groups and Ungrouped.

Export an Asset
1. Select the check boxes of the assets to export, or select the Group name check box at the top of he
Groups list to select all assets.
2. Click the green Down arrow button at the bottom of the ASSET CONFIGURATION panel.

3. The Export CSV dialog opens. Enter a CSV file name (You do not have to add the . csv file extension)
and click Export.

4. The Export finished dialog shows when the export file has been created. Click Download to save
the CSV file to your selected download location.

Import an Asset

1. Click the green Up arrow button at the bottom of the ASSET CONFIGURATION panel.

2. A pop-up box will appear asking you choose your file.

3. Click the Choose file button and select the exported CSV file that you have saved to your computer.
4. Click the Import button.
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Asset CSV Format

The following columns are in an exported CSV file:

"Asset Name",Description,"IP Addres","MAC Address",Vendor,
Model ,Version, "Host Name'",Alias, "Asset Group Name",

"Type of Device(see below)","Device’s Timezone",Comments,
"Physical Address","Customer Name","Site Name","Row Action"

Note:

* The "Row Action" column is used when importing and if it contains “delete”, then the row will be
deleted upon import.

» Row uniqueness is the combination of: “IP Address”, “Customer Name”, “Site Name”. If an asset found,
its data will be updated. if not, new asset will be inserted under the asset group indicated in column
“Asset Group Name”.

» The column “Asset Group Name” has to be unique. if an asset group is found, its data will be updated.
If not, a new asset group will be inserted.

» There are 2 entries in the import CSV:
— An asset with data in all columns. Most important is the very first column “Asset Name”.

— Aninterface is a property of an asset. An interface only has data in from column “Description” to
“Host Name”. Most important is that it does not have data on the very first column “Asset Name”.
All CSV interface row(s) will be under an asset just right above it(them).
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4.4. Probe Configuration

4.4.1. Overview

The Probes Configuration panel allows you to assign a group of scripts to an asset that can run on a set
interval. These scripts will allow for data collection from many types of devices. The protocols can be API,
SNMP or custom CLI scripts. SNMP v3 is also supported.

The return data from the Probes can then be injected into the system for correlation or can be stored in the
database to allow for analysis on the Dashboard/Reporting server.

For PRI and SIP Trunk probes for Cisco Voice Gateways, reference:
Arbitrator Cisco PRI and SIP Probe Configuration

4.4.2. Add a Probe Group

To create a new Probe Group:
1. Click the Probe icon from the Menu bar.
2. Click the “Plus” icon within the Groups pane in the bottom left corner.
3. Enter the “Group” name and press Enter.

4. Click the “Save” icon in the upper right corner.

voEs A |;§!. ‘ i',” r:.] ‘ _!l & = admin =
FROBE CONFIGURATION

Groups Probes

Mame Description Command and Parameters
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4.4.3. Clone a Probe Group

To clone an existing Probe Group:
1. Click the Probe icon from the Menu bar.
Select a Probe group to clone from.
Click the “C” icon within the Groups pane in the bottom left corner.
The cloned “Group” name shows: <source group name> clone. Modify this name to the required name.

Click the “Save” icon to save the added Probe.

I O

The probes contained in this new group can also be modified. Refer to the steps to add, clone and
modify probes.

VOss : l T“ ‘ I-l a :“’ ﬁ ﬁ Days remaining: 1684 e
PROBE CONFIGURATION Save
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4.4.4. Create a Probe

To create a new Probe:

1.

A 0D

o

© ©® N o

Click the group in which you wish to create a new Probe.
Click the Plus icon within the Probes panel.
Enter the name and description of the Probe.

De-select the check icon from the field titled “Custom”. This field is utilized when putting a custom
probe in place versus utilizing the ones within the system.

Select the Probe Category from the drop-down list. This will populate the scripts available in that
category within the drop-down menu titled “Select Script”.

Select a script from the script drop-down list.
Enter any additional information required by the selected script, such as the hostname, IP, etc.
Click the “Check” icon to close the probe in the far right of the Probe panel.

Click the “Save” icon to save the added Probe.
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4.4.5. Clone a Probe

To clone a probe:
1. Click the probe which you wish to clone.
2. Click the “C” icon within the Probes panel.

3. The cloned “Probe” name shows: <source probe name> clone. Modify this name to the required name
as well as any other properties you need to.

4. Select the Done checkbox before saving.

5. Click the “Save” icon to save the added probe.
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4.4.6. Create a Custom Probe

To create a new Probe:
1. Click the group in which you wish to create a new Probe.
Click the Plus icon within the Probes panel.

Enter the name and description of the Probe.

A\

Select and click the check icon from the field titled “Custom”. This field is utilized when putting a custom
probe in place versus utilizing the ones within the system.

5. Enter the path and script that you wish to run.
6. Click the “Check” icon to close the probe in the far right of the Probe panel.

7. Click the “Save” icon to save the added Probe.
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4.4.7. Delete a Probe Group

To delete a Probe Group:
1. Click the check box next to the group name you wish to delete.
2. Click the Minus icon within the Probe Group panel in the bottom left.

3. Click the “Save” icon to save the changes.
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4.4.8. Delete a Probe

To delete a Probe:
1. Click the check box next to the Probe name you wish to delete.
2. Click the Minus icon within the Probe panel in the bottom right.

3. Click the “Save” icon to save the changes.
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4.4.9. Export and Import a Profile

Important: This import/export is special. Since we do not have a Profile main screen, the import/export
profiles are in Probe Configuration; the same as the legacy push button (right next import/export buttons).

Within the PROBE CONFIGURATION section, you can export and import the profiles that you exported from
another system.

A new system log table insights_system_log has also been added to log user actions and a user can
create a dashboard to view these actions.

See the:
Log Search Section in the Dashboard and Reporting Administration Guide.

Export a Profile

1. Click the Down arrow button at the bottom of the PROBE CONFIGURATION panel.

Since this is a probe configuration, we cannot select individual profiles, so it will export all profiles in
the system.

2. The Export CSV dialog opens. Enter a CSV file name (You do not have to add the . csv file extension)
and click Export.

3. The Export finished dialog shows when the export file has been created. Click Download to save
the CSV file to your selected download location.
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Import a Profile

1. Click the Up arrow button at the bottom of the PROBE CONFIGURATION panel.

2. A pop-up box will appear asking you choose your file.

3. Click the Choose file button and select the exported CSV file that you have saved to your computer.
4. Click the Import button.

Profile CSV Format

The following columns are in an exported CSV file:

"Row Action","Asset Name","IP Address","Customer Name",

"Site Name","Probe Group Name",'"Credential 1 Name",

"Credential 2 Name","Frequency (s)",Enable

Note:

» The "Row Action" column is used when importing and if it contains “delete”, then the row will be
deleted upon import.

“Probe Group Name” must be unique.

» Combination: “IP Address”,”Customer Name”,"Site Name” must to be unique.

“Asset Name” is used as a reference of the asset.

* When importing and if an asset and a probe group are found, then a profile will be updated/inserted. If
not, nothing to import.
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T

Import Profiles

ﬁ Days remaining: 173

PROBE CONFIGURATION

Groups

Select files to import

Group Name | Choose file | No file chosen Command and Parameters

Cancel

Assign a Probe to an Asset

A probe group assigned to an asset can be modified using a profile CSV file import by specifying the related
“Asset Name” and “Probe Group Name” in the CSV file.

For example, consider an asset “Local System” that has 3 profiles:

MONITOR PROFILE » Local System

Groups Templates/Profiles
Probe Group Mama Frequency Credentials 1 &2 Enabled

Clsco CUCM Version 1 E : JiiTt AL

[l TestProbe 1 Minute
Cisco Exprassway 3

W PG Monitor 1 Minute ray & loc

Cisco Telepresence AP| - Call Details 1

We can assign probe “Cisco CUCM Version” to asset “Local System” as a CSV file import:
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Row Action Asset Name IP Address Customer Name Site Name Probe Group Name Credential 1 Name Credential 2 Name Frequency (s) Enable
Local System | 10.13.37.149 Cisco CUCM Version | ray loc 60  TRUE

After importing, the profile is added to the probe group.

MONITOR PROFILE » Local System

Groups Templates/Profiles
Probe Group Name Frequency Credentials 1 & 2 Enabled
Cisco CUCM Version 1 . Local System Stats 1 Minute None & touy
. Test Probe 1 Minute None & loc
Cisco Expressway 3
. PING Monitor 1 Minute ray & loc
Cisco Telepresence API - Call Details 1 . Cisco CUCM Version 1 Minute ray & loc

4.5. Controls

4.5.1. Overview

The Controls Configuration panel allows you to define a script or routine that can be executed by a response
procedure or attached as a probe. These controls can be passed variables extracted from a correlation rule.
The resulting return of the scripts execution can be mapped to the database, used as an action or can be
injected back into the system to be correlated against another element.

4.5.2. Create a Control

To create a new Control:
1. Click the Plus icon within the control panel.

2. Enter the name of the Control.

w

De-select the check icon from the field titled “Custom”. This field is utilized when putting a custom
Control in place versus utilizing the ones within the system.

Click and Select from the categories dropdown list to populate the scripts dropdown.
Select a script from the script dropdown list.
Enter any additional information required by the selected script.

Click the Check icon to close the control in the far right of the control panel

© N o g &

Click Save icon.
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4.5.3. Delete a Control

To delete a Control:
1. Click the check box next to the Control name you wish to delete.
2. Click the Minus icon within the Control panel at the bottom.

3. Click the “Save” icon to save the changes.
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4.6. Response Procedure Configuration

4.6.1. Overview

The Response Procedure configuration panel allows you to define an automated response to a correlated
event. Each Response Procedure can be assigned to one or more Correlation Rules while also containing
and/or executing one or more of the following responses:

Action Description
Alert Visually show the alert in the alert views within the User Interface.
Email An email will be sent to the recipients address and contain the Policy

and Correlation Rule details that are triggered. Additionally, any data
that is extracted from the correlated event will be included.

Control Executes the selected Control Script as a result of the correlated
event. Data from the correlated event will be passed to the script as
well. These scripts can be utilized as run-book and/or automated
remediation.

Forward The forward allows the correlated event to be forwarded to another
Arbitrator Correlation platform.
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4.6.2. Create a Response Procedure

To create a response procedure:
1. Click the “Calendar” icon at the top of the Configuration panel.

2. Click the plus icon in the bottom left of the Response Procedure name panel. A box will open up where
you can fill in the name of your response procedure.

3. The panel to the right is broken into two sections:

a. Response Procedure Details — This is the section that you select to add the elements defined in
the table above.

b. Do Not Run Windows — Allows you to define certain date and times that you don’t want the system
to take the actions within the Response Procedure.

- ————— . — -
s — = o Controls
- - po— - “
- i3 -1 - | == Forward
=
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4.6.3. Assign an Alert to a Response Procedure

To assign the Alert function to a response procedure:

1. Click the Alert check box in the top left of the Response Procedure Details panel.

2. If this system you are configuring is intended to be the redundant platform then click the Disable on
Failover box to allow all data to flow but no actions to take place.
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4.6.4. Delete a Response Procedure

To delete a Response Procedure:
1. Click the box next to the Response Procedure name.
2. Click the minus icon at the bottom of the Response Procedure name panel.

3. Click the Save icon to save your changes.

RESPONSE PROCEDURE CONFIGURATION [ swe |
Response Procedures
Resgeisa Procedurs Datads
MHama
Aeagya Fin MED-GTWY
Wbt Rodi
TS Shai T
g o ILma From: artdtrator §leye e ch.oom To: tier] PropanyLom ﬂ
Dalaun 1
Diablothlert
Emad’ wabrobel
BT+ i |+ conrt | + Forwerer |

Eacalabiom bxa—pe
ﬁ o Do Mot Bun Windows

Faiyees ACTIVE

Failowwr STANDEY

First Bani 24T

Copyright © 2023 VisionOSS Limited. All rights reserved. We appreciate and value your comments. Email: 75
doc-feedback@voss-solutions.com



4.6. Response Procedure Configuration

4.6.5. Enable ServiceNow Integration

Name Command and Parameters Protection

LInkIPToAlert LInkKIPToAlert off a

ReporterPush Reading ReporterPush 172.30.15.121:65515 true Off E

ReporterPush-GC ReporterPush 172.25 87 6:65515 true Off

Vpnsysiog vpnsyslogalertsh off a
Custo

Select Category

SarviceMow b
Select Script

PushToServiceMNow hd

Service Now IP Address / Hostname
Service Now Username

Service Now Password

1. Navigate to Configuration (cog icon) on the arbitrator.
Navigate to Control and click + to enter a new control.
In the Name text box enter ServiceNow.

Uncheck Custom.

o > w D

Fill in the following details:
» Select Category: ServiceNow
+ Select Script: PushToServiceNow
+ Service Now IP Address / Hostname:
+ Service Now Username:
» Service Now Password:
Tick the blue tick box.
Click the Save.

Navigate to the Response Procedure Configuration menu.

© ©® N o

Apply the control to the required IRP, such as the default IRP.
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ServiceNow One Way Incident Integration

As the Correlation Platform detects new incidents a response procedure is defined to send the event into
ServiceNow utilizing their API. Incident Response Procedures (IRP) are defined on an incident basis. Thus
you can choose which events need to be sent to ServiceNow based on severity, type, threshold, or others.
When the IRP kicks off it will create an event, insert the following fields and send it to ServiceNow:

» short description: Arbitrator Policy, Rule and Reference_Id
» description: full message from arbitrator

* severity: severity

 urgency: based on severity

* impact: based on severity

* category: software

« comments: full message from Arbitrator

ServiceNow Requirements

+ ServiceNow URL
+ ServiceNow User with SOAP API rights to insert Incidents

» ServiceNow Password

Arbitrator Correlation Configuration

* Version Required: 4.0001-15b
* Script: servicenow/PushToServiceNow.pl
* parameters:

— URL_TO_SERVICENOW_INSTANCE

— USERNAME

— PASSWORD

ServiceNow images:
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4.7. Credential Configuration

4.7. Credential Configuration

4.7.1. Overview

The Credentials configuration panel allows you to define and store credentials securely. These credentials
can be assigned to a Probe or Control to allow for secure access to an asset, ticketing system or script. (See:
Asset Configuration, Response Procedure Configuration)

4.7.2. Create a Credential

To create a Credential:

1. Click the “key” icon in the menu bar at the top.
Click the plus icon in the bottom left corner.
Enter the name to be assigned to the Credential.
Enter the Username and Password fields.

Click the blue check box.

o ok~ 0w N

Click the Save icon to save the credential.
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4.7.3. Delete a Credential

To delete a Credential:
1. Click the check box to the left of the credential name you wish to delete.
2. Click the minus icon in the bottom left of the screen.

3. Click the Save icon to save your changes.

>
il

M arma Usernaime Fasswnan Confirm

EEEEEEEBEBE

4.8. Customer Configuration

4.8.1. Overview

To enable multi-tenancy (assets, alerts and data) utilize the customer configuration panel to define a customer
and their related locations (sites). Once defined, the Customer field can be applied to an asset and or a user
to restrict access to other customers assets, alerts and data.

(See: Asset Configuration, Access Control Configuration).
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4.8.2. Create a Customer

To create a Customer:

1. Click the “customer” icon in the menu bar at the top.

Enter the name of the Customer to be added and press Enter.
Enter the Username and Password fields.

Click the Save icon to in the upper right corner.

I

Proceed to creating a Customer Site.

Click the plus icon in the bottom left corner of the customer panel.

Customers Sites

LLES Marme

4.8.3. Create a Customer Site

To create a site for a Customer:
1. Click the customer to which you wish to add the site.
2. Click the plus icon in the bottom of the site panel.
3. Enter the site name and press Enter.
4. Add additional sites if applicable.
5

. Click the Save icon to in the upper right corner.
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4.8.4. Delete a Customer

To delete a Customer:
1. Click the check box of the customer you wish to delete.
2. Click the minus icon in the bottom of the site panel.

3. Click the Save icon to in the upper right corner.

CUSTOMER CONFIGURATION

Customers Sites
Mama Mamae
Arda Virtu tomaer 1 ¥ Mountain Wew
A irtual Customer 2 ] Lod Angsiss
Bd ArcaVirtual Customer 3 2

Lawerx Vinual Customer 1
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4.8.5. Delete a Customer Site

To delete a site for a Customer:

1. Click the customer in which you wish to delete the site.

2. Click the minus icon in the bottom of the site panel.

3. Click the Save icon to in the upper right corner.

CUSTOMER CONFIGURATION

Customers Sites
Kame 5]

Arda Virtual CLgbomes n MouriLsn View

Arda Virtual C

Arda Virtual Customrser 3

Laryer Wirual Customaes

4.9. Access Control

4.9.1. Overview

The Access Controls Configuration panel allows for specific Role Based Access Controls to be enabled.
These controls are based on the role of the user and the customer to which they belong.

You can select the following tabs on this page:
» Permission Groups Tab
» Users Tab
* Nodes Tab
» Realms Tab
* Protected Subnets Tab
» Password Policy Tab
« SAML Tab
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4.9.2. Permission Groups Tab

The first tab under the Access Controls is the Permission Groups. This allows the admin to define a group
that has specific capabilities/rights and subsequently add users to these groups.

Create a Permission Group

To create a Permission Group:

1.

Click the Permission Group tab under the Access Control panel. A list of defined groups will be
displayed.

Click the blue plus icon at the bottom of the panel.

Fill in the name of the group and select Realm Context drop-down button. This will always be local for
a single Arbitrator deployment.

. Click the Timeout box if you wish this user group to have their session timeout for non- use and require

them to log back into the Ul.

Select each system screen name tab that you wish to grant access to this group. As you select each
tab it will turn green indicating that this system screen will be available to this group.

6. Click the blue check icon when complete.

7. Click Save to complete the addition of the group.
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Assign and remove users to/from a permission group

Assign a User to a Permission Group

1. Click User next to the Permission tab. A list of All Users and Users in Groups will be displayed.

2. Click the Group to which you wish to add a User.

3. Drag the desired user(s) from the “All Users” section to the drop zone under “Users in Group”.

4. To remove a User from a Permission Group simply drag the user from the “Users in Group” section
over to the “All Users” section

5. Click Save to complete the action.
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| ACCESS CONTROL  Parmesion Grous
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4.9.3. Users Tab

All Users
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The Users tab allows you to create a new user or modify an existing one. The users can be set up as “Super
Users” or assigned roles in the permission groups. Once the user is added and saved then they will be
available to add to the Permission Groups per the last section.
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Add a new user

To create a new User:

1. Click the User tab at the top of the screen next to Permission Groups.

© © ® N o g &~ Db

—

Click the blue plus icon at the bottom of the screen.

Fill in the required fields. (Full Name, Username, Password, Confirm and Email).

Check the Super-User box if applicable.

Check the Force Password Change if you want this user to follow the Password Policy.

Click the Locked Out box if you want this user to time on inactivity on the Ul.

Select the Customer drop-down box and assign the user to a customer.

Check the Disable multi-tenancy if this is a single customer and multi-tenancy does not apply.
Click the Blue check icon to set the user.

Click the Save button to save the user.
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Delete a user

To delete a User:
1. Click the check box next to the User name that you wish to delete.
2. Click the minus icon at the bottom of the screen.

3. Click the Save button to save your changes.

4.9.4. Nodes Tab

The Nodes tab allows you to create a new Arbitrator Correlation or Dashboard/Reporting node. Once it is
added and saved then the node can be added to a Realm with other nodes.

Create a node

To create a Node:

1. Click the Node tab at the top of the screen next to Users.

2. Click the blue plus icon at the bottom of the screen.
3. Fill in the required fields. (System, GUI IP Address, Username and Password).
4. Check the either the Direct box (http) or the Secure box (https) to select the communication method.
5. Select the Appliance drop-down box and choose the type of system you are adding.
6. Click the Blue check icon to set the Node.
7. Click the Save button to save the Node.
ALCC COMNTRC L
b
System Gl 1P Address Username f—— Deret Sacure Appliance
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Delete a node

To delete a Node:

1.

Click the check box next to the Node name that you wish to delete.

2. Click the minus icon at the bottom of the screen.

3.

Click the Save button to save your changes.

4.9.5. Realms Tab

The Realm tab allows you to create a new Realm where VOSS Insights systems can be grouped to
communicate with each other. Once it is added and saved then Nodes can be added to the Realm.

Create a realm

To create a Realm:

1.

o g M 0D

ACCESS CONTROL

Click the Realm tab at the top of the screen next to Nodes.

Click the blue plus icon at the bottom of the screen.

Fill in the Realm name that you desire.

Click the Blue check icon to set the Realm.

Drag the systems that you want in the Realm into the drop zone.

Click the Save button to save the Realm.

Name

Deploymeni

LawyeriDesy

QEB

/ /

Devices in Realm All Devices
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demoart
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Delete a realm

To delete a Realm:
1. Click the check box next to the Realm name that you wish to delete.
2. Click the minus icon at the bottom of the screen.

3. Click the Save button to save your changes.

4.9.6. Protected Subnets Tab

The Protected Subnets tab allows you to input the IP addresses of subnets that will be protected from a
control running against them. The Control will check this list prior to running and will not run a script against
a device that is within a protected subnet.

Create a protected subnet

To create a Protected Subnet:
1. Click the Protected Subnet tab at the top of the screen next to Realms.
2. Click the blue plus icon at the bottom of the screen.
3. Fillin the Name, IP Address and Mask of the Protected Subnet.
4. Click the Blue check icon to set the Protected Subnet.
5

. Click the Save button to save your changes.

Delete a protected subnet

To delete a Protected Subnet:
1. Click the check box next to the Protected Subnet name that you wish to delete.
2. Click the minus icon at the bottom of the screen.

3. Click the Save button to save your changes.
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4.9.7. Password Policy Tab

The Password Policy tab allows you to set and enforce password rules to access the system. Each field is
optional thus the user can choose the best policy to enforce.

Create a password policy

To create a Password Policy:
1. Click the Password Policy tab at the top of the screen next to Protected Subnets.

2. Within the box you have an option of Minimum Length, Minimum Uppercase, Minimum Lowercase,
Minimum Numeric, Minimum Special, Password Lifespan and Maximum Login Attempts.

3. Fill in the desired inputs into each of these fields.

4. Click the Save button to save your changes.
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ACCESS CONTROL  Pesmission Groups  Users  Nodes  Realm rerteicied S abinets: INBsamword Belior | EAkL

Minimum Length

Minimum Uppercase 1 A-Z

Minimum Lowercase 1 a-i

Minimum MNumeric 1 0-9
Minimum Special i @a R
Password Lifespan o days

Maximum Login
AttempLs

4.9.8. SAML Tab

The SAML tab allows you to configure single sign-on (SSO) to other user management platforms via the
Security Assertion Markup Language (SAML). This is an open standard for exchanging authentication and
authorization data between systems.

Note: SAML is an open standard for exchanging authentication and authorization data between parties, in
particular, between an identity provider and a service provider. SAML is an XML-based markup language for
security assertions (statements that service providers use to make access-control decisions).

VOSS Insights supports SSO for authentication via the SAML v2.0 standard for SSO. When SAML is enabled
for your system, the Sign Out menu option (accessible via the admin menu) is not required or available as
the Insights system does not initiate the termination in this case.

SAML is enabled/disabled on the SAML tab of the Configuration screen in Arbitrator. To bypass SAML
authentication, you can set nosaml=true in the URL.
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Set up SSO via SAML

To create single sign-on via SAML:

1.

o g M W

Click the SAML tab at the top of the screen (adjacent to Password Policy). The attributes on this page
require you to interact with your administrator of allowed users.

Click the box next to Enable SAML.

Note: The Sign Out option is removed from the Profile menu when SAML is enabled.

If the system is supporting a single customer, then click the Disable Multi-Tenancy.

Fill in the optional principal attributes.

From your administrator obtain the Identity Provider Metadata XML and paste it into the box provided.

From the following boxes provide each of the following to your Identity Provider:

a.
b.
c.
d.

e.

Audience URL (SP Entity ID)

Single Login URL

Single Logout URL

Click to view or download the platform SAML Metadata

Click to view or download the platform X.509 Certificate (2048 Bit)

Click the Save button to commit the SAML configuration.

(See Figures on the next few pages.)
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4.10. Import & Export

4.10.1. Overview

The Import & Export Configuration panel allows you to select all or parts of the system configuration to be
exported to file or to import already exported files into the system.

4.10.2. Exporting

To export configuration items:
1. Click the Export tab at the top of the screen.

2. On the left-hand side will be folders containing all of the configuration items. Either drag whole folders
over to the drop zone or open a folder and select a specific item to drag to the drop zone.

3. Once complete give the package a name in the box next to Package Name.
4. Then give the package a description in the box next to Package Description.
5. When complete click the Export button.
6. The package file will download to your local computer.

IMPORT & EXPORT

Configuration ltems \ Export

i Arbitrator Nodes

B Adiat Frlries

i Asset Groups

W Cuspomsers

B Controls

il Permitssion Groups /
i@ Prolicy Moduies

Bl Probe Growps &

i@ Protected Subnets
B Realrms
i Uzens Package Mama Mizst b between 1 and 32 characters long
Package Description Must b2 between 1 and 172 characiers kong
=3
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4.10.3. Importing

To import configuration items:
1. Click the Import tab at the top of the screen.

2. Select the file you wish to import by clicking the “choose file” button. This will open up your local file
system to select the file from where you have it stored on your computer.

Double click the file or highlight it and click “Open”.
Click the Upload button. This will open up all of the configuration items you are importing.
Make any changes to the settings as required.

Click Import.

N o g s~ o

A progress screen will pop up. Once complete click OK.

MPORT & EXPORT
Load a configuration package; CraoseFike | No fis chossn
HNo fie chosen
N9
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4.11. Archive Management

4.11.1. Overview

The Archive Management system configuration page provides options on backing up and configuring the
Arbitrator correlation platform.

You can select the following tabs on this page:
» Configuration Management Tab

» Log Management Tab

4.11.2. Configuration Management Tab

You can select the following tabs on the Archive Management > Configuration Management tab:
» API Config Tab
» Archive Tab
» Cisco SDL Tab
» Collect Tab
+ Data User Tab
* Import Tab
* LDAP Tab
* License Tab
* Probe Tab
* Proxy Tab
« SNMP Tab
» Syslog Tab
» Tunnel Tab

API Config Tab

This tab allows you to set up a number of API configurations to enable monitoring, for example, of Webex or
MS Teams.
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Webex Config

The Webex Config option allows the configuration of Webex monitoring. A dashboard is available to visualize
the data.

AP| Config Archive Blue Jeans Config Cisco SDL Collect

Creation

DEM Config

Zoom Config

Note: For Webex API support, your network should be configured to access: https://webexapis.com/vl,
port 443. (Admin menu > LayerX Network Configuration, DNS Settings may need to be configured to reach
the external site.)

To configure Webex API:

1. From the Arbitrator main user interface, click the System Configuration toolbar icon (wrench) to open
the Arbitrator Configuration GUI.

2. Click the toolbar Cabinet icon to open Archive Management.

3. On the Configuration Management tab, select the API Config tab. 3. On the API Config tab, select
Webex Config, then configure settings in the right pane:

a. Click the Create Access Token button, then fill out your account credentials and copy the JSON string
that performs OAuth handshake with Webex. You'll paste this into AccessToken.

b. At the Enabled drop-down, select enabled.
c. At CUSTOMER, fill out the customer name (if multi-tenancy is required).
d. At AccessToken, paste the copied JSON token from step a.

The JSON format is as follows (line breaks here not in string):
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{"access_token":"XXXXXXXXXXXXXXXXXXXXXXXXXX",
"expires_in" :nnnnnnn,
"refresh_token":"XXXXXXXXXXXXXXXXXXXXXXXXX",
"refresh_token_expires_in" :nnnnnnn,
"token_type":"Bearer"}

e. Click Verify Access Token and to verify, inspect the output in View Output.

f. Click Save Access Token, which will create a new Customer-specific “Webex Config - <XYZ>" entry.
under the API Config list. (You need to click away and return to Configuration Management to reload
with the new entry.)

A 2 4
ARCHIVE MANAGEMENT RELTe L Uttt Log Management

AP Confg  EECUGEN Blue Jeans Config Cisco 5DL Collect impaort LDAP Probe SMNMP Syslog  Tunme

Changes have been made to tis configuration item
Creanon
Command:  Vebex Confif Crears Access
DEM Canlig Taken
Webex Confi
B Status: Finished
Webex Confi .
B Allows tha enable and configuration of Webex monitaring Output: SUCCEES
Zoom Config Create Access Token
Create Access Token
This step fs required to affow the creation of an access token,
Enabled Close View Output
enabled L4 k

Coprure Weber's STonEtics using the Access Taken prawvided

fram hiips:Amarketplace weher s Recommendarion:

Manuafly oversrite the ExpiratianTime to @ much greater

tirme.

CUSTOMER

ABC Telecom
MName of Customer.
AccessTaken
a5 _token ™" 7]y Z Iy Y mENY TYyNS00YWIILWIz DGET
AccessToken (o be used for requests
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Created configurations can be deleted or modified. This will be needed for Access Tokens, as these contain
an expires_in value.

MS Teams Config

MS Teams Config settings allow you to configure MS Teams monitoring.
The MS Teams API configuration requires an initial application registration on Microsoft Azure. To set this up:

1. Search for Azure Active Directory:

All Services (99+) Resources Resource Groups

Azure Active Directory (2)

] { Services

jture

2. Select Manage > App registrations, then select New Registration

Copyright © 2023 VisionOSS Limited. All rights reserved. We appreciate and value your comments. Email: 102
doc-feedback@voss-solutions.com



4.11. Archive Management

Home % YO58 Salutions

g2 VOSS Solutions | App registrations  #

m o N .
Azure Active Directony

i Endpoints
@ oveniew

-
B Preview featurss
@ Starting June 30th, 2020 we will nc

¥ Diagnose and solve problems Library (M5AL) and Microsoft Grag
Manage

All applications Owned applica
& Users _—
S Groups & Start typing a display name or ap

B2 External |dentities

as Roles and administrators

B Administrathve units
Delegated admin partners

i Enterprise applications

3. Fill out a meaningful application Name to display to users and under Supported account types, select
Accounts in this organization directory and click Register.
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= Microsoft Azure
Home > WOS5 Solutions | App registrations >

Register an application

* Name

The user-facing display name for this application (this can be changed later).

Supported account types

Who can use this application or access this API?

%] Accounts in this orgamizational directory only (VO35 Solutions only - ingle tenant])

VS ACCOURTS In any organlza!lona all’ECEDI’}" \!I‘I}" E.’.UI’E‘ RD HIFEEE{JF};‘ - PHU EI!EI‘I&H[

o Accounts in any erganizational directory (Any Azure AD directory - Multitenant) and personal Microsoft ac

o~

) Personal Microsoft accounts only

4. When the new application is registered, locate the Application (client) ID and Directory (tenant) ID

on the next page and store these values in a secure location.
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— Microsoft Azure
Home VOSS Solutions | App registrations

i VOSS MS Teams Collector =

Search @ Delete 'ﬁ Endpoints B Preview feat

B Overview ﬂ Got a second? We would love your feedback

&b Quickstart

# Integration assistant # Essentials

Display name : VOS5 MS Teams:

Manage

la‘-‘-:'.-r.nlu'ﬁ‘. on (client) IDI

li.'ilr'-:'t:r'.,- (tenant) 1D

E Branding & properties

a Authentication

Certificates & secrets i :
":H.IP:Z'TT'.E'ﬂ account !}'F'-E'F + My organizatior

e . .
I| Token configuration

- Starting June 30th, 2020 we will no longe
=F API| permissions I o } i
I P Authentication Library (MSAL) and Micro

5. Select the API permissions menu under Manage and then select the following Application permis-
sions:

* CallRecords.Read.All

* Device.Read.All

* DeviceManagementApps.Read.All

* DeviceManagementApps.ReadWrite.All

* DeviceManagementConfiguration.Read.All

* DeviceManagementConfiguration.ReadWrite.All
* DeviceManagementServiceConfig.Read.All

* DeviceManagementServiceConfig.ReadWrite.All
* Directory.Read.All

e Directory.ReadWrite.All

* User.Read.All

* User.ReadBasic.All
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* User.Readlirite.All

* Group.Read.All

* Group.ReadWrite.All

* GroupMember.Read.All

* ServiceHealth.Read.All

* TeamworkDevice.Read.All

* TeamworkDevice.ReadWrite.All

6. Grant admin consent:

T =] T )

T
all the permissions the application needs. Learn more about permissions and g
Certificates & secrets
.Il. Tc.kl:n . fII;ILra1IDr :
= AP permissions APl J/ Permissions name Type Description

7. From Certificates & secrets, create authentication from New client secret:

B Branding & properties

2 Authentication @ Application registration certificates, secrets anc
Certificates & secrets

e q = e} B

il Token configuration Certificates (2) Client secrets (1)  Feder:

= AP| permissions . _—
A secret string that the application uses to prove

& Expose an APl

EI::‘ 'El'pp rGlES :

S Mhanerc Descr iption

8. Copy the value and store in a secure location.
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Description Expaes Wi Secret 1D

The following stored values will be used on the Arbitrator configuration dialog screen:
* Application (client) ID
+ Client secret value

+ Directory (tenant) ID

Configure the tenant collection from the Arbitrator

Configuration is carried out on the Arbitrator Settings menu via Archive Management > APl Config > MS
Teams Config.
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A 2 4 il

ARCHIVE MANAGEMENT e —

m v A ClEca S0l F— - P Probe e
|
DEM Config
M35 Teams Config r o
MS Tesms Config
ws fhe erable and oo F
Webex Config .
Enabied Clientin
o f enaibied
apdus A a i u Cliznt ID fio B (= b
{=i apr =
pivabon Time ta & much greater time ClientSecret
CUSTOMER Cligt Sevred 1o be used for reguesia

ng o fefch the license info. Response should be JSOR-

New Tenants can be created with Enabled either enabled or disabled. If disabled, no API requests will be
made until it is enabled.

1. Enter stored values:
+ Enter the tenant id (Directory (tenant) ID) in the CUSTOMER field
+ Enter an easily identifiable account name in the Name field.
 Enter the client ID (Application (client) ID) in the ClientID field.
 Enter the client secret Value in the ClientSecret field.

These values should be for a client that is dedicated to this use and should not be used it to request a
token from any other source while the API collector is enabled.

2. Click Save Data to save the configuration.

3. Refresh the screen (move away from the configuration screen to another and back) to see the new
configuration.
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Zoom Config

An access token is required for the configuration of Zoom monitoring.

Zoom Config

Allows the enable and configuration of Zoom monitoring

Create Access Token

Create Access Token

This step is required to allow the creation of an access token.

Click the Create Access Token button to be redirected to get an access token.

1.

If Zoom statistics are to be captured, select enabled from the Enabled drop-down.

2. Enter a Customer name for the associated customer.

3. Enter the received access token in the AccessToken input box.
4.
5

Enter a refresh token in the RefreshToken input box.

. Click the Verify Access Token button to test the entered access token.

Archive Tab

The Archive tab provides a number of options based on the specific functions you wish to backup.

Setup

The system does a backup daily. For the most part, there is nothing for the user to configure. All data and
configurations that exists on the system are archived automatically on a daily basis.

Archived data are logically grouped together and by default stored into separate archived files locally on the
box. There is a separate page for each Archive group. More detailed information about each Archive group
can be found on the individual Archive group pages. The user also has the option to mount an NFS drive
to the system. All archived files will then get archived to the NFS mounted drive. Note: removing the NFS
mount will NOT copy the NFS contents back to local storage. Only NFS v3 mounts are currently supported

today.
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Setup

Arbitrator Backup

This page contains the settings for the backup of the Arbitrator. There is nothing to edit here. The settings are
simply displayed for informational purposes only. This Archive group contains the following data: Arbitrator
Configuration settings (Database: Assets, Alerts, Policies, Rules, Probe Groups, Response Procedures,
Controls), User Permissions settings

(Idap), NDX files, Avaya data, Pexip data, and all other data currently being collected in the Arbitrator
database.

The backup excludes data from the CALL table, Cisco Tables, and raw Cisco CDR/CMR files. Data in the
CALL table can be very large and is expendable. Cisco Tables and raw Cisco CDR/CMR files are part of a
separate Archive group.
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Cisco Files

Archival for Cisco files. This Archive group will back up all Cisco CDR and Cisco CMR raw files. These are
the files that are SFTP’d to the system by the Cisco Call Manager. The settings here are for informational
purposes only. However, the user may disable the storage of raw Cisco CDR and Cisco CMR raw files on
the system. This option could be used to conserve disk space.
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Cisco SQL

Archival for Cisco SQL data. This Archive group will back up all Cisco data in the database tables. This is the
data that has already been processed by the system. There is nothing to edit here. The settings here are for
information purposes only. The data here is grouped together by the Cisco Call Manager IP Address. This

allows for more granular control on which Call Manager data to import.
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Ndx

This Archive group will manage Ndx files on the system. Default monthsKept is 6 months.
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Mdx

This screen can be used to manage Mdx files on the system,

max_ndx_file_size

The maximuwm size the nax searchable fite should be. Once the max size is hit, the ndx server will create a new ndx [ile.

max_searchable_days

W
The maximwn number of doys that should be searchable, N files preater than this time wall stll five an the spstem but will mot be

searchable from the W,

monthsKept
L] W

The maximum number of manths to keep nax archives around, Each archived ndx will Take up aisk space, Warming (ncreasing this

numiber foo farge may require customer to also imcrease the hard disk size,

Pexip Files

Archival for Pexip files. The system can be used to collect PEXIP data. The raw PEXIP data files are kept, by
default, for historical purposes. However, in order to conserve disk space, the user may choose to disable
the local storage of the raw PEXIP files.
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Remote Storage

If standard / local storage is chosen in the Archive Setup page, then this screen allows the user to configure
remote archival of the Arbitrator backup files. Each Archive group produces one or many archive files. The
system can be configured to SCP these archive files to a backup location or to another Arbitrator.

The archives can be sent to a separate backup location (NFS, SFTP-server, SCP or remote synced to
another Arbitrator).

« archive_interval
This can be set on a schedule of:
i. Daily
ii. Weekly
iii. Monthly
» Method: Select an option

— disable - System will reset storage options, e.g. archives locations are reset to the local system if
these were previously on a remote host.
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— nfs - System will mount the filesystem as a local drive. The system drop/1xt_archive directory
is linked with a symbolic link to /mnt/nfsshare on a host, thereby saving space on the system.

Selecting this option enables additional controls:
Check NFS Host
Check NFS Host

Check NFS5 Mount
Check NFS Mount

« Check NFS Host: Click and use the View Output button to see verification output.

« Check NFS Mount: Check the destination location (entered below) after saving the config-
uration. View Output shows disk usage on the destination of the NFS host.

rsync - System will sync the archive directory to remote system. The remote system must have
rsync installed for this to work.

rsyncToArb - System will sync the archives directory to a remote Arbitrator. This utilizes the
rsync protocol so both Arbitrators will always be in sync.

scp - System will copy archives to a remote location. Scp is not a sync. To reduce load on system
and network, system only copies new / changing archives over to the scp location.

sftp - System will copy archives to a remote location. Sftp is not a sync. To reduce load on system
and network, system only copies new / changing archives over to the sftp location.

* IP location
IP address. Also add username and password.
+ destination
The path on the remote server to the folder where backups are to be stored.
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Collect Tab

The Collect tab defines configuration options for the collection of CDRs.

Control

This panel enables and disables the processing of various file types. When a file type is disabled, files of this
type are added to a backlog, and are processed when processing is re-enabled.

The table lists the control options you can enable and disable:

DEM

Cisco UCM
Oracle SBC
Pexip

NGIN

Palladion

NMR

Infovista GSIP
Infovista IPSLA

Enables/disables Digital Experience Monitoring
(DEM) collection on the Arbitrator. DEM provides
the ability to test connectivity to web-based systems,
such as Microsoft Teams, and to deliver metrics for
the following:

+ Overall round-trip times to the application

» The number of hops taken

» Best and worst latency

» The connection path, displayed hop-by-hop
DEM agents on the Arbitrator provide connectivity
and performance statistics to various MS Teams in-
ternet endpoints, including Microsoft Graph. When
enabled, the job runs every 5 minutes, and poli-
cies (rules) imported to Arbitrator fire incident alerts
when any of the DEM-collected metrics are out of
the permitted thresholds. To verify that the Arbitra-
tor policies are firing alerts and to view the logs, you
can search in Arbitrator for either “dem_connectivity”
or “dem_web_performance”.

Enables/disables NGIN-XML processing
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ARCHIVE MANAGEMENT Log Management

mpo

Save Delete

Control

This screen allows the file processing mechanism tc

Cisco UCM

Cisco ME

Cisco Remote Copy

This panel defines the storage location of collected Cisco CDR/CMR files.

The default location is “local”, which is the local Arbitrator Correlation platform. Choose “remote arbitrator’
and the processed Cisco CDR/CMR files will be stored to the database of a remote arbitrator. This is useful
if the data of multiple arbitrators needs to be stored to a centralized arbitrator. The “remote_ip” needs to be
filled in with the IP address of the “remote arbitrator”, if configured.

Copyright © 2023 VisionOSS Limited. All rights reserved. We appreciate and value your comments. Email: 119
doc-feedback@voss-solutions.com



4.11. Archive Management

ARCHIVE MANAGEMENT Log Management
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Oracle Microsoft Operator Connect

If customer CDR folders for Oracle Call Manager were set up during Arbitrator setup, then parsing CDRs and
using API calls to create the call record in the MS Tenant via the Operator Connect API is configured from
the setup up on the Oracle Microsoft Operator Connect screen.
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For CDR folder setup, see the "Add Customer CDR Folders" topic in the Arbitrator Install Guide.

Import Tab

This tab allows you to import configuration data to a server from a csv file.

Note: Only csv file imports are supported.
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LDAP Tab

The system uses a local LDAP server to store user information. The system also supports authenticating
with an external Microsoft Active Directory server. If an external Microsoft AD is used, the system will
automatically sync all users locally. Local user accounts are necessary to set specific system privileges. Note
that Microsoft AD passwords are never stored locally. Authentication always occurs with external Microsoft
AD. Once authenticated, the system allows the user access based on the user’s local system privileges. In
order to properly configure this screen, the customer administrator must have an in-depth knowledge of the
customer’s Microsoft AD architecture. Improper configuration may cause too little or too many users in the
system.

A @ 4 WP N\ & a4 L oo
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License Tab

This tab registers your system for integration with the VOSS Cloud License service for user license count
auditing, and allows the licensed user counts files to be sent to VOSS automatically.

You can also view and download license files on this tab, and upload license files to VOSS.

ARCHIVE MANAGEMENT

Log Managerrent

Fotch Lcasas Fil

— ’ [ Fowch Lowmse P |

Related Topics

* License Auditing

Proxy Tab

To allow for cloud services access, proxy configuration (both authenticated and unauthenticated) is supported.

You can configure the Proxy on the Arbitrator Settings menu from ARCHIVE MANAGEMENT > Configura-
tion Management > Proxy.
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API Config Archive Blue Jeans Config Cisco SDL Collect Import

LDAP

Probe

Proxy Config Changes have been made to this configuration item

Proxy Config

Adds configuration for Proxy use in external data creation.

ipAddress

10.0.0.1

IP Address of the proxy server.

proxyPort

19001

Port of the proxy server.

userName

UserX

User for the proxy account for external access.

password

Password for the proxy user account for external access.

Set Proxy

&

SNMP Syslog Tunne

Save Delete

Set the proxy with the settings abave. (Values must be saved first.)

Remove Proxy

Clear the proxy config removing any preiously configured proxy.

1. Fill out the required Proxy Config values: ipAddress, proxyPort, userName password.

2. Click Save.

3. To enable the saved values, click Set Proxy.

Copyright © 2023 VisionOSS Limited. All rights reserved. We appreciate and value your comments. Email: 124

doc-feedback@voss-solutions.com



4.11. Archive Management

Important: The proxy is used only by services that use APIs for their data, and are set up in Archive
Management > Configuration Management > API Config: Webex, Teams and Zoom.

If it is necessary to remove the proxy configuration, click Remove Proxy. This will reset the configuration to
empty settings from the system. In order to clear the configuration screen, you will then need to click Delete
at the top of the form. This will remove any confusion as to the proxy settings in the future.

SNMP Tab

This tab configures SNMP v3 user config, which allows the system to be configured to work with SNMP v3.
It allows you to select the specific authentication and encryption methods to be used.

ARCHIVE MAMNAGEMENT cConfiguration Management

v (.

SNMPYI User Config Charges lave besn made [0 tha confgursticn ser

SHNMPI User Config
Setup the configuration far SNMP

Camimit SMPy3 User Configuration

Commit SNMPv3 User Configuration

Engine ID

DCTECT STRNG

User Mame

Adthentication Protocal

]

Autkenticarion Pass Phrase

Encryptian Pratoco

AES

Encryptian Pass Phrase
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Syslog Tab

This tab configures the IP address of your central syslog server.

Note: This is a system-wide setting.

The system can send out syslog messages about several of the internal functions, including backup and
archival success. If an IP address is specified, the system will send any internal VOSS Insights messages
onto the specified syslog server.

Only one central syslog server can be specified at this time. Please validate firewall settings are open to
allow incoming messages on the specified IP address and port.

Tunnel Tab

This tab allows you to create VPN tunnels between Arbitrator platforms. Three options are available:

« Creation - allows creation of SSH tunnel to the specified endpoint, including the interim hops needed.
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* Request History - allows listing of tunnel requests and management of those requests.
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4.11.3. Log Management Tab

The Log Management tab (in Archive Management) allows you to customize the archival of the index data
store. It can be performed based on Size, Time or a combination of both.

Set the archival process

This procedure sets up the archival process.

1.

Click on the Log Management tab.

2. Select the file size at which to start the archive.

3. Select the time interval at which to start the archive.
4.
5

Add the location to where the archive file will be sent.

Credentials required.

. Set the IP Address, Choose the Method of transport (e.g. SFTP), give it a Path and input any
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4.12. Tools

4.12.1. Overview

The SNMP Tools page allows you to load or import MIBs and then build SNMP actions/ scripts to be saved

as probes within the platform.

Insights ships with a library of MIBs that can be opened by choosing the Load MIB button. If a new one is
needed it can be imported by selecting the Import MIBs button.
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4.12.2. Load a MIB

1. On the Tools page, click Load MIB.

2. In the Select a MIB dialog, view the choice of all the manufacturer MIBs available in the system, then
select the relevant MIB.

3. Scroll through and select the desired MIB.
A @ 4 E L 2 a8 2 a o

Load MIB Import Migs SHBAP Canmerthod » Hexsr & Connection

e Dperation

Selecta MIB X

& nors

& procers

@ skemers

& she

& resngsnmp

& tubs

i ucd

4 [ vmware

I BRIDGE-MIB
o ENTITY-hEB
= HOST-RESOURCES-MIE

HOST-RESOURCES-TYFES
P ANA-ADDRESS-FAMILY-NUMBERS-MIB

T R BT ChTYT L B

ﬁ

. Re-parse Cancel

3. Once selected you can open up all of the branches and leaves and view each associated OID.
4. Choose the folder you wish to use, and fill out the connection settings for that system.

5. Select the Connection button, input the host name or IP and choose the SNMP version. If selecting V3
then a set of different parameters will pop up and you will need to fill these in.
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Load MIB

SNMP Options

Version
2

Community

1 Cancel

SNMP Dptions

6. Choose the operation to perform: GET, GET NEXT or WALK

7. The operation will return the values of the OID you query in the field below it. Checking any of the

boxes beside the field will un-gray the “Create Probe” box.

8. Do this for each Probe you want to create.
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9. When you select “Create Probe” a new box will open that will allow you to give the Probe a name and
either save it to an existing Probe Group or create a new one.

10. Now you have a new Probe that will run the particular SNMP command you requested.
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5. Arbitrator Maintenance

5.1. Backup and Restore the Arbitrator

This procedure backs up Insights Arbitrator, retrieves the backup files, and restores the system.
1. Configure the Arbitrator backup. See Archive Tab.
2. Restore the Arbitrator application from a backup:
1. Log in to CLI as an admin.

2. In the Administration menu, select Backup Restore, then click OK.

inistration -
Please choose from the following options.

Network Configuration
Time Configuration

Advanced ARB ions
EEE ﬁ1 trator Branding

|

|

|

| Change Passwords

| Fix Corrupt Ndx

| Log Snap

| KRS

| rResize Disk

| Restart openldap

| Upgrade

| vPN Client Configuration
-

3. Select Restore a backup.
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5.1. Backup and Restore the Arbitrator

Please choose from the following options.

+ -----------------------------------------------------------------
| create a backup
| Fetch a backup
|
| Remove a backup
| Quit
I
I
I
I
I
|
I
I
e
< 2K

4. Optionally, run the Fetch command to retrieve backup files.
5. Select the local backup you wish to restore. Choose an option:
« If you wish to restore data from the nightly backups, select self.

« If you wish to restore from another source, including a remote backup of this device, then
select the relevant source.

Note: Additional restore locations can (optionally) be retrieved using the Fetch command, or the
Restore screen selects this device as the target of the rsyncToArb method.

For example, the image displays two potential restore locations: 172.30.42.169 and dh

ease choose a data source Tor the restore:
l. 172.30.42.169
5

e w

0. (cancel)

6. Select the data types to restore.
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ase choose a data type to restore:
A1l
Avaya
CISCD
config
DEM
Identity
NDX
Pexip
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. Themes
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Webex
. Zoom
. DBDATA_ONLY

e

1.
3.
4.
5.
6.
7.
8

Lid P

HFEREEEEWD
L - =

o

(cancel)

7. Select the number of months to restore (0 to 60 or all).

How many months of data to restore? (0..60, all)

(no number means cancel)

8. Confirm the restore.

se All O [ 3
Requested data and configurations will be restored. _
Existing data and configurations may be replaced/overwritten.

Are you sure you wish to restore the data (y/n)?

9. Monitor restore progress. A system message confirms when the restore is complete.

Important: Restoring Insights Arbitrator may take several hours, especially on larger systems
and/or when restoring more data.
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5.2. System Recovery

This procedure provides access to options that allow you to troubleshoot and recover Arbitrator services in
the event of system errors.

1. Log in to CLI as an admin.
2. On the Administration menu, select System Recovery.

Administration
Please choose from the following options.

Fmmm e () e - e

| Advanced ARB Options
| Backup Restore

| Change Arbitrator Branding

| Change Passwords

| Log Snapshot

| NRS

| Resize Disk

| System Recovery

| Upgrade

| VPN Client Configuration

|

| VPN Server Configuration

| VPN Server Connections

i v(+) 83%

3. On the System Recovery menu, choose an option for the issue you're trying to resolve. Options are:

Fix May be used to repair the NDX. The NDX is the backbone of the “Search” screen in the
corrupt user interface. If the “Search” screen displays zero results, the NDX may be corrupt. This
NDX option terminates the current NDX files and start a new NDX set of files.

Restart Allows you to restart the Arbitrator’s core services involved in collection, correlation, and

Arbi- alerting. This option is useful when attempting to debug a scenario where alerts are not
trator firing.

ser-

vices

Restart Used specifically for restarting the OpenLDAP service. This option is useful when attempt-
OpenL- ing to debug authentication issues in the user interface.
DAP

Reset  This option provides an optional (last resort) method for resolving a rare scenario when
DB se- alerts stop firing. If you've exhausted the normal troubleshooting checks for alerting, this
qguence option may be used as a final resort. This method has been shown to fix rare issues in the
coun-  past, and is provided an an option until the issue may be auto-detected and automatically
ters repaired.
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System Recovery menu
Please make a selection:

P —_

Restart Arbitrator Services
Restart Openldap

Reset DB Sequence Counters
Back

 ———— — e — —

5.3. Network Observability

5.3.1. Overview

Network observability is configured on the Arbitrator as a set of probe scripts that collect and analyze data
from the customer’s network devices.

Note: The probe scripts comprise a set of SNMP v2 scripts and a set of SNMP v3 scripts. Both v2 and v3
of the SNMP scripts perform the same function. The version you’ll use depends on whether your device
supports SNMP v2 or SNMP v3.

Data is presented for analysis via read-only network observability reference dashboards in the Insights
Dashboard system. The dashboards have read access to the database tables on Arbitrator, and allow you to
determine in greater detail why alerts have occurred.

Related Topics

* Probe Configuration
* Asset Configuration

» VOSS Reference Dashboards in the Dashboard Administration Guide
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5.3.2. Configure Network Observability Probe Groups

This procedure configures network observability probe groups in Arbitrator.
1. Log in to the Arbitrator.
2. Click the toolbar Wrench icon to open the System Configuration interface.
3. Click the Probes icon to open the Probe Configuration page.

4. Click the Plus icon (+) at the bottom of the Groups panel to add the first probe group, then fill out a
probe group name, and tab out of the field to add the probe group.

Important: We have provided a recommended configuration of the following four probe groups, includ-
ing a recommended naming convention and probe configuration parameters, in Network Observability:

* Network Observability 5 min

» Network Observability 10 min

» Network Observability SNMP 10 min
* Network Observability SNMP 5 min,

For example, for the first probe group you add, you can use Network Observability 5 min as the probe
group name.

5. Add the probes for the probe group you added.

Note: Itis recommended that you use the probe configuration parameters provided in the table, in
Network Observability .

* On the Probes panel, at Select Category, click the down-arrow, then select Network Observ-
ability.

Note: Clear the Custom checkbox to display the Select Category drop-down.

« Fill out the probe name.
+ Select the relevant script, based on the recommended configuration in Network Observability .
« If relevant for the probe you're configuring, you will need to provide SNMP credentials.

+ Click the check icon to save the probe.
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PROBE CONFIGURATION
Groups Probes

Group Name Name Description Unit Command and Parameters

Voss Automate Data

6. Repeat these steps to add the rest of the probe groups and probes required for network observability,
based on the settings provided in Network Observability .

7. Click Save.

Next steps:
» Once you've set up the probe groups, the SNMP probe groups are applied to the device you're collecting
data from.
+ Assign customers to assets. For details, see Asset Configuration

In order for the network observability probe groups to return useful data, the corresponding assets
should have “customer” and “site” assignment. This is done via the Asset Configuration menu in
Arbitrator.

— In Asset Configuration, locate the Arbitrator (in the Assets panel).
— Click on the wrench icon to configure the monitor profile.

— Drag the relevant probe group into the Templates/Profiles panel, then click the wrench icon to
set the frequency, as per the settings for the probe group in Network Observability.

Repeat this step to add other probe groups, and to configure their frequency.
— Click Update.

5.3.3. Recommended Network Observability Probe Group Configuration

This topic describes a recommended setup for the four probe groups required for optimal network observabil-
ity.
The table describes the recommended network observability probe group configuration:
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Probe Group Configuration

There are two probes to set up for this probe group:
1. Network Observability Asset Impact

This probe detects the impact of network observability alarms on

locations.
+ Scripts to use with this probe:

— netob-asset-impact-assessment.sh
+ Category: Network Observability
» Parameters: N/A
» Applied to: Arbitrator
» Frequency: 5 minutes
» Credentials: N/A
2. Network Observability Interface Event Detections

This probe detects the interface counter changes for discards and

errors.
+ Script to use with this probe:

— netob-alarm-probe-interface-stats.sh
» Category: Network Observability
» Parameters: Use defaults, unless customization is required.
» Applied to: Arbitrator
» Frequency: 5 minutes
Credentials: N/A

1. Network Observabil-
ity 5 min

This probe group contains one probe. The probe detects the cbqoscm
counter changes.

» Probe name: Network Observability CB QoS Event Detections

+ Script to use with this probe:

— netob-alarm-probe-cbgoscm-stats.sh

+ Category: Network Observability

» Parameters: Use defaults, unless customization is required.
Applied to: Arbitrator
* Frequency: 10 minutes
» Credentials: N/A

2. Network Observabil-
ity 10 min

This probe group contains one probe. The probe is used for netob-cisco-
cbg-mib-stats-snmpv3 collection for group01.
» Probe name: Network Observability CBQ
+ Script to use with this probe - either of the following:
— netob-cisco-cbg-mib-stats-snmpv3.sh
— netob-cisco-cbg-mib-stats-snmpv2c.sh
» Category: Network Observability
» Parameters: Supply appropriate credentials, where applicable.
Applied to: Asset
* Frequency: 10 minutes
+ Credentials: SNMP

3. Network Observabil-
ity SNMP 10 min
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Probe Group Configuration

This probe group contains one probe. The probe is used for netob-ifmib-
interface-stats-snmpv3 collection for group01.
» Probe name: Network Observability Interface
+ Script to use with this probe - either of the following:
— netob-ifmib-interface-stats-snmpv3.sh
— netob-ifmib-interface-stats-snmpv2c.sh
+ Category: Network Observability
» Parameters: Supply appropriate credentials, where applicable.
» Applied to: Asset
* Frequency: 5 minutes
» Credentials: SNMP

4. Network Observabil-
ity SNMP 5 min
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