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Legal Information

Please take careful note of the following legal notices:

● Copyright © 2021 VisionOSS Limited. All rights reserved. 
● VOSS, VisionOSS and VOSS-4-UC are trademarks of VisionOSS Limited. 
● No part of this document may be reproduced or transmitted in any form without 

the prior written permission of VOSS. 
● VOSS does not guarantee that this document is technically correct, complete, or 

that the product is free from minor flaws. VOSS endeavors to ensure that the 
information contained in this document is correct, whilst every effort is made to 
ensure the accuracy of such information, VOSS accepts no liability for any loss 
(however caused) sustained as a result of any error or omission in the same. 

● This document is used entirely at the user's own risk. VOSS cannot be held 
responsible or liable for any damage to property, loss of income, and or business 
disruption arising from the use of this document. 

● The product capabilities described in this document and the actual capabilities of 
the product provided by VOSS are subject to change without notice. 

● VOSS reserves the right to publish corrections to this document whenever VOSS 
deems it necessary. 

● The terms Cisco, Movius, MeetingPlace, Netwise and all other vendor/product 
names mentioned in this document are registered trademarks and belong to 
their respective owners. VOSS does not own, nor is related to, these products and
vendors. These terms have been included to showcase the potential of the VOSS 
solution and to simplify the deployment of these products with VOSS should you 
select to utilize them.

Security Information

This product may contain cryptographic features that may be subject to state and local 
country laws that govern the import, export, transfer and use of such features. The 
provision of this software does not imply that third-party authorization to import, 
export, distribute or use encryption in your particular region has been obtained. By 
using this product, you agree to comply with all applicable laws and regulations within 
your region of operation. If you require further assistance, please contact your 
dedicated VOSS support person.
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Cisco Expressway v8.10

Configuring HTTP feedback on Expressway C and E

The goal is to configure Cisco Expressway C&E to send HTTPS feedbacks to the VOSS 
Assurance
Arbitrator/Correlation server on status changes. Steps are as follows:

* Connect to Cisco Expressway C via SSH
* Enter: xstatus Feedback 

This should show you what Feedback IDs are currently occupied. You should have
a total of 3 and usually one or two of them are in use by other systems. If you see
an available ID, take a note of it and use it to execute your next command.

* Enter: xCommand FeedbackRegister ID:[1-3] URL:"https://[IP of
Arbitrator]/api/log/events/expressway" Expression.1:"/Event/CallDisconnected"
Expression.2:"/Event/CallConnected" Expression.3:"/Event/CallFailure"
Expression.4:"Event/RegistrationFailure" 
Expression.5:"/Event/AuthenticationFailure"
Expression.6:"/Event/ResourceUsage" Expression.7:"/Status/Calls"
Expression.8:"/Event/CallAttempt" 
* Enter: xstatus Feedback

This step is to verify your configuration change.
* Repeat the same steps for Cisco Expressway E.

Enable Syslog on Expressway C and E

Configure syslog on your Cisco Expressway C&E admin portal under “Logging 
Configuration” page, and point them to your Arbitrator with the following settings:

*  Syslog format: IETF
*  Protocol: TCP
*  Severity: Informational
*  CDR: Enabled (Service and Logging)
*  Media Stats: Enabled
*  Local Event Log Verbosity: 2
*  Address: Arbitrator’s IP address
*  Port: 514
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Enable SNMP on Expressway C and E

Configure SNMP on your Cisco Expressway C&E admin portal under “Logging 
Configuration” page, and point them to your Arbitrator with the following settings:
* SNMP mode: v2c
* Community Name: [Please define a community string]

Please note that:

* Cisco Expressway C&E do not support SNMP traps.
* You need to provide the community string you created above to LayerX team.
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