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Legal Information

Please take careful note of the following legal notices:

• Copyright © 2021 VisionOSS Limited.
All rights reserved.

• VOSS, VisionOSS and VOSS-4-UC are trademarks of VisionOSS Limited.

• No part of this document may be reproduced or transmitted in any form without the prior written permission of
VOSS.

• VOSS does not guarantee that this document is technically correct, complete, or that the product is free from
minor flaws. VOSS endeavors to ensure that the information contained in this document is correct, whilst every
effort is made to ensure the accuracy of such information, VOSS accepts no liability for any loss (however caused)
sustained as a result of any error or omission in the same.

• This document is used entirely at the users own risk. VOSS cannot be held responsible or liable for any damage
to property, loss of income, and or business disruption arising from the use of this document.

• The product capabilities described in this document and the actual capabilities of the product provided by VOSS
are subject to change without notice.

• VOSS reserves the right to publish corrections to this document whenever VOSS deems it necessary.

• All vendor/product names mentioned in this document are registered trademarks and belong to their respective
owners. VOSS does not own, nor is related to, these products and vendors. These terms have been included to
showcase the potential of the VOSS solution and to simplify the deployment of these products with VOSS should
you select to utilize them.

Security Information

This product may contain cryptographic features that may be subject to state and local country laws that govern the import,
export, transfer and use of such features. The provision of this software does not imply that third-party authorization
to import, export, distribute or use encryption in your particular region has been obtained. By using this product, you
agree to comply with all applicable laws and regulations within your region of operation. If you require further assistance,
please contact your dedicated VOSS support person.
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1. Analytics Platform Functionality

Analytics platform commands and functionality is described in this guide.

Refer to the VOSS-4-UC Platform Guide (Release 17.6) for details on the general commands and tasks that
are available on the Command Line Interface (CLI).

Note: For the Analytics platform, the following functionality and related commands as found in the VOSS-4-
UC Platform Guide (Release 17.6) does not apply :

• Clustering and cluster related settings, commands and output.

• Backup functionality and commands. Analytics configuration data is backed up from the web interface.

• Self-Service commands and functions.

• CLI user management.
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2. Reporter Commands

The VOSS-4-UC Analytics CLI has a number of reporter commands

$ reporter
USAGE:
------
reporter connect - Connect to remote VOSS system
reporter http_connection - Print http_connection for VOSS system
reporter http_connection <IP>|None - Set or remove manual http_connection for

VOSS system
reporter test_connection - Test remote mongo and VOSS system

connection

The reporter connect and reporter test_connection commands are used during the install process, or
during system management.

For installation details, refer to the Set Up Analytics topic in the VOSS-4-UC Analytics Install Guide.

• reporter connect

The command takes an IP address parameter, which is the target system primary database server
address. To determine the VOSS-4-UC system primary database server IP address, log in the the
VOSS-4-UC system and run the command database primary.

Use this IP address as a host parameter and enter the password, for example:

$ reporter connect
host: 192.77.248.122
pass:

• reporter http_connection

The VOSS-4-UC Analytics system web interface connects to a VOSS-4-UC node that runs its web
server. The web proxy nodes on a target VOSS-4-UC system can be shown with the cluster status
command.

For example, for a standalone system, the command output of this command is None, since the web
proxy nodes has the same address as the application and database. The example output of the
command below is on a standalone VOSS-4-UC system:

$ cluster status

Data Centre: atlantic
application : voss2-08[192.77.248.122]

webproxy : voss2-08[192.77.248.122]

database : voss2-08[192.77.248.122]
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• reporter http_connection <IP>|None

The web interface of VOSS-4-UC Analytics can be set to a specified web proxy IP address, fully
qualified domain name, or it can be reset to None.

• reporter test_connection

This test command is also used during the installation process. The example below shows command
output when connected to a standalone VOSS-4-UC system.

$ reporter test_connection
MongoDB Connection established to 192.77.248.122
Primary Connection is 192.77.248.122:27020
HTTP Connection to 192.77.248.122 succesfull

Copyright © 2021 VisionOSS Limited. All rights reserved. We appreciate and value your comments. Email:
doc-feedback@voss-solutions.com
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3. Application Status

The command app status is used to display the status of the system. When the command is executed, it
requests an up-to-date status of every process, and hence may take a few seconds to return.

Note: The uc-reporter service status indicates the Analytics service state.

A typical app status screen from the command line interface:

platform@analytics123:~$ app status
cluster v1.5.0 (2016-09-07 08:02)
template_runner v1.5.0 (2016-09-07 08:13)
mongodb v1.5.0 (2016-09-07 08:02)

|-arbiter running
|-database running

support v1.5.0 (2016-09-07 08:13)
snmp v1.5.0 (2016-09-07 08:13)

|-daemon running (completed)
|-traps running (completed)

platform v1.5.0 (2016-09-07 08:03)
nginx v1.5.0 (2016-09-07 08:03)

|-proxy running
uc-reporter v1.3.0 (2016-09-07 07:39)

|-node running
services v1.5.0 (2016-09-07 08:11)

|-wsgi running
|-logs running
|-firewall running
|-mount running
|-scheduler running
|-syslog running (completed)
|-time running (completed)

security v1.5.0 (2016-09-07 08:10)

The following states are defined:

• running indicates that the process is running correctly.

• completed indicates that the process ran to completion successfully.

• suspended indicates that the process is suspended while waiting for another process.

• stopped indicates that the process is not running. An error message indicates that the process
stopped for an unexpected reason.
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4. Reporter Logs

VOSS-4-UC Analytics logs that should be noted, are:

• process/uc-reporter.node.log

VOSS-4-UC Analytics log

Use the commands:

– log view process/uc-reporter.node.log to view the log.

– log follow process/uc-reporter.node.log to follow the log.

• install/uc-reporter_install.script-YYYMMDD.log

Installation logs

Refer to the Platform Guide for details on sending logs to a remote destination.
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